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	Reason for change:
	As the following text in clause 5.4.5.3.3 of TS 24.501 specified, the SOR transparent container has 2 list types: the “PLMN ID and access technology list” type and the "secured packet" type. And the processing of "secured packet" type is more complicated than that of the “PLMN ID and access technology list” type, the “secured packet” still needs to be downloaded and forwarded to UICC.
d)	"SOR transparent container" and if the Payload container IE:
1)	successfully passes the integrity check (see 3GPP TS 33.501 [24]), indicates a list of preferred PLMN/access technology combinations is provided and the list type indicates:
i)	"PLMN ID and access technology list", then the ME shall replace the highest priority entries in the "Operator Controlled PLMN Selector with Access Technology" list stored in the ME and shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C; or
ii)	"secured packet", then the ME shall behave as if a SMS is received with protocol identifier set to SIM data download, data coding scheme set to class 2 message and SMS payload as secured packet contents of SOR transparent container IE. The SMS payload is forwarded to UICC as specified in 3GPP TS 23.040 [4A] and the ME shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C; or
If the (U)SIM card is incapable of data download or doesn’t have associated (U)SIM file, UE still couldn’t process the SOR correctly. It necessary to notify the network in this case, so that the network can switch to use the “PLMN ID and access technology list” type.

	
	

	Summary of change:
	Add an indication to indicate if the secured packet is supported or not

	
	

	Consequences if not approved:
	Network sends “secured packet” to a UE which is incapable of processing “secured packet”
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***** start of change*****
[bookmark: _Toc45287446][bookmark: _Toc36657771][bookmark: _Toc36213594][bookmark: _Toc27747403][bookmark: _Toc20233267]9.11.3.51	SOR transparent container
The purpose of the SOR transparent container information element in the REGISTRATION ACCEPT message is to provide the list of preferred PLMN/access technology combinations (or HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed and thus no list of preferred PLMN/access technology combinations is provided') (see 3GPP TS 23.122 [5] annex C) and optional acknowledgement request. The purpose of the SOR transparent container information element in the REGISTRATION COMPLETE message is to indicate the UE acknowledgement of successful reception of the SOR transparent container IE in the REGISTRATION ACCEPT message.
[bookmark: _Hlk527714731]NOTE:	When used in NAS transport procedure, the contents of the SOR transparent container information element in the Payload container IE of the DL NAS TRANSPORT message are used to provide the list of preferred PLMN/access technology combinations and optional acknowledgement request, and the contents of the SOR transparent container information element in the Payload container IE of the UL NAS TRANSPORT message are used to indicate the UE acknowledgement of successful reception of the SOR transparent container IE in the DL NAS TRANSPORT message.
The SOR transparent container information element is coded as shown in figure 9.11.3.51.1, figure 9.11.3.51.2, figure 9.11.3.51.3, figure 9.11.3.51.4, figure 9.11.3.51.5, figure 9.11.3.51.6 and table 9.11.3.51.1.
The SOR transparent container is a type 6 information element with a minimum length of 20 octets.
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	SOR transparent container IEI
	octet 1

	Length of SOR transparent container contents
	octet 2
octet 3

	SOR header
	octet 4

	SOR-MAC-IAUSF
	octet 5-20 

	[bookmark: _Hlk518025260]CounterSOR
	octet 21-22

	Secured packet
	octet 23* - n*


Figure 9.11.3.51.1: SOR transparent container information element for list type with value "0" and SOR data type with value "0"
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	SOR transparent container IEI
	octet 1

	Length of SOR transparent container contents
	octet 2
octet 3

	SOR header
	octet 4

	SOR-MAC-IAUSF
	octet 5-20 

	CounterSOR
	octet 21-22

	PLMN ID and access technology list
	octet 23*-102*


Figure 9.11.3.51.2: SOR transparent container information element for list type with value "1" and SOR data type with value "0"
	PLMN ID 1
	octet 23*- 25*

	access technology identifier 1
	octet 26*- 27*

	…
	

	PLMN ID n
	octet 98*-100*

	access technology identifier n
	octet 101*-102*


Figure 9.11.3.51.3: PLMN ID and access technology list
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	SOR transparent container IEI
	octet 1

	Length of SOR transparent container contents
	octet 2
octet 3

	SOR header
	octet 4

	SOR-MAC-IUE
	octet 5 - 20


Figure 9.11.3.51.4: SOR transparent container information element for SOR data type with value "1"
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	0
Spare
	0
Spare
	0
Spare
	0
Spare
	ACK
	List type
	List indication
	SOR data type
	octet 4


Figure 9.11.3.51.5: SOR header for SOR data type with value "0"
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	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare Secured packet supported
	SOR data type
	octet 4


		Figure 9.11.3.51.6: SOR header for SOR data type with value "1"
Table 9.11.3.51.1: SOR transparent container information element
	SOR-MAC-IAUSF, SOR-MAC-IUE and CounterSOR are coded as specified in 3GPP TS 33.501 [24]

	

	SOR data type (octet 4, bit 1)

	0
	The SOR transparent container carries steering of roaming information.

	1
	The SOR transparent container carries acknowledgement of successful reception of the steering of roaming information.

	

	List indication value (octet 4, bit 2)

	0
	HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed and thus no list of preferred PLMN/access technology combinations is provided'

	1
	list of preferred PLMN/access technology combinations is provided

	

	List type (octet 4, bit 3)

	0
	The list type is a secured packet.

	1
	The list type is a "PLMN ID and access technology list".

	
	

	Acknowledgement (ACK) value (octet 4, bit 4)

	0
	acknowledgement not requested

	1
	acknowledgement requested

	

	Secured packet supported indication value (octet 4, bit 2)

	0
	Secured packet supported

	1
	Secured packet not supported

	

	The secure packet is coded as specified in 3GPP TS 31.115 [22B]. If USIM does not support USIM data download or there is no corresponding USIM file, then ME sets the Secured packet supported indication value to be "Secured packet not supported".

	

	The PLMN ID and access technology list consists of PLMN ID and access technology identifier and are coded as specified in 3GPP TS 31.102 [22] subclause 4.2.5. The PLMN ID and access technology identifier are provided in decreasing order of priority, i.e. PLMN ID 1 indicates highest priority and PLMN ID n indicates lowest priority.
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