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*** Next change ***

[bookmark: _Toc51948024][bookmark: _Toc51949116]5.4.3.2	Identification initiation by the network 
The AMF initiates the identification procedure by sending an IDENTITY REQUEST message to the UE and starting timer T3570 (see example in figure 5.4.3.2.1). The IDENTITY REQUEST message specifies the requested identification parameters in the Identity type information element.
The AMF sets the requested identification parameter in the Type of identity in the Identity type IE in the IDENTITY REQUEST message.
If the AMF requests any available PEI format, then the AMF shall set the PEI request indication in the Identity request indication IE to "any PEI format requested" in the IDENTITY REQUEST message.


Figure 5.4.3.2.1: Identification procedure


*** Next change ***

[bookmark: _Toc51948025][bookmark: _Toc51949117]5.4.3.3	Identification response by the UE
A UE shall be ready to respond to an IDENTITY REQUEST message at any time whilst in 5GMM-CONNECTED mode.
Upon receipt of the IDENTITY REQUEST message:
a)	if the Type of identity in the Identity type IE in the IDENTITY REQUEST message is not set to "SUCI":
1)	and not set to "5G-GUTI" or "5G-S-TMSI", and the PEI request indication in the Identity request indication IE in the IDENTITY REQUEST message is set to "any PEI format requested" and;
A)	the UE:
i)	supports at least one 3GPP access technology, the UE shall include its IMEISV in the 5GS mobile identity IE in the IDENTITY RESPONSE message; or
ii)	does not support any 3GPP access technology (i.e. NG-RAN, E-UTRAN, UTRAN or GERAN) and supports NAS over untrusted or trusted non-3GPP access, the UE shall include its EUI-64 in the 5GS mobile identity IE in the IDENTITY RESPONSE message; or
B)	the 5G-RG does not support any 3GPP access technology or when the W-AGF acts on behalf of the FN-RG (or on behalf of the N5GC device), the 5G-RG or the W-AGF acting on behalf of the FN-RG (or on behalf of the N5GC device) shall include the MAC address and the MAC address usage restriction indication determined as specified in subclause 5.3.2 in the 5GS mobile identity IE in the IDENTITY RESPONSE message; or
[bookmark: _Hlk52531859]2)	and set to "5G-GUTI" or "5G-S-TMSI" or the PEI request indication in the Identity request indication IE in the IDENTITY REQUEST message is set to "any PEI format not requested", the UE shall send an IDENTITY RESPONSE message to the network. The IDENTITY RESPONSE message shall contain the identification parameters as requested by the network; and
b)	if the Identity type IE in the IDENTITY REQUEST message is set to "SUCI", the UE shall:
1)	if timer T3519 is not running, generate a fresh SUCI as specified in 3GPP TS 33.501 [24], send an IDENTITY RESPONSE message with the SUCI, start timer T3519 and store the value of the SUCI sent in the IDENTITY RESPONSE message; and
2)	if timer T3519 is running, send an IDENTITY RESPONSE message with the stored SUCI.


*** Next change ***

[bookmark: _Toc51948464][bookmark: _Toc51949556]8.2.21.1	Message definition
The IDENTITY REQUEST message is sent by the AMF to the UE to request the UE to provide specified identity. See table 8.2.21.1.1
Message type:	IDENTITY REQUEST
Significance:	dual
Direction:		AMF to UE
Table 8.2.21.1.1: IDENTITY REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Identity request message identity
	Message type
9.7
	M
	V
	1

	
	Identity type
	5GS identity type
9.11.3.3
	M
	V
	1/2

	
	Spare half octetIdentity request indication
	Spare half octet Identity request indication
9.59.11.3.x
	M
	V
	1/2




*** Next change ***

[bookmark: _Toc20233231][bookmark: _Toc27747356][bookmark: _Toc36213547][bookmark: _Toc36657724][bookmark: _Toc45287399]9.11.3.x	Identity request indication
The purpose of the Identitiy request indication information element is to indicate the additional information associated with identity request.
The Identity request indication information element is coded as shown in figure 9.11.3.x.1 and table 9.11.3.x.1.
The identity request indication is a type 1 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Identity request indication IEI
	0
Spare
	0
Spare
	0
Spare
	PRI
	octet 1


Figure 9.11.3.x.1: Identity request indication
Table 9.11.3.x.1: Identity request indication
	PEI request indication (PRI) (octet 1, bit 1)

	Bit

	1
	

	0
	any PEI format not requested

	1
	any PEI format requested

	
	

	Bits 2 to 4 are spare and shall be coded as zero,





*** End of changes ***
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