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1. Introduction

This discussion paper provides a summary of the options available for delivery of Connected-Mode SoR information. The summary is in the context of following Stage-1 requirement (3GPP TS 22.261) for supporting “Enhancement for the 5G Control Plane Steering of Roaming for UE in CONNECTED mode”:

The mechanism mentioned above in this clause shall be available to the HPLMN even if the VPLMN the UE is registered on is compliant to an earlier release of the 5G system.

2. Discussion
2.1 Connected Mode SoR information delivery using SoR Mechanism

Discussion Paper C1-204780 presented in CT1 Meeting #125e highlights two issues with the existing transparent SoR container mechanism:

1. The CP-SOR mechanism as specified in 3GPP TS 23.122 and 3GPP TS 24.501 does not enable transport of additional parameters in the SOR transparent container IE as there is no indication of the length of the Secured packet field or of the PLMN ID and access technology list field in 3GPP TS 24.501 figure 9.11.3.51.1 and figure 9.11.3.51.2. 

Thus, including SOR connected mode information in the SOR transparent container IE would require a preceding indication of UE capability for the extended SOR transparent container IE to the network, so that the network can provide an extended SOR transparent container with the additional parameters according to Rel-17 (rather than the SOR transparent container according to pre-Rel-17). VPLMN complaint to pre-Rel-17 will not pass such indication of UE capability to the HPLMN UDM.

2. Stage-3 as specified in 3GPP TS 29.503 requires enhancements in the AMF for enabling transport of a new parameter of the CP-SOR procedure from the UDM to the UE.

2.2 Connected Mode SoR information delivery using UPU Mechanism

Discussion Paper C1-204780 presented in CT1 Meeting #125e suggests use of UPU mechanism for delivery of Connected-Mode SoR information, however following issues exist with this mechanism too:

1. The UE parameters update transparent container as defined in 3GPP 24.501 can be extended to contain new parameters via the use of new UE parameters update data set type values. However (probably by mistake), unused values are currently marked as “reserved” instead of “spare”. Due to this, any addition of a new data set type makes the container backward incompatible and will require indication of UE capability for the updated UPU transparent container.

VPLMN complaint to pre-Rel-17 will not pass such indication of UE capability to the HPLMN UDM.

2. Stage-3 as specified in 3GPP TS 29.503 requires enhancements in the AMF for enabling transport of a new parameter of the UE parameters update via UDM control plane procedure from the UDM to the UE.




3. Observations

From above discussion, it is clear that use of either of SoR or UPU mechanism requires backward incompatible changes, and hence the SA1 requirement mentioned in Introduction cannot be met.

4. Proposed Way Forward

Samsung is of the view that since both solutions require introduction of a UE capability indication, it is preferable to support Connected-Mode SoR information by extending the existing SoR transparent container itself. We don’t believe separating out the SoR information across two containers (SoR and UPU) is a right design approach.

Also, currently, if a roaming partner modifies UPU container, a UE simply ignores the received container, but continues with the network. On the other hand, if a roaming partner modifies SoR container, UE is expected to leave the network. Supporting Connected-Mode SoR information would mean UE will now need to develop additional logic to leave the network based on dataset type.

Samsung would like to solicit views of other delegates in this respect and is willing to bring a CR in next CT1 meeting #127e.

[bookmark: _GoBack]Samsung is also willing to bring a CR in next CT4 meeting #101e, to ensure SoR container is designed to be transparent to AMF 

Annexure in Chapter 5 provides an example encoding of how the extended container can be designed. Since support of new indicator is dependent on a capability indication from UE anyway, the entire container can be re-designed, or it can be designed incrementally with just the information about Connected-Mode SoR Information. We seek other company’s views on this aspect as well.


5. Annexure

This chapter provides a suggested encoding of Connected-Mode SoR Information via Extended SoR Container. Alternatively, the new container can be defined as a length-value container, containing just the connected-mode SoR Information.


	8
	7
	6
	5
	4
	3
	2
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	SOR transparent container IEI
	octet 1

	Length of SOR transparent container contents
	octet 2
octet 3

	SOR header
	octet 4

	SOR-MAC-IAUSF
	octet 5-20 

	CounterSOR
	octet 21-22

	Extended SoR Container
	octet 23-p

	Secure Packet / PLMN ID and access technology list
	octet p+123*- n*



SoR Header can be encoded to contain following information:
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	0
Spare
	0
Spare
	0
Spare
	0
SpareEXT
	ACK
	List type
	List indication
	SOR data type
	octet 4




Extended SoR Container can then be encoded as below:
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	Length of Extended SoR Container
	Octet 23 – 24

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	Extended SoR Container Type (1)
	octet 25

	Length of Extended SoR Container Type 1
	octet 26-
27

	Extended SoR Container Type 1
	octet 28-
x

	…
	

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	Extended SoR Container Type (n)
	octet y

	Length of Extended SoR Container Type n
	octet y+1 -
y+2

	Extended SoR Container Type n
	octet y+3 -
p





Following are the details of encoding:
	SOR-MAC-IAUSF, SOR-MAC-IUE and CounterSOR are coded as specified in 3GPP TS 33.501 [24]

	

	SOR data type (octet 4, bit 1)

	0
	The SOR transparent container carries steering of roaming information.

	1
	The SOR transparent container carries acknowledgement of successful reception of the steering of roaming information.

	

	List indication value (octet 4, bit 2)

	0
	HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed and thus no list of preferred PLMN/access technology combinations is provided'

	1
	list of preferred PLMN/access technology combinations is provided

	

	List type (octet 4, bit 3)

	0
	The list type is a secured packet.

	1
	The list type is a "PLMN ID and access technology list".

	
	

	Acknowledgement (ACK) value (octet 4, bit 4)

	0
	acknowledgement not requested

	1
	acknowledgement requested

	
Extended SoR Container (EXT) (octet 4, bit 5)
0   Extended SoR container not present
1   Extended SoR container present

Extended SoR Container type
Bits
4 3 2 1
0 0 0 1  Connected Mode SoR Information

All other values are spare


	The secure packet is coded as specified in 3GPP TS 31.115 [22B].

	

	The PLMN ID and access technology list consists of PLMN ID and access technology identifier and are coded as specified in 3GPP TS 31.102 [22] subclause 4.2.5. The PLMN ID and access technology identifier are provided in decreasing order of priority, i.e. PLMN ID 1 indicates highest priority and PLMN ID n indicates lowest priority.




