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1.
Introduction

During the last several CT1 meetings, the discussion on UE including no pending S-NSSAI in requested NSSAI is ongoing. During the discussion, there are some unclear handling on pending NSSAI.
This paper analyses the issues and proposes some solutions.
2.
Discussion
2.1
AMF determining pending NSSAI
In current 24.501, there is the following description in subclause 5.5.1.3.4:

When the REGISTRATION ACCEPT includes a pending NSSAI, the pending NSSAI shall contain all S-NSSAIs for which network slice-specific authentication and authorization will be performed or is ongoing from the requested NSSAI of the REGISTRATION REQUEST message that was received over the 3GPP access, non-3GPP access, or both the 3GPP access or non-3GPP access.
Observation 1: In TS 24.501, AMF determines the pending NSSAI based on the requested NSSAI in the REGISTRATION REQUEST message.
However, this does not align with stage 2 requirement and causes some issues under some cases.

1)
Stage 2 requirement from clause 5.15 in TS 23.501:

The S-NSSAIs which map to S-NSSAIs of the HPLMN subject to Network Slice-Specific Authentication and Authorization is ongoing are in "pending" state in the AMF and shall be included in the Pending NSSAI. The Pending NSSAI may contain a mapping of the S-NSSAI(s) for the Serving PLMN to the HPLMN S-NSSAIs, if applicable. The UE shall not include in the Requested NSSAI any of the S-NSSAIs from the Pending NSSAI the UE stores, regardless of the Access Type.

Observation 2: In stage 2, AMF includes the S-NSSAIs in pending status into the pending NSSAI, without considering the requested NSSAI.

2)
The case with issue:
-
pending NSSAI = {2} over 3GPP and its NSSAA is ongoing over 3GPP;

-
AMF receives a new requested NSSAI = {3 (subject to NSSAA)} over 3GPP;

NOTE: Assume UE does not include the pending S-NSSAI into the requested NSSAI.

-
Based on current 24.501, AMF will set pending NSSAI = {3} since requested NSSAI only includes {3};

-
UE replaces the pending NSSAI to {3}, while actually the NSSAA is ongoing with both {2, 3}.

Under this case, AMF should have included both {2, 3} into the pending NSSAI. It can be found that the reason of this issue is that AMF only considers the requested NSSAI.
Proposal 1: AMF determines the pending NSSAI based on the NSSAA status instead of the requested NSSAI.
Observation based on proposal 1:

1)
If UE is registered ove one access, AMF will provide the pending NSSAI in each REGISTRATION ACCEPT message as long as there is an S-NSSAI whose NSSAA status is pending over the same access.

2)
If UE is registered over both accesses in the same PLMN, AMF will include all the S-NSSAIs in pending status into the pending NSSAI no matter which access the NSSAA was triggered, 

Take the following for example, when AMF receives the requested NSSAI from UE over the different access successively in the same PLMN:
1. requested NSSAI = {1, 2} over 3GPP where S-NSSAI 2 is subject to NSSAA;

2. pending NSSAI = {2} over 3GPP, allowed NSSAI = {1} over 3GPP;

3a. if new requested NSSAI = {1, 3, 4} over N3GPP where S-NSSAI 3 and 4 are subject to NSSAA, then pending NSSAI = {2, 3, 4} over N3GPP; or
3b. if new requested NSSAI = {1, 3, 4} over 3GPP where S-NSSAI 3 and 4 are subject to NSSAA, then pending NSSAI = {2, 3, 4} over 3GPP.
2.2
AMF not supporting the S-NSSAI in pending status
In subclause 4.6.2.2 NSSAI storage in TS 24.501, pending NSSAI storage is as following:

Each of the pending NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs and is associated with a PLMN identity or SNPN identity. 
…skip…
d)
When the UE receives the pending NSSAI in the REGISTRATION ACCEPT message, the UE shall replace any stored pending NSSAI for this PLMN or SNPN with the new pending NSSAI received in the REGISTRATION ACCEPT message for this PLMN or SNPN.
Observation 3: UE stores the pending NSSAI per PLMN, instead of access type, and replaces the old one without comparing it to the new one.

When UE moves to a new AMF or a new AMF is selected by the old AMF due to the new requested NSSAI, it is possible that the new AMF cannot support some or all the S-NSSAIs in the pending NSSAI. 
After the new AMF gets the NSSAA status from the old AMF, naturally the new AMF will not include the unsupported S-NSSAI into the pending NSSAI. If all the S-NSSAIs in pending status are not supported, there will be no pending NSSAI in the REGISTRATION ACCEPT message.
Under the below case, there will be an issue:

-
No pending NSSAI in the REGISTRATION ACCEPT message due to all S-NSSAIs not supported by AMF;

-
UE moves to a new AMF supporting the S-NSSAI stored as pending NSSAI;

-
UE cannot request the S-NSSAI since it is still in pending NSSAI, which causes that UE loses the service of the slice until UE is deregistered or changes the registered PLMN.

To solve this issue, based on the observation based on proposal 1 in clause 2.1, since the AMF will always include pending NSSAI, it is proposed that UE will delete the pending NSSAI for the serving PLMN if it does not receive the pending NSSAI from the AMF.
Proposal 2: UE deletes the pending NSSAI for the serving PLMN if it does not receive the pending NSSAI from the AMF.
This proposal can also solve the issue when the new AMF does not support NSSAA or is a R15 AMF, considering the new AMF will ignore the NSSAA status even received from the old AMF.
3.
Conclusion

Correct the AMF and UE behaviour in 24.501 in C1-206050, as the following:
Observation 1: In TS 24.501, AMF determines the pending NSSAI based on the requested NSSAI in the REGISTRATION REQUEST message.
Observation 2: In stage 2, AMF includes the S-NSSAIs in pending status into the pending NSSAI, without considering the requested NSSAI.

Proposal 1: AMF determines the pending NSSAI based on the NSSAA status instead of the requested NSSAI.
Observation based on proposal 1:

1)
If UE is registered ove one access, AMF will provide the pending NSSAI in each REGISTRATION ACCEPT message as long as there is an S-NSSAI whose NSSAA status is pending over the same access.

2)
If UE is registered over both accesses in the same PLMN, AMF will include all the S-NSSAIs in pending status into the pending NSSAI no matter which access the NSSAA was triggered, 

Observation 3: UE stores the pending NSSAI per PLMN, instead of access type, and replaces the old one without comparing it to the new one.

Proposal 2: UE deletes the pending NSSAI for the serving PLMN if it does not receive the pending NSSAI from the AMF.
