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1.	Introduction
[bookmark: _GoBack]FS_ID_UAS is being studied by TSG SA WG2. The scope of the FS_ID_UAS is to address system enablers for supporting Unmanned Aerial Systems Connectivity, Identification, and Tracking. In particular, the Technical Report 23.754 studies mechanisms for Unmanned Aerial Vehicles (UAV) identification and tracking in the 3GPP system, including how the 3GPP system can provide support for UAV to ground identification (e.g. to authorized third parties such as police devices), mechanisms to support UAV authorization and authentication by UAV Traffic Management, and mechanisms to handle unauthorized UAVs and revocation of authorization (e.g. lack of connectivity to carry the UAV command and control messages, denied registration, etc.).

In this paper, we have analysed key issues in TR 23.754 and stage 3 impacts. 

2.	Discussion

Following Key Issues and solutions are addressed in 3GPP TR 23.754 v1.0: 

	Key issue
	Solutions
	Comments

	Key Issue 1: UAV identification

	Solution 4
Solution 5
Solution 6(NOTE 1)
Solution 7(NOTE 1)
Solution 8(NOTE 1)
Solution 22
Solution 26
	Interim conclusion made, see below

	Key Issue 2: UAV authorization by UTM

	Solution 3(NOTE 1)
Solution 4
Solution 5
Solution 6(NOTE 1)
Solution 7(NOTE 1)
Solution 10
Solution 11
Solution 12
Solution 17
Solution 22
Solution 23
Solution 24
Solution 26
	Interim conclusion made, see below

	Key Issue 3: UAV Controller identification and authorization/authentication

	Solution 4
Solution 5
Solution 23
Solution 24
Solution 26
Solution 27
	Solution 4 has impact on policy set-up through PCF, SMF, and UPF. 
Solution 5 has impact on PDU Session Establishment procedure
Solution 23 has impacts on PDU Session Establishment procedure. 
Solution 24 has impacts on PDU Session Modification procedure
Solution 26 has impacts on PDU Session Establishment procedure
Solution 27 focuses on replacing of UAV Controller and the SMF is impacted to update user plane connectivity. 

	Key Issue 4: UAV and UAV Controller tracking

	Solution 1(NOTE 2)
Solution 4
Solution 13(NOTE 2)
Solution 14(NOTE 2)
Solution 15(NOTE 2)
Solution 16(NOTE 2)
Solution 17
Solution 25
	Solution 4 utilizes existing network APIs for tracking, and 5GS may include UE ID (e.g., IP or GPSI) to UTM/USS for direct use of API.
Solution 17 has impact on network APIs to enable flight behavior monitoring.
Solution 25 introduces new NF "UAVF" to provide monitoring report

	Key Issue 5: UAV authorization revocation and (re)authorization failures

	Solution 4
Solution 5
Solution 6(NOTE 1)
Solution 7(NOTE 1)
Solution 17
Solution 18(NOTE 1)
Solution 19
Solution 22
Solution 23
	Solution 4 utilizes network API (AFSessionWithQoS) to enable USS/UTM for (re)authorization and revocation, and 5GS may provide UE ID (e.g., IP or GPSI) to UTM/USS for direct use of API.
Solution 5 introduces new API for revocation that influences AMF to restrict services.
Solution 17 has impact on network APIs to enable flight behavior monitoring, then USS/UTM may revoke.
Solution 19 has not specified CN operation enough.
Solution 22 has not specified enough for key issue #5.
Solution 23 proposes that USS/UTM acts as DN-AAA so that triggers revocation or re-authentication.


	Key Issue 6: UAV Controller and UAV association

	Solution 4
Solution 5
Solution 20
Solution 21
Solution 23
Solution 27
	Solution 4 relies on out-of-3gpp scope operation to set-up the association 
Solution 5 assumes the details of the UAV and networked UAV controller pairing depend on work done in the regulatory framework, in particular with respect to whether a networked UAV controller is assumed to be identifiable separately from the associated UAV in terms of identifiers handled by the UTM and CAA.
Solution 20 utilizes secondary authorization procedure for association between UAV controller and UAV.
Solution 21, 23, 27 proposed the association based on the application level signaling, and further impacts on CN for user plane connectivity.

	Key Issue 7: User Plane Connectivity for UAVs.
	Solution 3(NOTE 1)
Solution 4
Solution 5
Solution 13(NOTE 2)
Solution 21
Solution 23
Solution 25
Solution 26
	Solution 4 proposes that UTM/USS requests policy setup to CN.
Solution 5 has impact on PDU Session Establishment procedure for C2 communication.
Solution 21 proposes that UTM/USS provides necessary information which affects to update PDU session.
Solution 23 has impact on PDU Session Establishment procedure for C2 communication.
Solution 25 introduces new NF "UAVF" to provide SMF with traffic routing policies
Solution 26 is based on solution 5 for user plane connectivity.

	NOTE 1: Solution 3,6,7,8 and 18 have been merged into solution 5 (S2-2006531, agreed)
NOTE 2: Solution 1,13,14,15,16 have been partially (for key issue #4 and #7) merged into solution 25 (S2-2006539, agreed)


Table. 2.1 Key issues and solutions

The TR includes some interim conclusions for Key Issues #1 and #2, and some generic conclusions on other aspects.
<Quoted from section 8 of TR 23.754>
Key Issue #1:
[bookmark: _Hlk49415445]It is assumed that the mechanisms for resolution of CAA Level UAV ID to the USS serving the corresponding UAV are used in the 3GPP system to discover the USS for the UAV.  It may be also possible to use other UAV information (e.g. UAV-provided USS address or FQDN) sent by the UAV to 3GPP system, to be used by the 3GPP System, to discover the USS for the UAV. 3GPP system is provided the CAA-level UAV ID by the UAV, and it may provide the CAA-level UAV ID to the UTM/USS when providing MNO services towards the UTM/USS.
[Observation 1] In order to provide UAV information, UE (i.e., UAV) may provide the information to the core network, which shows NAS impact.

The USS/UTM is made aware of the 3GPP UAV ID of the UAV during procedures of UAV authorization supported by the 3GPP network. The USS/UTM uses the 3GPP UAV ID to invoke MNO services (e.g. exposure function or location services) or during authorization or authorization revocation. The 3GPP UAV ID is in the format of a GPSI, and at least the External Identifier is supported.
[Observation 2] The core network needs to provide 3GPP UAV ID to USS/UTM, which shows impact on external APIs from the core network.

Key Issue #2:
An UAV may be authenticated and authorized by USS/UTM with the support of the 3GPP system before connectivity for UAS services is enabled. Existing authentication and authorization framework is leveraged as much as possible to minimize the impact on 5GS and EPS system protocols 
[Observation 3] The core network needs to support UAV authentication/authorization procedure with USS/UTM.

A UAV includes a CAA Level UAV identity to the 3GPP system. The 3GPP system determines whether to initiate UAV authentication/authorization based on request from UAV, subscription, local policies, and results of previous authentication/authorization. The USS/UTM can revoke such UAV authorization. 
[Observation 4] The UE needs to provide CAA level UAV ID to 3GPP system which shows NAS procedure impact, and the core network needs to support UAV authentication/authorization, and revocation requested by USS/UTM.

The 3GPP network shall be informed of the UAV authentication and authorization result and enforce the result accordingly. Upon successful UAV authentication and authorization by USS/UTM, UAV is authorized to establish limited connectivity to communicate with USS/UTM. 
[Observation 4] The core network needs to check the result of UAV authentication/authorization, and the core network should be able to limit the connectivity of UAV.

In addition, according to Table 2.1, solutions for other key issues have core network impact (internal/external) or NAS procedure impact. It is expected the conclusion anyhow will impact on core network side.
[Observation 5] Other than Key issue #1 and Key issue #2, all candidate solutions have core network impact.

[Observation 6] No solution has addressed UICC impact. Given that the phase of evaluation/conclusion of SA2 study item, it is not expected CT6 impact.

3.	Conclusion and proposal
Depending on progress of FS_ID_UAS in SA2, Qualcomm will propose a corresponding WID on Unmanned Aerial Systems (UAS) connectivity, Identification and tracking to CT1, CT3, and CT4. Regarding that major impact on NAS procedure is identified for key issue #1 and key issue #2, CT1 should take the lead for CT wide WID. 
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