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1.  Introduction

At CT1#125-e, a CT WID on MINT (Minimization of Service Interruption) in CP-204646 was discussed. The WID was postponed to seek SA’s guidance, and LS C1-205332 was sent asking SA for feedback on an approach consisting of having a study phase in CT1 followed by normative work in CT WGs.
At SA#89-e, SA sent a reply LS in SP-200880 with the following response:
TSG SA has discussed the matter in their SA#89-e meeting and agreed that CT1 has a study item including 

a) How one PLMN failure does not lead to signalling overload in other PLMNs; and

b) how to avoid “returning UEs” overloading the PLMN that had earlier failed.

When the study is completed, then CT1 should consult with SA and SA2 on how to proceed with normative work.
Under the expectation that a SID will be submitted at CT1#126-e as per the SA agreement, the purpose of this document is to identify Key Issues for MINT based on the existing stage 1 requirements, and to determine whether to seek further clarification from SA1 on those requirements.
2.  Discussion
2.1  Stage 1 requirements on MINT
As described in the use cases included in TR 22.831, as well as in the justification of the CT WID provided in C1-204646, the purpose of MINT is to minimize interruption of service to users when the network to which these users are subscribed cannot provide service due to a disaster such as e.g. a fire, by enabling the users to obtain service on other networks, while at the same time protecting those other networks from congestion.
The work under the SA1 Rel-17 WI on MINT resulted in the following requirements being documented in TS 22.011 and TS 22.261:

[TS 22.011]

When there is no available PLMN except for PLMNs in the "Forbidden PLMN" data field in the SIM/USIM, and the available PLMNs indicate that Disaster Condition applies, this PLMN shall be considered allowable for registration to the UE while the Disaster Condition is applicable.
(…)
if successful registration is achieved on a PLMN in the "Forbidden PLMN" list while Disaster Condition applies, the PLMN shall not be deleted from "Forbidden PLMN" list.

[TS 22.261]

Table 6.22.2.2-1: Access Identities

	Access Identity number
	UE configuration

	…
	…

	3 
	UE for which Disaster Condition applies (note 4)

	…
	…

	(…)

NOTE 4:
The configuration is valid for PLMNs that indicate to potential Disaster Inbound Roamers that the UEs can access the PLMN. See clause 6.31.


(…)

Subject to regulatory requirements or operator's policy, 3GPP system shall be able to enable a UE of a given PLMN to obtain connectivity service (e.g. voice call, mobile data service) from another PLMN for the area where a Disaster Condition applies.
(…)

The 3GPP system shall enable UEs to obtain information that a Disaster Condition applies to a particular PLMN or PLMNs.

(…)

The 3GPP system shall support means for a PLMN operator to be aware of the area where Disaster Condition applies. 

The 3GPP system shall be able to support provision of service to Disaster Inbound Roamer only within the specific region where Disaster Condition applies.

The 3GPP system shall be able to provide efficient means for a network to inform Disaster Inbound roamers that a Disaster Condition is no longer applicable.

Subject to regulatory requirements or operator’s policy, the 3GPP system shall support a PLMN operator to be made aware of the failure or recovery of other PLMN(s) in the same country when the Disaster Condition is applies, or when the Disaster Condition is not applicable.

(…)

The 3GPP system shall be able to provide means to enable a UE to access PLMNs in a forbidden PLMN list if a Disaster condition applies and no other PLMN is available except for PLMNs in the forbidden PLMN list. 

The 3GPP system shall provide means to enable that a Disaster Condition applies to UEs of a specific PLMN.

The 3GPP system shall be able to provide a resource efficient means for a PLMN to indicate to potential Disaster Inbound Roamers whether they can access the PLMN or not.

Disaster Inbound Roamers shall perform network reselection when a Disaster Condition has ended.

The 3GPP system shall minimize congestion caused by Disaster Roaming. 

3GPP system shall be able to collect charging information for a Disaster Inbound Roamer with information about the applied disaster condition.

2.2  Key Issues for MINT
In order to specify solutions for MINT in stage 2 & stage 3, at least the following Key Issues must be addressed:

Key Issue #1: How are subscribers notified that a “Disaster Condition” applies?
Depending on the extent of the disaster, the PLMN subject to the disaster may or may not be able to notify its own subscribers. However subscribers camped on their HPLMN normally will not look for another PLMN unless coverage from the HPLMN is no longer available.
Key Issue #2: How are other PLMNs (= not subject to the disaster) notified that a “Disaster Condition” applies / no longer applies?
Depending on the extent of the disaster, the PLMN subject to the disaster may or may not be able to notify other PLMNs. In the latter case, the notification would need to come from an entity external to the PLMNs.

Key Issue #3: How do other PLMNs (= not subject to the disaster) indicate that they can accept “Disaster Inbound Roamers”?
Key Issue #4: How do other PLMNs (= not subject to the disaster) authenticate “Disaster Inbound Roamers”?
In order to provide the same level of services to roamers as the roamers would get in their HPLMN, the other PLMN needs to:

A) have access to the roamers’ subscription data; and

B) be able to provide IMS services (which are home-routed) to the roamers
If A) cannot be met then the other PLMN would have to use null algorithm for authentication and would only be able to provide emergency services, or access to a server hosting a limited set of services (as done for RLOS), to the roamers. On the other hand, meeting A) assumes that either the UDM of the PLMN subject to the disaster is still reachable, or that the other PLMN has access to a copy of the roamers’s subcription data. It is to note that the latter would assume some kind of subscription data sharing scheme between the PLMNs.
To enable B), the other PLMN has to either have access to the IMS of the PLMN subject to disaster (so as to provide the roamers with home-routed IM services), or to host IMS services on behalf of the PLMN subject to disaster. It is to note that the latter would have significant architectural impact.

One possible way forward to ensure A) and B) are met is to assume that even when a “Disaster Condition” applies to a PLMN, the UDM and the IMS of that PLMN are still reachable. 

In order to make progress on these points and determine the amount of specification changes needed, it is proposed to ask SA1 the following:
1) Which level of services are the PLMNs not subject to disaster required to provide to “Disaster Inbound Roamers”? Emergency services only, a limited set of services hosted by the PLMN, or the same set of services that the “Disaster Inbound Roamers” would receive in their HPLMN?

2) If the answer to 1) is: the same set of services that the “Disaster Inbound Raomers” would received in their HPLMN, can the UDM and the IMS of the PLMN subject to diaster be assumed to still be operational?
Proposal 1: Send an LS to SA1 asking questions 1) and 2) above.
Key Issue #5: How are subscribers notified that the “Disaster Condition” no longer applies?

Key Issue #6 (from SA LS in SP-200880): How to ensure one PLMN failure does not lead to signalling overload in other PLMNs?
Key Issue #7 (from SA LS in SP-200880): How to avoid “returning UEs” overloading the PLMN that had earlier failed?
Proposal 2: Add Key Issues #1 to #7 in the CT1 TR for MINT.

3.  Proposal
Based on the discussion in the previous section, it is proposed to:

· Proposal 1: Send an LS to SA1 asking the following questions:
Question 1: Which level of services are the PLMNs not subject to disaster required to provide to “Disaster Inbound Roamers”? Emergency services only, a limited set of services hosted by the PLMN not subject to disaster, or the same set of services that the “Disaster Inbound Roamers” would receive in their HPLMN?
Question 2: If the answer to Question 1 is: the same set of services that the “Disaster Inbound Roamers” would receive in their HPLMN, can the UDM and the IMS of the PLMN subject to disaster be assumed to still be operational?
A corresponding draft LS is provided in C1-205945.

· Proposal 2: Add Key Issues #1 to #7 in the CT1 TR for MINT 

If the Key Issues #1 to #7 are acknowledged as valid by CT1, Qualcomm can volunteer to bring pCRs to add them to the CT1 TR for MINT.

