3GPP TSG CT WG1 Meeting #126-e						C1-205925
Electronic meeting, 15-23 October 2020

Source:	vivo Mobile Communications Ltd 
Title:	MuDE solution evaluation criteria
Agenda item:	17.3.4
Document for:	Discussion

Discussion
The MuDE work item has the following objective.

	4	Objective
The objective of this work item is to specify the stage 3 procedures related to the MuD service requirements in 3GPP TS 22.173 CR0128R4 in SP‑190824.
· Specify how a user using a federated UE can control which 3GPP identity (Borrowed or own) are active on a specific UE.



Table 1 – MuDE work item
A federated UE is defined as (see table 2), basically a group of UEs can use same public user ID.
	federated UEs: a group of UEs which are configured to use the same public user identity.


Table 2 - 3GPP TS 24.174 definition
The text (in the bullet point in the WID in Table 1) implies that a user, using one UE out of a group can control whose identity(s) are being used by other UEs.  Furthermore the end of the objective bullet point uses the text “are active on a specific UE” meaning that the user can further configure if a public user identity that is shared across UEa and UEb can be active on UEb when that user is currently using UEa.
e.g user owns a smartphone (UEa) and a smartwatch (UEb).  The user goes for a jog and forgets his smartphone.  The user configures, via the smartwatch (UEb) that the shared identity(s) on the smartphone (UEa) are deactivated while the same identity on the smartwatch is active.
Solution requirements: Any solution should allow the following
1. UEa to configure if a public user identity on 
a. UEa is active or not; and
b. UEb is active or not.
The bullet point in the WID objective also uses the words “Owned or borrowed”.  These are not terms in 3GPP TS 24.174, so one needs to do a comparison between 3GPP TS 24.174 terms.
	native identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is associated to the IMSI which is currently used by the device for IMS registration.
alternative identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for the same IMS subscription owned by the same IMS network.
external alternative identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for another IMS subscription owned by the same or a different IMS network.



Table 1 - 3GPP TS 24.174 definition
The term owned implies that the public user identity belongs to the IMS subscription (native or alternative identity), thus would be a public user identity in an implicit registration set (IRS).  The term borrowed implies it belongs to a different (another) IMS subscription (external alternative identity).  A diagrammatic view can be seen below of how the terms map where IDb1 is a borrow ID by UEa2.  UDa1 and IDa2 are both Native and Alternative IDs but the diagram shows that those terms of context specific when they are “owned” by IMS subscription a.
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Figure 1 – Representation of WID terms to 3GPP TS 24.174 terms
In the context of MUD and MiD features this implies that when the term “public user identity” is used in bullet item in the WID objective it can be “native, alternative or external alternative identity”.
Proposal
One potential solution for is a web based interface, whereby a custom web screen can be presented to a user via their browser or an application on their device.  However it is envisaged that a user will have a variety of devices with different screen sizes and potentially even no browser capability.  Instead of leaving the design of the solution to the operator and the operator having to support both in-market and out of market devices a standardised solution is developed allowing device manufacturers to tailor the user interface to the type of device and not worry about each operator having their own specific web based interface.
Solution evaluation criteria.
A solution or combination of solutions shall specify the following
1. UEa to configure if a native-identity / alternative identity or external alternative identity on 
a. UEa is active or not; and
b. UEb is active or not.
NOTE:	The requirement in 1. Implies that the solution will probably require authorisation capabilities. e.g. can any UE in a group of UEs disable any identity?  This might require clarification from SA1 and the involvement of SA3.  Also if an identity is disabled while there is an ongoing session what should happen to that session?  Should it be terminated, allowed to continue or can it be modified e.g. video added to a voice call.
Endorsement 1 
1. UEa shall be able to configure if a native-identity / alternative identity or external alternative identity on 
a. UEa is active or not; and
b. UEb is active or not.
Endorsement 2 
2. [bookmark: _GoBack]Send an LS to SA1, CC: SA3 asking if a UE that is able to configure if a user identity is active or deactivated on another UE has to be authorised to perform such a procedure and who provides that authorisation.  Also ask what should be behaviour of an ongoing session be if a user identity associated with that ongoing session is deactivated.
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