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###### 5.4.1.2.2.5 Network successfully authenticates UE

Upon reception of the EAP-response/AKA'-challenge message, if procedures for handling an EAP-response/AKA'-challenge message as specified in IETF RFC 5448 [40] are successful, the AUSF shall generate EMSK, the KAUSF from the EMSK, and the KSEAF from the KAUSF as described in 3GPP TS 33.501 [24], and:

a) if the AUSF included the AT\_RESULT\_IND attribute in the EAP-request/AKA'-challenge message and the AT\_RESULT\_IND attribute is included in the corresponding EAP-response/AKA'-challenge message, the AUSF shall send an EAP-request/AKA'-notification message as specified in IETF RFC 5448 [40]; or

b) if the AUSF:

1) included the AT\_RESULT\_IND attribute in the EAP-request/AKA'-challenge message and the AT\_RESULT\_IND attribute is not included in the corresponding EAP-response/AKA'-challenge message; or

2) did not include the AT\_RESULT\_IND attribute in the EAP-request/AKA'-challenge message;

then the AUSF shall send an EAP-success message as specified in IETF RFC 5448 [40] and shall consider the procedure complete.

NOTE: The AUSF provides the KSEAF to the SEAF. Upon reception of the KSEAF, the SEAF generates the KAMF based on the ABBA and the KSEAF as described in 3GPP TS 33.501 [24] and provides ngKSI and the KAMF to the AMF. Upon reception of the ngKSI and the KAMF, the AMF creates a partial native 5G NAS security context identified by the ngKSI and stores the KAMF in the created partial native 5G NAS security context.