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1. Introduction
According to additional stage 1 requirements for Multi-device and Multi-Identity service, agreed for Rel-17, the 3GPP system shall support a mechanism for a user to set user preferences to indicate which identities are active. As in 3GPP TS 22.173, clause 4.6.2:

	The 3GPP System shall support a mechanism for a user to set user preferences to indicate which identities are active.


In the WID document in CP-201162 (C1-203998) agreed during CP#89-e CT1#124-e
	3
Justification

MUD functionality did not allow a user to control which 3GPP identities could be configured to receive incoming sessions or not.  As such, MuD requirements have been expanded to allow a UE to indicate which 3GPP identities should be alerted when they are shared across multiple devices.  The approved work item can be found in SP‑190943 and approved CR in 3GPP TS 22.173 CR0128R4 in SP‑190824 that captures these enhancements.
4
Objective

The objective of this work item is to specify the stage 3 procedures related to the MuD service requirements in 3GPP TS 22.173 CR0128R4 in SP‑190824.
· Specify how a user using a federated UE can control which 3GPP identity (Borrowed or own) are active on a specific UE.


2. MuD & MiD and types of identities
As per 3GPP TS 24.174, different types of identities have been identified and defined. The basic differentiation is between native and non-native identities. Further, non-native identity may be an alternative identity, external alternative identity or a virtual identity.

For MuD service, the identity used by the user on several devices is the native identity and it is assumed to be possible to be registered on all of them.

For MiD service, a native identity is always registered by the UE. An alternative identity and a virtual identity can be either registered by the UE, or the UE can be authorized to use these identities based on configuration in the user's service data. An external alternative identity cannot be registered by the UE, but the UE can be authorized to use this identity based on configuration in the user's service data.

In 3GPP TS 24.174, in its initial version 0.6.1, these options have been presented in annex C, Data Modelling, which was agreed to be used for informational purposed only and to be removed when consensus on these is met.
	Annex C (Temporary): Data Modelling

C.1
General

This temporary annex illustrates the use of the subscription models in 3GPP TS 23.228. This annex will be removed before the specification goes into change control. The identities in the repository data are stored as transparent data by the TAS.

Editor's Note:
The data modelling does not yet cover all the possible aspects. The aspects related to terminating services are FFS.
C.2
Alternative Identity

Use Case 1: The user has two different IMSI under his single IMS Subscription1. The user wants to use one of his identities (IMPU2) on the device for which the native identity is IMPU1, whereas the other identity (IMPU1) is not authorized to be used on the device for which the native identity is IMPU2. [2 identities/1 subscription/2 IMSI/1 IMS]
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NOTE:
The figure only shows the data needed for IMPU1 to use IMPU2 for originating calls.

Figure C.2-1: Alternative Identity – IMPU2 is part of IMPU1's Service Profile
Editor's Note:
Whether IMPU2 authorization is stored in the HSS or in the AS only is FFS.

Use Case 2: The user has two UEs each having its own IMSI. The user wants to be reachable on both UEs in a symmetrical fashion.
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Figure C.2-2: Alternative Identity – IMPU1 and IMPU2 are in the same IRSet – IMPU2 is part of IMPU1's Service Profile

C.3
External Alternative Identity

Use Case 1: The user has his personal Subscription1 and professional Subscription2 in the same IMS having a different IMSI for each of them. The user wants to use his professional number (IMPU2) on his personal device(s), but not the reverse. [2 identities/2 subscriptions/2 IMSI/1 IMS]
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NOTE:
The figure only shows the data needed for IMPU1 to use IMPU2 for originating calls.

Figure C.3-1: External Alternative Identity, the same IMS network – IMPU2 is part of IMPU1's Service Profile

Use Case 2: A secretary (Subscription1) is authorized to use his colleague's phone number (IMPU2) to setup and answer calls on behalf of him. They both have their own subscriptions and they are not in the same IMS network. [2 identities/2 subscriptions/2 IMSI/2 IMS]
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NOTE:
The figure only shows the data needed for IMPU1 to use IMPU2 for originating calls.

Figure C.3-2: External Alternative Identity, different IMS networks – IMPU2 is part of IMPU1's Service Profile

C.4
Virtual Identity
Use Case 1: A single user or a group of users having subscriptions in the same or different IMS networks want to use an additional number for specific usage (e.g., when selling car/house for the time of advertising, as a professional number without a dedicated subscription linked to a USIM, or for a small company where the partners want to be reachable under the same number) [N+1 identities/N subscriptions/N IMSI/M IMS]
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NOTE:
The figure only shows the data needed for IMPU1, IMPU2, IMPU3 to use VirtualA and VirtualB for originating calls.

Figure C.4-1: Virtual Identity – VirtualA is part of service data associated with several IMPUs (IMPU1, IMPU2 and IMPU4) while VirtualB is part of service data associated to a different group of IMPUs (IMPU2 and IMPU3)

Use Case 2: A single user having one or more additional identities to use for specific usage e.g., when selling car/house during the time of advertising or as a professional number without a dedicated subscription linked to a USIM.
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Figure C.4-2: Virtual identity – VirtualA is a virtual identity used by a single subscriber which can have its own service profile.




The new Rel-17 requirement cited above does not differentiate among different kinds of identities. This requirement does not neither differentiate between MuD and MiD services.

Therefore, it should be assumed that it applies to any kind of identity and to both MuD and MiD services. It should also apply to the cases when a user subscribes to both MuD and MiD services in the same time.

Observation 1: The stage-1 and WID objectives  do not introduce the applicability of MuD enhancements to any specific kind of identity.
Proposal 1: It is proposed that the enhancement introduced in Rel-17 shall apply to both MuD and MiD services, also when subscribed in the same time. These enhancements shall also apply different types of identities, without differentiation between identities possible to be registered or not by the user.
3. Identity activation status control
The new requirement in MuDe could be fulfilled by:

· UE based approach – the user provides its preferences regarding identity activation locally in the UE, and it is up to the UE to control if the identity can be used for services. In this case, no information on user preferences regarding identity activation is provided to the network; or

· Network based approach – the user preferences regarding identity activation is provided to the network and it is the network responsibility to control if given identity can be used for services on given UE.
How the user is able to provide its preferences regarding identity activation is implementation dependent, e.g., it could be done in the UI on the UE, via web portal, etc.

Observation 2: Network based approach gives operator more control over  the service execution. It also potentially allow to not waste network resources (e.g., radio resources) in case the request is not forwarded to the UE on which given identity is inactive.
Proposal 2: It is proposed that the network based approach is used. 
4. Identity activation status indication

Several solutions have been proposed and discussed during CT1#125e meeting.

One of the questions that need to be answered regarding the intended method used by a user to set user preferences to indicate which identities are active is if :

1) The same method independently of the type of service or identity and whether it is registered or not?

2) Different methods depending on the type of the service or identity and whether it is registered or not?

Observation 3: Having different methods for setting user preferences regarding identity activation status may increase the complexity of the solution.
Proposal 3a: The same method to set used preferences regarding identity activation status shall be used, independently of the type of the service or identity.
Proposal 3b: It is proposed to use Ut interface to set the user preferences regarding activation status of the identities, as described in C1-206403.
5. Applicability of the MuDe to the mobile originated services
Observation 4: There is no restriction in the requirement added to 22.173 and no differentiation between mobile terminated and mobile originated service.
Proposal 4: It is proposed to revise the WID respectively, so that it is clear that both mobile originated and mobile terminated services are in the scope.
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