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	Reason for change:
	According to the current specification, when an AMF sends CONFIGURATION UPDATE COMMAND message containing a new Allowed NSSAI IE (e.g. after NSSAA procedure), the AMF maintains the old Allowed list and the new Allowed list. The old Allowed list is valid and the old Allowed list is invalid. When the AMF receives CONFIGURATION UPDATE COMPLETE message then the AMF makes the new Allowed NSSAI List as valid and the old Allowed NSSAI list as invalid.

[bookmark: _Toc27746741][bookmark: _Toc36212923][bookmark: _Toc36657100][bookmark: _Toc45286764][bookmark: _Toc51948033][bookmark: _Toc51949125]5.4.4.4	Generic UE configuration update completion by the network
If new allowed NSSAI information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new allowed NSSAI information as valid and the old allowed NSSAI information as invalid. If new configured NSSAI information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new configured NSSAI information as valid and the old configured information as invalid.

[bookmark: _GoBack]In the following scenario, the AMF will wrongly rejects the PDU session establishment related to an S-NSSAI which is in allowed for the UE (NSSAA procedure is successful and is allowed in the current TA or PLMN).

i) The AMF sends the new Allowed NSSAI list (e.g. containing a S-NSSAI 1) in UE CONFIGURATION UPDATE COMMAND. 
ii) The UE receives CONFIGURATION UPDATE COMMAND message. The UE updates Allowed NSSAI with the received new Allowed List in the CUC messgae. 
iii) The UE transmits the CONFIGURATION UPDATE COMPLETE message. This message is lost i.e. not received at the AMF(e.g. due to RLF).
The UE initiates PDU session establishment procedure for the S-NSSAI 1 and sends UL NAS TRANSPORT message containing S-NSSAI 1 and PDU session establishment message.

	
	

	Summary of change:
	When an AMF receives UL NAS TRANSPORT containing S-NSSAI and the PDU session establishment message and the S-NSSAI is in the new allowed NSSAI list then the AMF shall proceeds with PDU session establishment procedure.

	
	

	Consequences if not approved:
	The PDU session related to an allowed slice will be rejected and the user will not get service related to the slice.
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The following abnormal cases can be identified:
a)	Expiry of timer T3555.
	The network shall, on the first expiry of the timer T3555, retransmit the CONFIGURATION UPDATE COMMAND message and shall reset and start timer T3555. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3555, the procedure shall be aborted. In addition, if the CONFIGURATION UPDATE COMMAND message includes the 5G-GUTI IE, the network shall behave as described in case b)-1) below.
b)	Lower layer failure.
	If a lower layer failure is detected before the CONFIGURATION UPDATE COMPLETE message is received and:
1)	if the CONFIGURATION UPDATE COMMAND message includes the 5G-GUTI IE, the old and the new 5G-GUTI shall be considered as valid until the old 5G-GUTI can be considered as invalid by the AMF. If a new TAI list was provided in the CONFIGURATION UPDATE COMMAND message, the old and new TAI list shall also be considered as valid until the old TAI list can be considered as invalid by the AMF.
	During this period the AMF:
i)	may first use the old 5G-S-TMSI from the old 5G-GUTI for paging within the area defined by the old TAI list for an implementation dependent number of paging attempts for network originated transactions. If a new TAI list was provided  in the CONFIGURATION UPDATE COMMAND message, the new TAI list should also be used for paging. Upon response from the UE, the AMF may re-initiate the CONFIGURATION UPDATE COMMAND. If the response is received from a tracking area within the old and new TAI list, the network shall re-initiate the CONFIGURATION UPDATE COMMAND message. If no response is received to the paging attempts, the network may use the new 5G-S-TMSI from the new 5G-GUTI for paging for an implementation dependent number of paging attempts. In this case, if a new TAI list was provided with new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the new TAI list shall be used instead of the old TAI list. Upon response from the UE the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid.
ii)	shall consider the new 5G-GUTI as valid if it is used by the UE and, additionally, the new TAI list as valid if it was provided with this 5G-GUTI in the CONFIGURATION UPDATE COMMAND message; and
iii)	may use the identification procedure followed by a new generic UE configuration update procedure if the UE uses the old 5G-GUTI; or
2)	if the CONFIGURATION UPDATE COMMAND message does not include the 5G-GUTI IE, the network shall abort the procedure.
3)	if the CONFIGURATION UPDATE COMMAND message contains the Allowed NSSAI IE, then the AMF shall consider the new Allowed NSSAI IE as valid. When the AMF receives the UL NAS TRASPORT message containing the S-NSSAI present in the new Allowed NSSAI, the AMF consider the S-NSSAI as allowed and take actions as specified in subclause 5.4.5.
c)	Generic UE configuration update and UE initiated de-registration procedure collision.
	If the network receives a DEREGISTRATION REQUEST message before the ongoing generic UE configuration update procedure has been completed, the network shall abort the generic UE configuration update procedure and shall progress the de-registration procedure.
d)	Generic UE configuration update and registration procedure for mobility and periodic registration update collision
	If the network receives a REGISTRATION REQUEST message before the ongoing generic UE configuration update procedure has been completed, the network shall abort the generic UE configuration update procedure and shall progress the registration procedure for mobility and periodic registration update procedure.
e)	Generic UE configuration update and service request procedure collision
	If the network receives a SERVICE REQUEST message before the ongoing generic UE configuration update procedure has been completed, both the procedures shall be progressed.

