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	Reason for change:
	In V16.6.0 of the TS, clarification on setting the Integrity protection maximum data rate IE is made. The result of clarification is summarized in the table below.
	
	N3 data transfer is not supported
	N3 data transfer is supported

	Standalone NR/5GCN is supported
	NULL

(according to NOTE 1)
	Full data rate

(according to NOTE 2)

	Standalone NR/5GCN is not supported and UPIP over E-UTRA/5GCN is supported
	NULL

(according to NOTE 1)
	Full data rate or 64 kbps according to the UE’s capability

(according to the relevant text in clause 6.4.1.2)

	Standalone NR/5GCN is not supported and UPIP over E-UTRA/5GCN is not supported
	NULL

(according to NOTE 1)
	?


However, how a UE supporting N3 data transfer and not supporting SA NR/5GCN or UPIP over E-UTRA/5GCN sets the IE is still unknown.

In this CR, we propose that the UE sets it to “NULL”.

	
	

	Summary of change:
	It is clarified that a UE supporting N3 data transfer and not supporting SA NR/5GCN or UPIP over E-UTRA/5GCN sets the IE sets the Integrity protection maximum data rate IE to “NULL”.

Interoperability analysis
The change is backward compatible.
If a UE supporting N3 data transfer and not supporting SA NR/5GCN or UPIP over E-UTRA/5GCN sets the IE to “NULL”, an SMF conforming the current version of release can interpret it as “64 kbps”.

	
	

	Consequences if not approved:
	FASMO
The SMF always misunderstands the UPIP capability of a UE supporting N3 data transfer and not supporting SA NR/5GCN or UPIP over E-UTRA/5GCN.
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[bookmark: _Toc20233294][bookmark: _Toc27747431][bookmark: _Toc36213625][bookmark: _Toc36657802][bookmark: _Toc45287479][bookmark: _Toc51944471]9.11.4.7	Integrity protection maximum data rate
The purpose of the integrity protection maximum data rate information element is for the UE to indicate to the network the maximum data rate per UE for user-plane integrity protection for uplink and the maximum data rate per UE for user-plane integrity protection for downlink that are supported by the UE.
The integrity protection maximum data rate is coded as shown in figure 9.11.4.7.1 and table 9.11.4.7.2.
The integrity protection maximum data rate is a type 3 information element with a length of 3 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Integrity protection maximum data rate IEI
	octet 1

	Maximum data rate per UE for user-plane integrity protection for uplink
	octet 2

	Maximum data rate per UE for user-plane integrity protection for downlink
	octet 3


Figure 9.11.4.7.1: Integrity protection maximum data rate information element
Table 9.11.4.7.2: Integrity protection maximum data rate information element
	[bookmark: _Hlk46132589]Maximum data rate per UE for user-plane integrity protection for uplink (octet 2)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	64 kbps (NOTE 3)

	0
	0
	0
	0
	0
	0
	0
	1
	
	NULL (NOTE 1, NOTE 2a)

	1
	1
	1
	1
	1
	1
	1
	1
	
	Full data rate (NOTE 2)

	All other values are spare and shall not be used by a UE compliant to the present version of this specification. If received, they shall be interpreted as "64 kbps".

	

	[bookmark: _Hlk46132620]Maximum data rate per UE for user-plane integrity protection for downlink (octet 3)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	64 kbps (NOTE 3)

	0
	0
	0
	0
	0
	0
	0
	1
	
	NULL (NOTE 1, NOTE 2a)

	1
	1
	1
	1
	1
	1
	1
	1
	
	Full data rate (NOTE 2)

	
All other values are spare and shall not be used by a UE compliant to the present version of this specification. If received, they shall be interpreted as "64 kbps".

	NOTE 1:	This value shall be used when N3 data transfer is not supported by the UE.

	NOTE 2:	If the UE supports N3 data transfer and supports standalone NR connected to 5GCN (this includes UEs supporting NR-NR dual connectivity as described in 3GPP TS 37.340 [51]), then the UE shall use this value.

	NOTE 2a:	If the UE supports N3 data transfer, does not support standalone NR connected to 5GCN, and does not support user plane integrity protection over E-UTRA connected to 5GCN, then the UE shall use this value.
NOTE 3:	The network can receive this value from a UE compliant to an earlier version of this specification or when the UE supports N3 data transfer and does not support standalone NR connected to 5GCN.




