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1. Introduction

This document discusses the handling of exception data reporting in restricted service areas and proposes a way forward.

2. Discussion
SA1 sent LS C1-205875 in which it is stated:
“SA1 would like to clarify that currently there are no SA1 requirements related to CIoT UEs (supporting CIoT 5GS optimization) sending or receiving data, including exception data, in a non-allowed area.”
Since SA1 answered “currently there are no SA1 requirements”, it is the source companies’ view that CT1 can still make their independent decision for the following reasons:

· There are no requirements altogether about service area restrictions in SA1, even for data that is not related to CIoT. As such, lack of requirement in SA1 does not mean that CT1 cannot decide on this especially since we (including stage 2) have specified how service area restrictions impact other services and features

· SA2 and CT1 have both allowed the reception/transmission of CIoT data when the UE is in 5GMM-CONNECTED mode (with RRC inactive indication) and the UE is in a restricted service area (see section 5.3.5.2 of TS 24.501) despite lack of any requirements in SA1. This also shows that stage 2 or stage 3 can decide on this even with no requirements in SA1

In addition to the arguments above, it is worth noting how TS 24.501 has specified the handling of exception data reporting under different cases
	Feature/Topic/Parameter
	Handling in the case of Exception Data
	Observation

	Congestion control for transport of user data via the control plane (see section 5.6.1.7)

	m)
Timer T3448 is running

The UE in 5GMM-IDLE mode shall not initiate the service request procedure for transport of user data via the control plane unless:

1)
the UE is a UE configured for high priority access in selected PLMN;
2)
the UE which is only using 5GS services with control plane CIoT 5GS optimization received a paging request;
3)
the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]); or
4)
the UE is initiating the service request procedure to request emergency services or emergency services fallback.

	UE overrides CP back-off timer when there is a need to send exception data

	Service gap (see section 5.3.17)
	When timer T3447 is running, the network allows:
-
requests for emergency service;

-
requests for emergency service fallback;

-
requests for high priority access;

-
requests for exception data reporting;
-
registration procedure for initial registration with Follow-on request indicator set to "No follow-on request pending";
-
registration procedure for mobility and periodic registration update without Uplink data status IE included and with Follow-on request indicator set to "No follow-on request pending"; or

-
service request procedure or registration procedure for mobility and periodic registration update triggered by paging and subsequent MO signalling or MO data, if any, until the UE enters 5GMM-IDLE mode.

	UE overrides service gap control timer when there is a need to send exception data

	Maximum number of PDU session is reached (see section 6.4.1.5A)
	When the maximum number of active user-plane resources is reached and upper layers request for more user-plane resources for PDU sessions other than the PDU sessions with those active user-plane resources, the UE can choose to release one or more of the PDU sessions with active user-plane resources to cater for the upper layer request. The choice of which PDU sessions to be released is implementation specific. However if there is a PDU session with an active user-plane that is used for exception data reporting (see subclause 6.2.13), that PDU session shall not be released.
If the maximum number of active user-plane resources is reached and the upper layers of the UE request user-plane resources for exception data reporting (see subclause 6.2.13), the UE shall release a PDU session that has user-plane resources to cater for the request for exception data reporting. The choice of which PDU session to be released is implementation specific.

	PDU session for exception data reporting is not released.
Need to send exception data reporting causes the UE to release another PDU session (noting this is similar to how need for emergency PDU session is handled as described in section 6.4.1.5)

	Establishment cause (see Table 4.5.6.2)
	RRC establishment cause is set to
highPriorityAccess
highPriorityAccess
highPriorityAccess
highPriorityAccess
mt-Access
Not applicable (NOTE 1)
emergency
mo-Signalling

mo-VoiceCall
mo-VoiceCall
mo-Data
mo-Data
mo-Data
mo-ExceptionData (NOTE 3)

	There is a dedicated establishment cause for exception data (also similar to emergency) which obviously means a different handling at the RAN (otherwise why would a dedicated establishment be used?)

	Small data rate control (see section 6.2.13)
	“If an allowed indication of additional exception reports is provided with the small data rate control parameters and:

-
the additional small data rate control parameters for exception data is provided and the limit for additional rate for exception data reporting is not reached; or

-
the additional small data rate control parameters for exception data is not provided,

the UE is allowed to send uplink exception reports even if the limit for the small data rate control has been reached.”
	UE allowed to send exception reports even if the limit for other reports has been reached

	General NAS level 5GMM congestion control (see section 5.5.1.2.7, 5.5.1.3.7 and 5.6.1.7)
	For initial registration proceddure (the handling handling applies to mobility and periodic registration update procedure and service request procedure):
"a)
Timer T3346 is running.


The UE shall not start the registration procedure for initial registration unless:

1)
the UE is a UE configured for high priority access in selected PLMN; 
2)
the UE needs to perform the registration procedure for initial registration for emergency services;

3)
the UE receives a DEREGISTRATION REQUEST message with the "re-registration required" indication;
4)
the UE in NB-N1 mode is requested by the upper layer to transmit user data related to an exceptional event and:

-
the UE is allowed to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file EFNASCONFIG in 3GPP TS 31.102 [22]); and

-
timer T3346 was not started when N1 NAS signalling connection was established with RRC establishment cause set to "mo-ExceptionData"; or"
	UE overrides back-off timer when there is a need to send exception data


Note that TS 24.501 handles requests for emergency service in a similar manner i.e. generally emergency services are allowed under different restrictive cases e.g. when backoff timers are running or even when service gap is active. 
From the above, it can be clearly seen that exception data reporting has had special handling where in many cases the UE is allowed to override a certain type of restriction for the purpose of sending exception data (as listed above). 
Similar exceptions (i.e. UE overrides certain restrictions) are allowed for requests for emergency services.
Now back to service area restrictions, we can see that TS 24.501 allows the UE to e.g. request emergency services in a restricted service area. However, CT1 has not yet agreed to permit sending exception data in restricted service area. A question then arises: how come so many other restrictions are overridden for exception data reporting, similar to emergency services, but not restricted service areas?
The lack of permission to send exception data in restricted area forms a sort of “inconsistent UE behaviour” when handling special cases/scenarios as listed above.

In addition, there are important use cases that would much benefit from allowing the UE to send exception data in restricted service areas. For example:
· A stolen device is moved into a restricted service area. If no exception report is allowed, how can such a device’s location be determined?

· An elderly person with a health sensor moves into a restricted service area. If important health readings need to be sent, then the UE will not be able to do so and this makes urgent care impossible.
Finally, for NB-IoT UEs, the support of legacy emergency services over IMS emergency sessions is not available as stated in 5.3.21 (see below) while only exception data reporting is available:

“The network does not indicate to the UE support of emergency services when the UE is in NB-N1 mode (see subclause 5.5.1.2.4 and 5.5.1.3.4).”
Then for the above mentioned important use cases, the NB-IoT UE cannot initiate any legacy emergency services but only exception data reporting. One can imagine that under the urgent situations, what the NB-IoT UEs can do is only to initiate the exception data reporting, just like other UEs would initiate the legacy emergency services for urgent services.
3. Conclusion
This document has shown that the current TS 24.501 already handles exception data reporting in a special manner, where under different restrictions as listed previously the UE is allowed to override the restrictions for the purpose of sending exception data.

This shows that exception data has thus far been considered and treated as a form of “emergency data” or “high priority data” for UEs in NB-N1 mode. 
For these reasons, and for handling other important use cases for which the stakes are high, a UE in NB-N1 mode should be permitted to send exception data reporting. This proposal is implemented in C1-206123 for R16 and in C1-206125 for the R17 mirror CR.
