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2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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[YY]	IETF RFC 5627: "Obtaining and Using Globally Routable User Agent URIs (GRUUs) in the Session Initiation Protocol (SIP)".
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[bookmark: _Toc45183055][bookmark: _Toc34388095][bookmark: _Toc34208334][bookmark: _Toc34051950]4.2.1	MuD service description
The MuD service enables a served user to use, in a communication, any of the UEs that are configured to use the same public user identity, i.e. any of the federated UEs.
The MuD service enables a synchronization of communication logs between the federated UEs which support communication log. The communication log provides lists of incoming and outgoing, missed, accepted and rejected calls. If the served user accepts or rejects call from one of the federated UEs or when a missed call notification has been read on one of the federated UEs, the communication logs of the other federated UEs are updated so the served user will see the same information on different federated UEs.
The MuD service shall support GRUU and GRUU management as defined in IETF RFC 5627 [YY].
An outgoing call can be made from any of the federated UEs.
An incoming call towards the served user is sent to all federated UEs. The call can be accepted on any of the federated UEs which are alerting the served user of an incoming call. The federated UEs can synchronize the call logs by using the call log functionality in OMA-TS-CPM_Message_Storage_Using_RESTFul_API [9] and OMA-TS-REST_NetAPI_NMS [10].
The number of UEs using the same public user identity is implementation specific.
NOTE:	In case federated UEs use common implicit registration set, all federated UEs will subscribe to the registration-state event package and will receive notifications related to all public user identities in this implicit registration set.
If the user of the MuD service also subscribes to the MiD service then the user can use non-native identities in addition to native identities on federated UEs.
 ------------------------------------------ Next Change ---------------------------------------
[bookmark: _Toc45183056][bookmark: _Toc34388096][bookmark: _Toc34208335][bookmark: _Toc34051951]4.2.2	MiD service description
The MiD service enables a served user to use any of its identities i.e. native and non-native identities for communication using a single UE. A native identity is always registered by the UE. An alternative identity and a virtual identity can be either registered by the UE, or the UE can be authorized to use these identities based on configuration in the user's service data. An external alternative identity cannot be registered by the UE, but the UE can be authorized to use this identity based on configuration in the user's service data.
NOTE:	The identity registered by the UE is received in the P-Associated-URI header field within 200 (OK) response during registration. The identity not registered but authorized to be used by the UE is configured in the user's service data.
When making a call the served user selects one of its identities that will be used by the UE as an originating identity (calling party number) in an outgoing call. Upon reception of an incoming call the UE provides to the served user an indication on which of its identities the served user is contacted (called party number).
Several users of the MiD service can share the same non-native identity for communication.
The MiD service shall support GRUU and GRUU management as defined in IETF RFC 5627 [YY].
The number of non-native identities used by a user using a single UE is implementation specific.
If the user of the MiD service also subscribes to the MuD service then the user can use non-native identities on federated UEs.
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