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	Reason for change:
	In TS 24.501 subclause 8.2.7.5, the condition when the allowed NSSAI IE shall be included in the REGISTRATION ACCEPT message is stated as follows:
“This IE shall be included:
a) if the network allows one or more S-NSSAIs received in the requested NSSAI of the REGISTRATION REQUEST message; or
b)	 if:
1)	the requested NSSAI was not included in the REGISTRATION REQUEST message or none of the requested NSSAI are allowed; and
2)	the network has one or more subscribed S-NSSAIs marked as default which are not subject to network slice-specific authentication and authorization that are available.”

The statement in bullet a) above is not accurate since “allow” means “allowed by the AMF” in the spec and does not necessarily cover the situation e.g. the S-NSSAIs are not subejct to NSSAA or have successfully performed NSSAA.
The accurate statement of such condition can refer to the statement in subsection 5.5.1.3.4:

  “The AMF shall in the REGISTRATION ACCEPT message include:
1)	 the allowed NSSAI containing the S-NSSAI(s) or the mapped S-NSSAI(s), if any:
i)	which are not subject to network slice-specific authentication and authorization and are allowed by the AMF; or
ii)	for which the network slice-specific authentication and authorization has been successfully performed.”

Besides, “which are not subject to network slice-specific authentication and authorization” in both bullet a) and bullet b) refers to a network supporting NSSAA. The situation when a network not supporting NSSAA is not covered.

	
	

	Summary of change:
	The condition when the allowed NSSAI IE shall be included in the REGISTRATION ACCEPT message should be stated more accurately and avoid ambiguity.

	 
	

	Consequences if not approved:
	The condition when the allowed NSSAI IE shall be included in the REGISTRATION ACCEPT message is not accurate, which may lead to wrong inclusion of the Allowed NSSAI IE. Furthermore, it is not consistent with the clarification on the content of allowed NSSAI in the spec.
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* * * First Change * * * *
8.2.7.5	Allowed NSSAI
This IE shall be included:
a)	if the network allows one or more S-NSSAIs received in the requested NSSAI of the REGISTRATION REQUEST message; or
a)	if:
1)	one or more S-NSSAIs in the requested NSSAI of the REGISTRATION REQUEST message are allowed by the AMF for a network not supporting NSSAA;
2)	one or more S-NSSAIs in the requested NSSAI of the REGISTRATION REQUEST message are not subject to network slice-specific authentication and authorization and are allowed by the AMF; or
3)	the network slice-specific authentication and authorization has been successfully performed for one or more S-NSSAIs in the requested NSSAI of the REGISTRATION REQUEST message; or
b)	if:
1)	the requested NSSAI was not included in the REGISTRATION REQUEST message or none of the requested NSSAI are allowed; and
2)	the network not supporting NSSAA has one or more subscribed S-NSSAIs marked as default that are available; or
3)	the network has one or more subscribed S-NSSAIs marked as default which are not subject to network slice-specific authentication and authorization that are available.

* * * End of Change * * * *
