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	Reason for change:
	According to additional stage 1 requirements for Multi-device and Multi-Identity service, agreed for Rel-17, the 3GPP system shall support a mechanism for a user to set user preferences to indicate which identities are active. Therefore, it is proposed to enchance the specification by enabling the user the possibility to indicate which identities it is allowed to use shall be active and which shall be inactive. Deactivating the identity on given UE means that the user cannot use the identity to initiate comminication, as well as it cannot be reached using this identity.
In Multi-device case, this means that the user can decide on which of the federated UEs the identity is active.
In Multi-identity case, the user can decide which identities are active on given UE.

It is needed that the network gets informed about the user preferences regarding activation status of the identities, and about the potential changes of this status. This CR proposes tha thte Ut interface is used for this purpose.
3GPP TS 24.174 contains already the definition of XML schema for service configuration for multi-device and multi-identity. For MiD, it contains the element for shared identities that the subscriber of MiD service can use, together with their activation status, which can be modified.
However, it misses analogous element for MuD service related to the native identities that can be used on the federated UEs. Therefore, it is also proposed to add such an element into the XML schema, so that it is usabe in MuD case as well.
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* * * First Change * * * *
[bookmark: _Toc34051948][bookmark: _Toc34208332][bookmark: _Toc34388093][bookmark: _Toc45183053]4.1	Introduction
The Multi-Device (MuD) service is an operator specific service which enables a user to use different UEs that are registered under the same public user identity. The UEs can be of different types (e.g. phone, tablet, wearable device, PC) and can support a communication log.
The Multi-Identity (MiD) service is an operator specific service which enables a user to use different identities. A served user can use a single UE to receive calls addressed to any of its identities and to make calls using any of its identities.
The MuD and MiD services can be used at the same time.
The UE can indicate to the network which identities are active at the UE. If the identity is not active at the UE, the user cannot use given identity in a communication at the UE.
[bookmark: _Toc34051950][bookmark: _Toc34208334][bookmark: _Toc34388095][bookmark: _Toc45183055]* * * Next Change * * * *
[bookmark: _Toc34051951][bookmark: _Toc34208335][bookmark: _Toc34388096][bookmark: _Toc45183056]4.2.2	MiD service description
The MiD service enables a served user to use any of its identities i.e. native and non-native identities for communication using a single UE. A native identity is always registered by the UE. An alternative identity and a virtual identity can be either registered by the UE, or the UE can be authorized to use these identities based on configuration in the user's service data. An external alternative identity cannot be registered by the UE, but the UE can be authorized to use this identity based on configuration in the user's service data.
NOTE:	The identity registered by the UE is received in the P-Associated-URI header field within 200 (OK) response during registration. The identity not registered but authorized to be used by the UE is configured in the user's service data.
When making a call the served user selects one of its identities that will be used by the UE as an originating identity (calling party number) in an outgoing call. Upon reception of an incoming call the UE provides to the served user an indication on which of its identities the served user is contacted (called party number).
The UE can indicate to the network which identities are active at the UE.
Several users of the MiD service can share the same non-native identity for communication.
The number of non-native identities used by a user using a single UE is implementation specific.
If the user of the MiD service also subscribes to the MuD service then the user can use non-native identities on federated UEs. In such case, the UE can indicate to the network which of these non-native identities are active at each federated UE separately.
[bookmark: _Hlk48146163]* * * Next Change * * * *
[bookmark: _Toc34051985][bookmark: _Toc34208369][bookmark: _Toc34388152][bookmark: _Toc45183112]4.8.1	General
The multi-device and multi-identity document is a subtree of the simservs document specified in TS 24.623 [7]. As such, multi-device and multi-identity documents use the XCAP application usage in TS 24.623 [7].
XML schema: Implementations in compliance with the present document shall implement the XML schema that minimally includes the XML schema defined in clause 4.8.2 and the simservs XML schema specified in TS 24.623 [7].
The UE can only read the MuD and MiD configuration document and modify the "Activated" attribute of the <Native-Identity> and <Shared-identity> elements.
For MuD no user configuration is defined.
[bookmark: _Toc34051986][bookmark: _Toc34208370][bookmark: _Toc34388153][bookmark: _Toc45183113]* * * Next Change * * * *
4.8.2	XML schema
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap"
targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap"
elementFormDefault="qualified"
attributeFormDefault="unqualified" >
	<xs:element name="multi-device" substitutionGroup="ss:absService">
		<xs:annotation>
			<xs:documentation>Element describing the multi-device specific features</xs:documentation>
		</xs:annotation>
		<xs:complexType>
			<xs:complexContent>
				<xs:extension base="ss:simservType">
					<xs:sequence>
						<xs:element name="Native-identity" type="ss:Native-identityType" minOccurs="1" maxOccurs="unbounded" />
					</xs:sequence>
				</xs:extension>
			</xs:complexContent>
		</xs:complexType>
	</xs:element>
	<xs:element name="multi-identity" substitutionGroup="ss:absService">
		<xs:annotation>
			<xs:documentation>Element describing the multi-identity specific features</xs:documentation>
		</xs:annotation>
		<xs:complexType>
			<xs:complexContent>
				<xs:extension base="ss:simservType">
					<xs:sequence>
						<!-- add service specific elements here-->
						<xs:element name="Shared-identity" type="ss:Shared-identityType" minOccurs="0" maxOccurs="unbounded"/>
						<xs:element name="Delegated-user" type="ss:Delegated-userType" minOccurs="0" maxOccurs="unbounded"/>
					</xs:sequence>
				</xs:extension>
			</xs:complexContent>
		</xs:complexType>
	</xs:element>
	<xs:complexType name="Native-identityType">
		<xs:simpleContent>
			<xs:extension base="xs:anyURI">
				<xs:attribute name="Activated" type="xs:boolean" default="true" />
			</xs:extension>
		</xs:simpleContent>
	</xs:complexType>
	<xs:complexType name="Shared-identityType">
		<xs:simpleContent>
			<xs:extension base="xs:anyURI">
				<xs:attribute name="Activated" type="xs:boolean" default="true"/>
			</xs:extension>
		</xs:simpleContent>
	</xs:complexType>
	<xs:complexType name="Delegated-userType">
		<xs:simpleContent>
			<xs:extension base="xs:anyURI">
				<xs:attribute name="Activated" type="xs:boolean" default="true"/>
			</xs:extension>
		</xs:simpleContent>
	</xs:complexType>
</xs:schema>

* * * End of Changes * * * *

