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1. Introduction

This document discusses the selection of an S-NSSAI during PDU session establishment for which the UE does not provide an S-NSSAI. This topic relates to existing editor’s note that is copied below:

Editor's note [eNS; CR# 1996]:
It is FFS how the AMF selects an S-NSSAI for the PDU session if {none of the subscribed S-NSSAIs marked as default is included in the allowed NSSAI} or {all subscribed S-NSSAIs marked as default are subject to NSSAA and no NSSAA for these S-NSSAIs is completed as a success}.

2. Discussion

This section provides background information to help understand how the editor’s note came to exist. An analysis is then provided regarding a related agreement in SA2. 

2.1 Some background

The discussion in CT1 was initiated a few meetings ago as part of the work on eNS. It was pointed out that TS 24.501 clearly specifies that NSSAA can be run on default slices when such slices are subject to NSSAA as can be seen below from TS 24.501:

If the UE indicated the support for network slice-specific authentication and authorization, and if:

a)
the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message areallowed; and
b)
all subscribed S-NSSAIs marked as default are subject to network slice-specific authentication and authorization;

the AMF shall in the REGISTRATION ACCEPT message include:

a)
the "NSSAA to be performed" indicator in the 5GS registration result IE to indicate whether network slice-specific authentication and authorization procedure will be performed by the network; and

b)
pending NSSAI containing one or more subscribed S-NSSAIs marked as default for which network slice-specific authentication and authorization will be performed or is ongoing.
Observation 1: based on the above, there are cases for which all the default slices are subject to NSSAA.

Although very evident in the specifications (both stage 2 and stage 3), it is nevertheless good to remind about the possibility of, and in fact the NAS protocol’s support for, cases in which the UE can request the establishment of a PDU session WITHOUT including an S-NSSAI. This has been the case since Rel-15 and as it is very obvious, this paper will not focus on when these cases can happen (the reader can easily find this out by verifying the different specifications).

Observation 2: the UE may/can request the establishment of a PDU session without including an S-NSSAI from the allowed NSSAI.
When a request for PDU session is sent without an S-NSSAI, the AMF (as per current TS 24.501) selects a default slice if available, otherwise it will select a slice based on operator policy:
“A)
the AMF shall select an SMF with following handlings:

If the S-NSSAI IE is not included and the user's subscription context obtained from UDM:

-
contains one default S-NSSAI, the AMF shall use the default S-NSSAI as the S-NSSAI;
-
contains two or more default S-NSSAIs, the AMF shall use one of the default S-NSSAIs selected by operator policy as the S-NSSAI; and

-
does not contain a default S-NSSAI, the AMF shall use an S-NSSAI selected based on operator policy as the S-NSSAI.”
In a previous CT1 meeting, a question was then raised as part of the discussions as follows: if the UE requests the establishment of a PDU session but does not include an S-NSSAI, and if the AMF selects a default slice, what happens when the default slice is subject to NSSAA and this default slice is not in the allowed NSSAI? (Here, it is good to remember observation 1).

Note: the default slice may not be in the allowed NSSAI when e.g. UE requests S-NSSAI 1 that is not a default slice, and S-NSSAI 1 is available and allowed for the UE in the current registration area.
The question above will be returned to in the discussion that follows. However, it should be noted that the question has two parts as follows:

· Part 1: given an S-NSSAI is not provided by the UE during PDU session establishment, how is S-NSSAI selection is done by the AMF? ((the answer to this was clear in CT1 as per quoted text above)
· Part 2: once an S-NSSAI is selected, if the S-NSSAI is a default slice then what happens to the request if this selected default slice is subject to NSSAA? (( this part is very important and should not be lost by focusing on S-NSSAI selection)
That question led to further discussions in CT1 and SA2, and for which the latter agreed the following in TS 23.502:

If the NAS message does not contain an S-NSSAI, the AMF determines an S-NSSAI of the Serving PLMN for the requested PDU Session from the current Allowed NSSAI for the UE. If there is only one S-NSSAI in the Allowed NSSAI, this S-NSSAI shall be used. If there is more than one S-NSSAI in the Allowed NSSAI, the S-NSSAI selected is either according to the UE subscription, if the subscription contains only one default S-NSSAI and the corresponding mapped HPLMN S-NSSAI of the Serving PLMN is included in the Allowed NSSAI, or based on operator policy (e.g. also ensures any UE Requested DNN is allowed for the selected S-NSSAI)).
In the last CT1 meeting, document C1-203969 was postponed. The CR only focused part 1 of the question above and did not address part 2. This will be discussed again shortly after the analysis below.
2.2 Analysis
An entire analysis has to be performed such that the question that was asked with regards to both its parts can be clearly and fully answered.

2.2.1 Analysis with regards to S-NSSAI selection

With regards to slicing, the S-NSSAIs that are permitted for a UE are in the subscription information, some of which are marked as default. For simplicity and an example, assume that for a UE in question, the following subscribed S-NSSAIs are available:

	
	

	
	

	
	

	
	


	S-NSSAI value
	Marked as default?

	A
	No

	B
	No

	D
	Yes


The starting point for a user is the subscription which defines the different types of services that the UE can get.
With the example above, the UE can use S-NSSAIs {A, B} both of which are not default slices, and S-NSSAI D which is a default slice.
When the UE registers with the network, the UE can set the requested NSSAI to:

· Requested NSSAI = {A}
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 = {B}
· Requested NSSAI = {A, B}

(note: the list above is not intended to say that the UE cannot request D, but it is just an example)

It is obvious that the number of S-NSSAIs that is requested by the UE does not change the fact that S-NSSAIs A, B, and D are part of the subscribed S-NSSAIs that are allowed for the UE. More importantly, the number of entries in the requested NSSAI does not change the availability (or lack of availability) of a default slice in the subscribed S-NSSAIs. Ultimately, and similarly, the number of entries in the allowed NSSAI also does not affect the availability of default slices for the UE.

Observation 3: the number of entries in the requested NSSAI or allowed NSSAI does not affect the availability of default slices in the subscribed S-NSSAIs. One or more S-NSSAIs that is marked as default either exists or does not exist in the subscribed S-NSSAIs regardless of the size of the allowed NSSAI.
Next, the SA2 text regarding S-NSSAI selection (i.e. part 1 of the question) will be analysed for different scenarios.
Scenario 1: assume the following:

· Step 1: UE sends requested NSSAI = {A} and gets the allowed NSSAI = {A}

· Step 2: UE sends a PDU session establishment request but does not include an S-NSSAI
According to SA2: If there is only one S-NSSAI in the Allowed NSSAI, this S-NSSAI shall be used.

Here, a valid question can be raised: since there is indeed a default S-NSSAI (i.e. D) in the subscribed S-NSSAIs, and if this default slice is indeed available in the registration area, why is this slice not used in step 2? Why is the determination to not use a default slice conditioned on “there is only one S-NSSAI in the Allowed NSSAI”? An answer needs to be provided to this question, otherwise how default slices get to be used is unclear.
Moreover, the UE with URSP rules, or based on local configuration, has already determined that the request for a new PDU session should not be established with S-NSSAI A. Now based on SA2’s text, the AMF still selects S-NSSAI A which defeats the purpose of the UE making this determination based on URSP rules or local configuration. Then what is the purpose of the UE having URSP rules, or local configuration, in the first place?

Scenario 2: assume the following:

· Step 1: UE sends requested NSSAI {A, B} and gets the allowed NSSAI = {A, B}

· Step 2: UE sends a PDU session establishment request but does not include an S-NSSAI

According to SA2: “If there is more than one S-NSSAI in the Allowed NSSAI, the S-NSSAI selected is either according to the UE subscription, if the subscription contains only one default S-NSSAI and the corresponding mapped HPLMN S-NSSAI of the Serving PLMN is included in the Allowed NSSAI, or based on operator policy (e.g. also ensures any UE Requested DNN is allowed for the selected S-NSSAI))”
Here again another valid question can be raised: why should the default slice now be considered because the allowed NSSAI has more than one S-NSSAI? Why is the number of entries in the allowed NSSAI driving the selection of a default slice instead of the default slice being available or not for the UE in the registration area?

As can be seen in the scenarios above, the deciding factor to use a default slice is based on the number of entries in the allowed NSSAI. As per observation 3, the number of entries in the allowed NSSAI does not determine if a default slice is available or not. 

Therefore, a convincing answer is required for S-NSSAI selection, one that is consistent and clear instead of one that is driven by “number of entries in the allowed NSSAI” which has no bearing on the availability of a default slice for a UE.

A subsequent question would be regarding “if the subscription contains only one default S-NSSAI and the corresponding mapped HPLMN S-NSSAI of the Serving PLMN is included in the Allowed NSSAI” i.e. what if there is more than one default slice in the subscription? Does this mean that there cannot be more than one default slice? Is there a requirement stating that there cannot be more than one default slice for the UE? If so, where?
2.2.2 Analysis with regards to NSSAA applicability to a defaults slice

Assume there are S-NSSAI D1 and S-NSSAI D2 in the subscribed S-NSSAIs and each is marked as a default slice. Consequently from the last question just above, if (there is more than one default slice in the subscription and) a default slice is selected from the subscription e.g. based on operator policy, then part 2 of the question still needs to be answered i.e. what if this selected default slice is subject to NSSAA? What happens to the PDU session establishment request now?
It is also interesting to compare the AMF behaviour at the 5GMM layer when:

“the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are allowed”.

Here the AMF sends back in the Registration Accept message:

 “one or more subscribed S-NSSAIs marked as default for which network slice-specific authentication and authorization will be performed”. 
In this case, the AMF does not check how many S-NSSAI entries there were in the requested NSSAI. The AMF simply checks for the availability of default slices, and which if present will be returned in the Registration Accept. 
So why is the AMF behaviour varying with respect to the use of default slices at the 5GMM layer vs 5GSM layer? Does the “defaultness” of a slice depend on the protocol layer type? Does it depend on the size of the requested NSSAI? Or a slice is a default slice if it is marked as default in the subscribed S-NSSAIs?
Finally, in previous CT1 discussions, it has been assumed that the AMF can use a default slice in the allowed NSSAI, however there was no description regarding how the default slice made it into the allowed NSSAI in the first place. Specifically, for the scenario where the UE sends a requested NSSAI for which:

· No S-NSSAI is a default slice, and
· All of the S-NSSAIs in the requested NSSAI are allowed and available in the registration area,
then how was it assumed that a default slice is always part of the allowed NSSAI?

Such assumptions jump directly to S-NSSAI selection (and propose selecting a default slice) without providing a clear answer regarding how the allowed NSSAI contained a default slice in the first place. 

The NAS specification, and CT1 in general, describes specific conditions explicitly and clearly. Therefore, a clear description has to be provided in the specification, and each case needs to be explicitly specified as is done at present for all other features including eNS (e.g. see TS 24.501 describing how NSSAA would be used depending on what the UE requests, etc). 
There also has to be a common and clear understanding about when a default slice can be used instead of unclear description that is based on number of entries in an allowed NSSAI. 
3. Conclusion

This document has provided the background for the editor’s note that is still pending in TS 24.501. As have been indicated, the resolution of the editor’s note requires answering a question that has two components: (1) how is an S-NSSAI selected when the UE sends a PDU session request with no S-NSSAI, and (2) if a default slice is selected then what happens when this default slice is subject to NSSAA? 
Note: for part 2 of the question, it is assumed that the allowed NSSAI does not contain a default slice.

This document provided an analysis of the SA2 specification regarding the first component. It has been pointed out that the use of the default slice in stage 2, or the determination to not use a default slice, is based on the number of entries in the allowed NSSAI. However, this document also showed that the availability of a default slice, or lack of, is based on subscription information which does not change based on the number of entries in the allowed NSSAI. 

This document has also demonstrated that the AMF behaviour with respect to using default slices is not consistent based on the protocol layer i.e. 5GMM vs 5GSM. Hence, this raises questions about the consistency and clarity of the use of default slices.

It is the source companies view that the presence of a default slice in the subscribed S-NSSAIs and its availability in the UE’s registration area should be the key factor in determining whether default slices can be used for the UE or not, and this is already the case during a registration procedure. However, when it comes to PDU session establishment procedure, the AMF decides based on the number of entries in the allowed NSSAI (according to SA2).
To resolve the editor’s note, a clear answer needs to be provided, and hence a clear and consistent specification, regarding the use of default slices. Additionally, when a default slice is selected during PDU session establishment, for which the UE did not provide an S-NSSAI, an answer needs to be provided regarding the outcome of the request if the selected default slice is subject to NSSAA.

Therefore, a CR that attempts to resolve the editor’s note should provide answers to these two components of the question.
