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1. Introduction

Since R15, the coding of the Rejected NSSAI IE only includes one part, i.e. the S-NSSAI (SST + SD) for the current PLMN. Hence, in the reoaming scenarios, the rejected NSSAI can only inlcude the VPLMN S-NSSAI. As per current specification in both stage 2 and stage 3, the UE will treat the received rejected NSSAI for the current serving PLMN.

At the same time, it is allowed that one VPLMN S-NSSAI can be mapped to multiple HPLMN S-NSSAIs while different HPLMN S-NSSAIs may have different SLA between the VPLMN and the HPLMN. Hence it could happen that different requested S-NSSAIs with the same VPLMN S-NSSAI can be rejected due to different HPLMN S-NSSAIs but the AMF can only provide the same VPLMN S-NSSAI in the rejected NSSAI.

This paper attempts to provide a typical scenario and based on which to analyse the possible problems, then to evaluate the possible solutions to resolve the problems and finally to propose a way forward.

2. Discussion

2.1 Scenarios and problems
Considering following typical scenario:

(1) The UE’s configured NSSAI for the current VPLMN includes: {A, A}, {A, X}, {A, Y}, {A, Z}. {A} is the S-NSSAI for the current VPLMN while {A, X, Y, Z} are the mapped HPMN S-NSSAIs. {A} can be standardized S-NSSAI values in both the VPLMN and HPLMN, while {X, Y, Z} can be non-standardized S-NSSAI values in HPLMN.
(2) The UE attempt to register to the VPLMN and send the requested NSSAI includes: {{A, A}, {A, X}, {A, Y}}.
(3) The VPLMN allows the {A, A} but rejects {A, X} due to HPLMN S-NSSAI X is not allowed in the current PLMN and reject {A, Y} due to HPLMN S-NSSAI Y is not allowed in the current registration area.
(4) As per current handling, the AMF will include:
a) {A, A}in the allowed NSSAI;
b) {A} in the rejected NSSAI with cause value "S-NSSAI not available in the current PLMN or SNPN"; and
c) {A} in the rejected NSSAI with cause value "S-NSSAI not available in the current registration area".
(5) The UE will store them as per TS 24.501 sub 4.6.2.2, i.e. the stored allowed NSSAI is {A, A} and the stored rejected NSSAI is {{A}, {A}}.
One can see there is an overlapping between the stored allowed NSSAI and the rejected NSSAI, {A} is in both allowed NSSAI and rejected NSSAI. Normally, the stored allowed NSSAI and the rejected NSSAI at the UE should be mutual exclusive. Currently it is unspecified in the TS 24.501 on how to handle such overlapped cases, e.g. when the matched URSP rule needs to establish a new PDU session using slice {A} but it was in both the allowed NSSAI and the rejected NSSAI.
Problem #1: The UE behaviour is unspecified when there is an overlapping between the stored allowed NSSAI and the rejected NSSAI.

Moreover, one can see there are double {A} in the rejected NSSAI with different cause values. This is strange from the UE perspective as the same VPLMN slice was rejected due to different cause values at the same time. Note that different reject NSSAI have different maintain policies, e.g. rejected NSSAI for the current PLMN or SNPN is maintained regardless of the access type while rejected NSSAI for the current registration area is maintained per access type. Once the UE registers to a new registration area or different access type, {A} needs to be deleted but at the same time, it is still not available for the whole PLMN. The UE’s behaviour was unclear so far.
Problem #2: The UE behaviour is unspecified when the same VPLMN S-NSSAI was in the rejected NSSAI with different cause values.

Following above scenario, later if the UE wants to additionally register to {A, Z} which actually is allowed in the VPLMN, then as per current TS 24.501, the UE cannot include the {A, Z} in the requested NSSAI even it is in the configured NSSAI due to {A} was already in the rejected NSSAI (see below yellow text restriction). If the rejected NSSAI was not updated, the UE can never register to {A, Z} to obtain services which actually allowed in the VPLMN. This is unfair for the mapped slice {Z} as the rejection in the current VPLMN is due to the mapped slice {X} or {Y} are not allowed.
" c)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, plus one or more S-NSSAIs from the configured NSSAI for which no corresponding S-NSSAI is present in the allowed NSSAI and those are neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current registration area nor in the rejected NSSAI for the failed or revoked NSSAA."

Problem #3: The UE cannot register to other configured S-NSSAIs due to the VPLMN S-NSSAI is in the rejected NSSAI but actually the mapped HPLMN S-NSSAIs is allowed in the current VPLMN.

Note that the above typical scenario is only for roaming cases. That is to say, all above three problems can only happen in the roaming scenarios while there is no any problem in the HPLMN. In the HPLMN, there is no mapped S-NSSAI and hence the rejected S-NSSAI is only for the current serving PLMN, i.e. HPLMN.

2.2 Solutions
To resolve above problems, possible solutions are listed as below. Some of them were discussed or considered in the past CT1 meetings:

Solution #1: The AMF only includes the HPLMN S-NSSAI in the rejected NSSAI.

Solution #2: To modify the current UE behaviour so that if the rejected NSSAI includes a VPLMN S-NSSAI which is mapped to multiple HPLMN S-NSSAIs in the configured NSSAI, it does not impact the allowed NSSAI and the pending NSSAI and the UE can still use S-NSSAI pairs in the allowed NSSAI.
Solution #3: To extend the existing rejected NSSAI IE coding to include the mapped HPLMN S-NSSAI as well.

Solution #4: To add a new IE (e.g. named extended rejected NSSAI IE) to include both the VPLMN S-NSSAI and the mapped HPLMN S-NSSAI values while still keep the existing rejected NSSAI IE. All AMF handling on the existing rejected NSSAI IE is unchanged. For the UE, the only difference is whenever the new IE is received, it shall ignore the received existing rejected NSSAI IE and then handle the new IE as same as the existing rejected NSSAI IE. All other UE handling are unchanged.
Solution #5: To avoid the rejection due to HPLMN S-NSSAI not allowed in the VPLMN, the VPLMN always provides the updated configured NSSAI in time to the UE, in which only include the allowed HPLMN S-NSSAIs as mapped S-NSSAIs. That is to say, the rejection due to HPLMN S-NSSAI not allowed in the VPLMN cannot happen ever.

When facing all above three problems, the evaluation of these solutions can be summarised as below table.
	Solutions
	Pros.
	Cons.

	Solution #1
	· Can resolve Problem#1, #2, and #3 in above typical scenario.

· Simpler without changing or adding the message IE.
	· In above typical scenario, the UE cannot distinguish whether the received {A} is for VPLMN and HPLMN as {A} is for both VPLMN and HPLMN in both configured NSSAI and allowed NSSAI. 

· Not fully backward compatible when R15 UE accessing R16 network in which the R15 UE will always treat the received rejected NSSAI for the current VPLMN but the VPLMN provided the HPLMN S-NSSAI in the rejected NSSAI.

	Solution #2
	· Can resolve Problem#1 in above typical scenario.

· Only impacts UE without impact the AMF.

· Simpler without changing or adding the message IE.

· Backward compatible.
	· Cannot resolve Problem#2 and #3 in above typical scenario.

	Solution #3
	· Can resolve Problem#1, #2, and #3 in above typical scenario.
	· Not backward compatible when R15 UE accessing R16 network in which R15 UE cannot handle the received extended rejected IE.

	Solution #4
	· Can resolve Problem#1, #2, and #3 in above typical scenario.

· Backward compatible.
	· Complicated as a new IE was added which impacts both the AMF and the UE.

	Solution #5
	· Can resolve Problem#1, #2, and #3 in above typical scenario as it totally avoid the problems can happen.
	· Whether an HPLMN S-NSSAI is allowed in the VPLMN is based on the SLA between the VPLMN and HPLMN and such SLA may be changed or expired. Currently there is no stage 2 and stage 3 mechanism can 100% guarantee that whenever such SLA changed or expired, the HPLMN will immediately inform the VPLMN and then trigger the VPLMN to provide the updated configured NSSAI to the UE.

· Assuming it can be 100% guaranteed in roaming scenarios, then it is easier to be guaranteed in HPLMN. If so, the whole rejected NSSAI concept is not needed since very beginning (since R15) as the rejection cannot happen.


Based on above evaluation, here is our consideration:
· Solution #4 is our preferred solution as it is a future proof solution which provides a straightforward way to resolve the problems. Since very beginning 3GPP should use above solution #3 since R15 and then all above problems have gone. Now as R15 was frozen and hence, the same principle should be applied in R16 onward, i.e. solution #4. Then due to backward compatible issue, Solution #3 should not be considered further.
· Solution #1 needs more UE internal handling to resolve the 1st Cons which sounds more appropriate up to the UE implementation per different cases.

· Solution #2 also needs more UE internal handling to enable to resolve Problem#2 and #3, e.g. for Problem #2, the UE treats the same {A} with different cause values as different rejected S-NSSAIs. For Problem #3, the UE should remember which configured S-NSSAI was not requested in the previous requested NSSAI and then based on the feedback from the AMF to know that it is still allowed to be requested even though its VPLMN S-NSSAI was in the rejected NSSAI.
· Solution #5 is not a pure technical solution which fully relies on the SLA maintenance between the HPLMN and the VPLMN. Hence, Solution #5 cannot be considered as well.

2.3 Proposal
Based on the discussion in section 2.2, we would propose:

Proposal: Soltion #4 to be adopted to resolve the problems related to rejected NSSAI due to subscription, i.e. to add a new IE (e.g. named extended rejected NSSAI IE) to include both the VPLMN S-NSSAI and the mapped HPLMN S-NSSAI values while still keep the existing rejected NSSAI IE.
3. Conclusion
This paper has provided a typical scenario for rejected NSSAI due to subscription based on which following problems were identified:

Problem #1: The UE behaviour is unspecified when there is an overlapping between the stored allowed NSSAI and the rejected NSSAI.

Problem #2: The UE behaviour is unspecified when the same VPLMN S-NSSAI was in the rejected NSSAI with different cause values.

Problem #3: The UE cannot register to other configured S-NSSAIs due to the VPLMN S-NSSAI is in the rejected NSSAI but actually the mapped HPLMN S-NSSAIs is allowed in the current VPLMN.

To resolve above problems, following solutions were evaluated:

Solution #1: The AMF only includes the HPLMN S-NSSAI in the rejected NSSAI.

Solution #2: To modify the current UE behaviour so that if the rejected NSSAI includes a VPLMN S-NSSAI which is mapped to multiple HPLMN S-NSSAIs in the configured NSSAI, it does not impact the allowed NSSAI and the pending NSSAI and the UE can still use S-NSSAI pairs in the allowed NSSAI.
Solution #3: To extend the existing rejected NSSAI IE coding to include the mapped HPLMN S-NSSAI as well.

Solution #4: To add a new IE (e.g. named extended rejected NSSAI IE) to include both the VPLMN S-NSSAI and the mapped HPLMN S-NSSAI values while still keep the existing rejected NSSAI IE. All AMF handling on the existing rejected NSSAI IE is unchanged. For the UE, the only difference is whenever the new IE is received, it shall ignore the received existing rejected NSSAI IE and then handle the new IE as same as the existing rejected NSSAI IE. All other UE handling are unchanged.

Solution #5: To avoid the rejection due to HPLMN S-NSSAI not allowed in the VPLMN, the VPLMN always provides the updated configured NSSAI in time to the UE, in which only include the allowed HPLMN S-NSSAIs as mapped S-NSSAIs. That is to say, the rejection due to HPLMN S-NSSAI not allowed in the VPLMN cannot happen ever.

Based on the solution evaluation, following propsoal was provided:

Proposal: Soltion #4 to be adopted to resolve the problems related to rejected NSSAI due to subscription, i.e. to add a new IE (e.g. named extended rejected NSSAI IE) to include both the VPLMN S-NSSAI and the mapped HPLMN S-NSSAI values while still keep the existing rejected NSSAI IE.
The above proposal was captured in CR C1-205103.
