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1. Introduction

NSSAA has yet to fully consider roaming cases, and specifically when a UE moves from 5GS of VPLMN 1 to 5GS of VPLMN 2 and sends the requested mapped NSSAI. This document provides further discussion points in addition to what was provided in C1-203675 from CT1#124E. It is suggested that C1-203675 is read again.

2. Discussion

The following points are made in addition to what was presented in the referenced document above.
1. TS 24.501 states:

“A serving PLMN shall perform network slice-specific authentication and authorization for the S-NSSAI(s) of the HPLMN which are subject to it based on subscription information”

Here it should be noted that there is one serving PLMN at a time. When the UE enters the new target VPLMN, this new VPLMN becomes the current serving PLMN.

Additionally, as already stated in C1-203675, the policies of the new target VPLMN are independent of the policies in the source VPLMN. Therefore, the new VPLMN cannot be “forced” to not run NSSAA when its policies require so for UEs that are entering this new VPLMN for the first time (which is the case at hand).

2. From the point of view of the new serving VPLMN, the UE is accessing the VPLMN for the first time. Hence, running NSSAA for this new serving VPLMN is considered to be the first run of NSSAA. Therefore, saying that this is re-initiation of NSSAA is incorrect!

3. One serving PLMN can initiate NSSAA at any time as stated in 23.501:

“This procedure can be invoked for a supporting UE by an AMF at any time, e.g. when:

a.
The UE registers with the AMF and one of the S-NSSAIs of the HPLMN which maps to an S-NSSAI in the Requested NSSAI is requiring Network Slice-Specific Authentication and Authorization (see clause 5.15.5.2.1 for details), and the S-NSSAI in the Requested NSSAI can be added to the Allowed NSSAI by the AMF once the Network Slice-Specific Authentication and Authorization for the HPLMN S-NSSAI succeeds; or

b.
The Network Slice-Specific AAA Server triggers a UE re-authentication and re-authorization for an S-NSSAI; or

c.
The AMF, based on operator policy or a subscription change, decides to initiate the Network Slice-Specific Authentication and Authorization procedure for a certain S-NSSAI which was previously authorized”

If this is allowed, then a VPLMN that receives a new UE for the first time can also run NSSAA if the requested slices are subject to eNS as also supported in stage 2 from the above.
4. In the eNS conference call, it was stated that the UE must have successfully performed NSSAA in the source VPLMN and so there is no need to perform NSSAA again in the new target VPLMN.
Actually, the source VPLMN may not support NSSAA and so no NSSAA may have been performed in the source VPLMN. When NSSAA is not supported by the source VPLMN, the UE can still have established PDU session that are being requested to be transferred to the new target VPLMN.
If the target VPLMN supports NSSAA and the requested slices are subject to NSSAA, then surely the new target VPLMN must run NSSAA for the UE.

Therefore, it cannot be assumed that NSSAA was successfully performed in the source VPLMN, and even if so the target VPLMN can still run NSSAA as per all the bullets above.

5. Running NSSAA for the roaming scenario DOES NOT mean that the PDU sessions will be released. The reader is requested to carefully read the UE behaviour for maintaining the PDU session during NSSAA (see changes in C1-205035). 

6. The registration procedure as it currently is in 24.501 is generic and covers both non-roaming and roaming cases. Moreover, for roaming cases the UE can send the Requested NSSAI IE for which the current spec already mandates running NSSAA when the S-NSSAIs that are subject to NSSAA.

Therefore, NSSAA for roaming is already partly covered. What is missing is the consideration of the Requested mapped NSSAI IE which C1-205035 is introducing.

(Reminder: in roaming cases, the UE can send (a) Requested NSSAI IE only, or (b) Requested mapped NSSAI IE only, or (c) both Requested NSSAI IE and Requested mapped NSSAI IE).

3. Conclusion
This document (in addition to C1-203675 from meeting #124E) has pointed out that the current specification has missed the consideration of the Requested mapped NSSAI IE that can be sent during roaming.
Document C1-205035 ensures that the Requested mapped NSSAI IE is also considered for NSSAA so that the roaming aspects of eNS are fully covered.

If the proposal in C1-205035 is debated, then the current specification needs to be updated to ensure that the handling of the Requested NSSAI IE during NSSAA becomes different in roaming cases for which the UE can send this IE.
However, based on the arguments and requirements provided in the previous section, it is proposed to not update the specification such that to exclude the applicability of NSSAA to the Requested NSSAI IE in roaming cases, but rather it is proposed to adopt the changes in C1-205035 that enables the network to also consider the S-NSSAIs in the Requested mapped NSSAI IE for NSSAA. The latter would lead to a complete NSSAA solution for roaming UEs.
