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	Reason for change:
	The TS specifies how the AMF operates in terms of the TAU REQUEST message piggybacked in the REGISTRATION REQUEST message as below.
When the UE performs inter-system change from S1 mode to N1 mode, if the AMF is informed that verification of the integrity protection of the TRACKING AREA UPDATE REQUEST message included by the UE in the EPS NAS message container IE of the REGISTRATION REQUEST message has failed in the MME, the AMF shall send REGISTRATION REJECT message including 5GMM cause #9 "UE identity cannot be derived by the network" if the AMF needs to reject the mobility and periodic registration update procedure.
However, no description regarding the ATTACH REQUEST message piggybacked in the REGISTRATION REQUEST message exists.

	
	

	Summary of change:
	If the AMF is informed that verification of the integrity protection of the ATTACH REQUEST message included by the UE in the EPS NAS message container IE of the REGISTRATION REQUEST message has failed in the MME, the AMF obtains SUCI from the UE and continues the registration procedure.

	
	

	Consequences if not approved:
	It is unclear AMF behaviour in case of IP verification failure of an ATTACH REQUEST message in an MME
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The network may initiate 5GMM common procedures, e.g. the identification, authentication and security procedures during the registration procedure, depending on the information received in the REGISTRATION REQUEST message.
During a registration procedure with 5GS registration type IE set to "emergency registration", if the AMF is configured to support emergency registration for unauthenticated SUCIs, the AMF may choose to skip the authentication procedure even if no 5G NAS security context is available and proceed directly to the execution of the security mode control procedure.
If the AMF is informed that verification of the integrity protection of the ATTACH REQUEST message included by the UE in the EPS NAS message container IE of the REGISTRATION REQUEST message has failed in the MME, the AMF shall initiate the identification procedure by sending the IDENTITY REQUEST message with the "Type of identity" of the 5GS identity type IE set to "SUCI".

