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	Reason for change:
	As agreed in C1-203480, the initiating UE shall check the security policy corresponding to the new V2X service identifier is aligned with the security requirement of the existing link, before triggering a link modification procedure for adding the new V2X service.
However, different UEs might have different security policies corresponding to the same service identifier. For example, the security policy of V2X service A is REQUIRED for UE 1 and OFF for UE 2, and UE 1 initiates the link modification procedure to add V2X service A to the existing link which is set to REQUIRED policy, then UE 2 shall reject this modification request as the security policy is inconsistent or not available for this existing link at UE 2.

	
	

	Summary of change:
	Add a new cause value to reject the link modification procedure due to inconsistent security policy.

	
	

	Consequences if not approved:
	Security policy will not be applied properly in the link modification procedure.
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* * * First Change * * * *
[bookmark: _Toc45282209][bookmark: _Toc45882595][bookmark: _Toc22039973][bookmark: _Toc25070683][bookmark: _Toc34388598][bookmark: _Toc34404369][bookmark: _Toc45282197]6.1.2.3.5	PC5 unicast link modification procedure not accepted by the target UE
If the PC5 unicast link modification request cannot be accepted, the target UE shall send a DIRECT LINK MODIFICATION REJECT message. The DIRECT LINK MODIFICATION REJECT message contains a PC5 signalling protocol cause IE set to one of the following cause values:
#5	lack of resources for PC5 unicast link;
#11	required service not allowed; or
[bookmark: _GoBack]#y	security policy not aligned; or
#111	protocol error, unspecified.
If the target UE is not allowed to accept this request, .e.g. because the V2X service to be added is not allowed per the operator policy or configuration parameters for V2X communication over PC5 as specified in clause 5.2.3, the target UE shall send a DIRECT LINK MODIFICATION REJECT message with PC5 signalling protocol cause value #11 "required service not allowed".
If the PC5 unicast link modification fails due to the congestion problems or other temporary lower layer problems causing resource constraints, the target UE shall send a DIRECT LINK MODIFICATION REJECT message with PC5 signalling protocol cause value #5 "lack of resources for PC5 unicast link".
If the link modification operation code is set to "associate new V2X service(s) with existing PC5 QoS flow(s)", and the security policy corresponding to the V2X service identifier(s) (e.g. ITS-AID of the new V2X service) is not aligned with the security policy applied to the existing PC5 unicast link, then the target UE shall send a DIRECT LINK MODIFICATION REJECT message with PC5 signalling protocol cause value #y "security policy not aligned".
For other reasons causing the failure of link modification, the target UE shall send a DIRECT LINK MODIFICATION REJECT message with PC5 signalling protocol cause value #111 "protocol error, unspecified".
Upon receipt of the DIRECT LINK MODIFICATION REJECT message, the initiating UE shall stop timer T5001 and abort the PC5 unicast link modification procedure. If the PC5 signalling protocol cause value in the DIRECT LINK MODIFICATION REJECT message is #11 "required service not allowed" or #5 "lack of resources for PC5 unicast link", then the initiating UE shall not attempt to start PC5 unicast link modification with the same target UE to add the same V2X service, or to add or modify the same PC5 QoS flow(s) at least for a time period T.
[bookmark: OLE_LINK24][bookmark: OLE_LINK25][bookmark: OLE_LINK22][bookmark: OLE_LINK23]NOTE:	The length of time period T is UE implementation specific and can be different for the case when the UE receives PC5 signalling protocol cause value #11 "required service not allowed" or when the UE receives PC5 signalling protocol cause value #5 "lack of resources for PC5 unicast link". The length of time period T is not less than 30 minutes.
* * * End of Change * * * *
