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Abstract:
Discussion paper looks at the possible ways to resolve the Editor's Note [WI: 5G_CIoT, CR#2106]: To be further studied on how to avoid ping-pong effect due to the redirection between 5GC and EPC, namely using 5GMM cause value #31.
1.
General

Over CT1#123E and CT1#124E, C1-202326 and C1-203299 were submitted to resolve the ping-pong issue of a CIoT UE connected to a PLMN's 5GC being redirected by that PLMN to E-UTRAN but unable to complete the re-direction makes a return to the previously registered PLMN to only be redirected again by that PLMN to E-UTRAN, thus the resulting ping-pong. In both CT1#123E and CT1#124E this issue was acknowledged and accepted that a resolution is needed, however, no solution could be agreed and CT1#124E conlcuded with an Editor's note to capture this issue for further work to be done.

Editor's Note [WI: 5G_CIoT, CR#2106]:
To be further studied on how to avoid ping-pong effect due to the redirection between 5GC and EPC, namely using 5GMM cause value #31.
In our understanding, agreement could not be reached at CT1#123E and CT1#124E because the proposed solutions were considered too limiting or restrictive. Restrictive (or even excessive) in the sense that once the proposed action of indicating to 5GC that UE has no CIoT capabilities or has no S1-mode capabilities is taken, that CIoT UE could not gain or use CIoT services again or even worse not get into EPS.
Furthermore, the failure to complete the redirection could be short lived. Taking an action to mitigate the ping-pong that results in not prolong time without getting that intended service is of concern.
In the email discussions leading to adding that Editor's note, it was requested that alternative options – discussed in those emails or otherwise – be pulled together in one place e.g. a discussion paper, so that a collective considered position can hopefully be reached. 

So here below in subsequent subsections, we summarise the possible solutions, many of which have been brought up in email discussions in previous CT1 meetings. We hope the summary will assist delegates to coalesce on an acceptable solution way forward.
2.
Analysis & discussions

2.1
Performing a PLMN selection to another PLMN
To avoid the repeated redirection failure (to E-UTRAN) by the registered PLMN, the UE can perform a PLMN selection. The entries in the Operator Controlled PLMN Selector with Access Technology list or the User Controlled PLMN Selector with Access Technology list can be used to get the UE onto the next priority PLMN

· This will move the UE to another PLMN and thus avoid being repeated being redirected by the original network and ending in failure.


· CIoT UEs are very likely to operate in their HPLMN. So selecting themselves, even to a PLMN in the priority list of PLMNs might likely mean the UE will select back to that original PLMN when the background search timer expires.

· Even selecting a priority PLMN from the Operator Controlled PLMN Selector with Access Technology list or the User Controlled PLMN Selector with Access Technology list does not help if the HPLMN is available upon expiry of background search timer.

2.2
Indication from UE to network of failure to complete redirection
To avoid that the PLMN repeat the command to UE to re-direct to E-UTRAN (i.e NW provide reject cause #31 " Redirection to EPC required"), the UE when coming back to the previously registered PLMN and attempt to register to that PLMN, the UE provides an indication to the network of the failed re-direct. The network knowing the UE cannot get to E-UTRAN will stop issuing the command to UE to re-direct and allow UE to stay in 5GC for services.
· this can avoid that the network repeatedly trigger the UE to re-direct to EPC.

· this requires the UE to introduce a new indication to NW.

· this requires NW to handle the new indication and act on it.
Additions to this solution considered were that the network either keeps a counter or keeps a timer to manage this new indication from the UE. So when the number of times this happens or after timer expiry , the UE still report redirection failure, then network stops commanding the UE to redirect to E-UTRAN. The "+" and "-" with these additions remain unchanged other than more impacts to network side.
2.3
Time based reversion to original capabilities
To avoid the repeated redirection failure (to E-UTRAN) by the registered PLMN, the UE on returning to the previous PLMN and initiating the registration procedure will set its CIoT capabilities to not supported as proposed in C1-202326 and C1-203299, but will revert those settings back to its original support indications at the next periodic registration.
· this can avoid that the network repeatedly trigger the UE to re-direct to EPC.


· this allows a timely way for the UE to revert back to its original CIoT capability while also after a periodic of time giving the network a chance to retry the re-direction.


· has no impacts to the network side


· impacts to UE have to remember it set off its CIoT capabilities and have to reset them at next periodic registration update.


2.4
Mobility based reversion to original capabilities
To avoid the repeated redirection failure (to E-UTRAN) by the registered PLMN, the UE on returning to the previous PLMN and initiating the registration procedure will set its CIoT capabilities to not supported as proposed in C1-202326 and C1-203299, but will revert those settings back to its original support indications when the UE moves to a TA that is not on its TAI list.

· this can avoid that the network repeatedly trigger the UE to re-direct to EPC.


· this allows that when the UE has moved to a new location outside its registered TAs, the UE to revert back to its original CIoT capability while also giving the network a chance to retry the re-direction as UE might have moved to a location where re-direct might succeed.


· has no impacts to the network side


· impacts to UE have to remember it set off its CIoT capabilities and have to reset them at mobility registration update.


2.5
Implementation options
Allow UE implementation options to avoid PLMN triggering a re-direction again. Some suggestions brought up were UE keeping counts of how many failures and when count is reach, indicate the non-support of CIoT. Other implementation option is to set a time on UE side and upon expiry and re-direction to E-UTRAN still fails, indicate the non-support of CIoT.
· this can avoid that the network repeatedly trigger the UE to re-direct to EPC, but only after some failed repeats.


· has no impacts to the network side


· impacts to UE have to manage the number of repeated failures.


· while the implementation solution is running, there will still be repeated re-direction failures


· being implementation options there will be different and uneven UE behaviours.
3.
Summary and proposal
Considering the above, we would be very much against using the approach of selecting onto another PLMN. Even if UE is to select onto another priority PLMN, the UE is on the PLMN it is on because that is the best PLMN according to the requirements in TS 23.122. If we attempt to push the UE to another PLMN, it will in time – shortly or within some time – return to that PLMN from where it deliberately moved out of.
Except for doing the PLMN selection, OPPO can go with any of the approaches described above to avoid the ping-pong problem due to repeated re-direction failures. However, considering the "+" and "-" above, OPPO would like to go with the solution of subsection 2.3 or subsection 2.4 – i.e use the registration update procedures to revert the UE's EPS CIoT capabilities. The CR in C1-204554, provide the changes for that solution.
