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1
Introduction
This paper addresses the following task highlighted in the WI exception request CP-201172.

To determine whether a separate set of counters for each of the list of SNPNs for which the N1 mode capability was disabled, the "permanently forbidden SNPNs" list, and "temporarily forbidden SNPNs" list is needed or not
If CT1 fails to make a decision, the following consequences are expected as specified in the WI exception request:
UE behaviour upon receipt of 5GMM cause value #27, #72, #74, or #75 via a non-integrity protected NAS reject message is based on a single set of counters but the following aspects will remain unclear:

a. Re-enabling the N1 mode capability and removing the respective SNPN from the list of SNPNs for which N1 mode capability was disabled at expiry of T3247; and

b. DoS attack protection behaviour for 5GMM cause value #72.

Clause 2 describes the alternatives currently on the table and the relevant CRs are shown in Clause 3.
2
Alternatives

Alternative 1

To have a separate set of counters for each of:

· the list of SNPNs for which the N1 mode capability was disabled;

· the “permanently forbidden SNPNs” list; and

· the “temporarily forbidden SNPNs” list.

Alternative 2

To have a single set of counters for:

· the list of SNPNs for which the N1 mode capability was disabled;

· the “permanently forbidden SNPNs” list; and

· the “temporarily forbidden SNPNs” list.

3
Information on the CRs that should be agreed in the quarter
	Topic
	Alternative 1
	Alternative 2

	Introduction of a separate set of counters for each of the SNPN lists
	C1-204518 (TS 24.501)
	Not needed

	Re-enabling the N1 mode capability and removing the respective SNPN from the list of SNPNs for which N1 mode capability was disabled at expiry of T3247
	C1-204521 (TS 24.501)
C1-204639 (TS 23.122)
	C1-204522 (TS 24.501)
C1-204640 (TS 23.122)

	DoS attack protection behaviour for 5GMM cause value #72
	C1-204523 (TS 24.501)
	C1-204524 (TS 24.501)


