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Abstract of the contribution:

This paper discusses the CT1 work to support authentication and key management for applications based on 3GPP credential in 5G.

1. Introduction

3GPP SA3 has finished the WID AKMA which has investigated new feature to allow only authentic UEs accessing to application servers, which follows the definition of 3GPP TS 33.535. China Mobile have brought a CT WID to continue the stage 3 work. Attached is the newest draft version of current WID and the latest version of 3GPP TS 33.535.

2. Discussion
Some experts identified that potential CT1 impact could be introduced in this WID. But we have not identified the accurate CT1 work at this time. China mobile is willing to collect comments from CT1 group. There could be several ways to go forward:
1)
A note is added in the objective to indicate potential impact to CT1 as current draft version WID did;
2)
Expert from CT1 could find out the impact(s) to CT1 and affected TS(s), and the WID will be revised accordingly;

3)
Potential impact(s) to CT1 and the potential objective will be added in the expected work. Any identified potential impact(s) will be added during the revision.
3. Conclusion
It is better to find the way forward this meeting so that the WID could be agreed this plenary circle. China Mobile kindly asks CT1 experts for conclusion and the wording to improve the WID so that we can continue the work.
