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#### \*\*\*\*\* First change \*\*\*\*\*

##### 5.4.7.3.1 Network slice-specific EAP result message transport procedure initiation

In order to initiate the network slice-specific EAP result message transport procedure, the AMF shall create a NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message.

The AMF shall set the EAP message IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message to the EAP-success or EAP-failure message provided by the AAA-S via the NSSAAF.

The AMF shall set the NSSAA Failure indicator of the NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message when the AMF receives the HTTP code set "5xx" as specified in 3GPP TS 29.500 by the NSSAAF.The AMF shall set the S-NSSAI IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message to the HPLMN S-NSSAI to which the EAP-success or EAP-failure message is related.

The AMF shall send the NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message. The AMF shall retain the authentication result for the UE and the HPLMN S-NSSAI while the UE is registered to the PLMN (see subclause 5.15.10 in 3GPP TS 23.501 [8]).

\*\*\*\*\*Next change \*\*\*\*\*

##### 5.4.7.3.X Network slice-specific EAP result message transport procedure accepted by the UE

Upon reception of a NSSAA Failure indicator of the NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message, the UE considers network slice-specifc EAP result as failure.

and

c) the NSSAA Failure indicator

\*\*\*\*\*Next change \*\*\*\*\*

#### 8.2.33.1 Message definition

The NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message is sent by the AMF to the UE for indicating the result of the network slice-specific authentication and authorization procedure. See table 8.2.33.1.1.

Message type: NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT

Significance: dual

Direction: network to UE

Table 8.2.33.1.1: NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message content

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| IEI | Information Element | Type/Reference | Presence | Format | Length |
|  | Extended protocol discriminator | Extended protocol discriminator  9.2 | M | V | 1 |
|  | Security header type | Security header type  9.3 | M | V | 1/2 |
|  | Spare half octet | Spare half octet  9.5 | M | V | 1/2 |
|  | NETWORK SLICE-SPECIFIC AUTHENTICATION RESULT message identity | Message type  9.7 | M | V | 1 |
|  | S-NSSAI | S-NSSAI  9.11.2.8 | M | LV | 2-5 |
|  | EAP message | EAP message  9.11.2.2 | O | LV-E | 6-1502 |
| XX | NSSAA Failure indicator | NSSAA Failure indicator  9.11.2.X | O | TV | 1 |

\*\*\*\*\*Next change \*\*\*\*\*

#### 9.11.2.X NSSAA Failure indicator

The purpose of the NSSAA Failure indication information element is to indicate that the NSSAA procedure is failed to to no response from AAA-S.

The NSSAA Failure indication information element is coded as shown in figure 9.11.2.X.1 and table 9.11.2.X.1.

The NSSAA Failure indication is a type 1 information element.

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 |  |
| NSSAA Failure indication IEI | | | | 0  Spare | 0  Spare | 0  Spare | NFI | octet 1 |

Figure 9.11.2.X.1: NSSAA Failure indication

Table 9.11.2.X.1: NSSAA Failure indication

|  |  |  |
| --- | --- | --- |
| NSSAA Failure indication (NFI) (octet 1) | | |
|  | | |
| Bit | | |
| 1 | |  |
| 0 | reserved | |
| 1 | NSSAA Failed due to no response from AAA-S | |
|  |  | |
| Bits 2, 3 and 4 are spare and shall be coded as zero, | | |

\*\*\*\*\* End of Changes \*\*\*\*\*