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***************************** NEXT CHANGE *************************************
[bookmark: _Toc27746522][bookmark: _Toc36212702][bookmark: _Toc36656879][bookmark: _Toc45286540]4.6.2.2	NSSAI storage
If available, the configured NSSAI(s) shall be stored in a non-volatile memory in the ME as specified in annex C.
The allowed NSSAI(s) should be stored in a non-volatile memory in the ME as specified in annex C.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs and is associated with a PLMN identity or SNPN identity and an access type. Each of the configured NSSAI except the default configured NSSAI, and the rejected NSSAI is associated with a PLMN identity or SNPN identity. Each of the pending NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs and is associated with a PLMN identity or SNPN identity. The S-NSSAI(s) in the rejected NSSAI for the current registration area are further associated with one or more tracking areas where the rejected S-NSSAI(s) is not available. The S-NSSAI(s) in the rejected NSSAI for the current PLMN or SNPN shall be considered rejected for the current PLMN or SNPN regardless of the access type. The S-NSSAI(s) in the rejected NSSAI for the failed or revoked NSSAA shall be considered rejected for the current PLMN regardless of the access type. There shall be no duplicated PLMN identities or SNPN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN or SNPN, and rejected NSSAI(s) for the current registration area.
The UE stores NSSAIs as follows:
a)	The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN or SNPN. The network may provide to the UE the mapped S-NSSAI(s) for the new configured NSSAI which shall also be stored in the UE. When the UE is provisioned with a new configured NSSAI for a PLMN or SNPN, the UE shall:
1)	replace any stored configured NSSAI for this PLMN or SNPN with the new configured NSSAI for this PLMN or SNPN;
2)	delete any stored mapped S-NSSAI(s) for the configured NSSAI and, if available, store the mapped S-NSSAI(s) for the new configured NSSAI;
3)	delete any stored allowed NSSAI for this PLMN or SNPN and, if available, the stored mapped S-NSSAI(s) for the allowed NSSAI, if the UE received the new configured NSSAI for this PLMN or SNPN and the Configuration update indication IE with the Registration requested bit set to "registration requested", in the same CONFIGURATION UPDATE COMMAND message but without any new allowed NSSAI for this PLMN or SNPN included;
4)	delete any stored rejected NSSAI for the current PLMN or SNPN, rejected NSSAI for the current registration area and rejected NSSAI for the failed or revoked NSSAA; and
5)	delete any stored pending NSSAI, if not already included in the new configured NSSAI for the current PLMN or SNPN;
	If the UE receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [15] or via ePDG as specified in 3GPP TS 24.302 [16], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already in the configured NSSAI;
	The UE may continue storing a received configured NSSAI for a PLMN and associated mapped S-NSSAI(s), if available, when the UE registers in another PLMN. 
NOTE 1:	The maximum number of configured NSSAIs and associated mapped S-NSSAIs for PLMNs other than the HPLMN that need to be stored in the UE, and how to handle the stored entries, are up to UE implementation.
b)	The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN or SNPN, or until the CONFIGURATION UPDATE COMMAND message with the Registration requested bit of the Configuration update indication IE set to "registration requested" is received and contains no other parameters (see subclauses 5.4.4.2 and 5.4.4.3). The network may provide to the UE the mapped S-NSSAI(s) for the new allowed NSSAI (see subclauses 5.5.1.2 and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for a PLMN or SNPN is received, the UE shall:
1)	replace any stored allowed NSSAI for this PLMN or SNPN with the new allowed NSSAI for this PLMN or SNPN;
2)	delete any stored mapped S-NSSAI(s) for the allowed NSSAI and, if available, store the mapped S-NSSAI(s) for the new allowed NSSAI;
3)	remove from the stored rejected NSSAI for the current PLMN or SNPN and the rejected NSSAI for the current registration area, the S-NSSAI(s), if any, included in the new allowed NSSAI for the current PLMN or SNPN;
4)	remove from the stored rejected NSSAI for the failed or revoked NSSAA, the S-NSSAI(s), if any, included in the mapped S-NSSAI(s) for the new allowed NSSAI for the current PLMN or SNPN; and
54)	remove from the stored pending NSSAI, one or more S-NSSAIs, if any, included in the mapped S-NSSAI(s) for the new allowed NSSAI for the current PLMN or SNPN and its equivalent PLMN(s).
	If the UE receives the CONFIGURATION UPDATE COMMAND message with the Registration requested bit of the Configuration update indication IE set to "registration requested" and contains no other parameters (see subclauses 5.4.4.2 and 5.4.4.3), the UE shall delete any stored allowed NSSAI for this PLMN or SNPN, and delete any stored mapped S-NSSAI(s) for the allowed NSSAI, if available;
NOTE 2:	Whether the UE stores the allowed NSSAI and the mapped S-NSSAI(s) for the allowed NSSAI also when the UE is switched off is implementation specific.
[bookmark: OLE_LINK31]c)	When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message, the REGISTRATION REJECT message, the DEREGISTRATION REQUEST message or in the CONFIGURATION UPDATE COMMAND message, the UE shall:
1)	store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s);
2)	remove from the stored allowed NSSAI for the current PLMN or SNPN, the S-NSSAI(s), if any, included in the:
i)	rejected NSSAI for the current PLMN or SNPN, for each and every access type; and
ii)	rejected NSSAI for the current registration area, associated with the same access type;
3)	remove from the stored mapped S-NSSAI(s) for the allowed NSSAI if available, the S-NSSAI(s), if any, included in the:
i)	rejected NSSAI due to the failed or revoked network slice-specific authentication and authorization, for each and every access type;
4)	remove from the stored pending NSSAI for the current PLMN or SNPN and its equivalent PLMN(s), the S-NSSAI(s), if any, included in the:
i)	rejected NSSAI for the current PLMN or SNPN, for each and every access type; and
ii)	rejected NSSAI for the current registration area, associated with the same access type; and
5)	remove from the stored mapped S-NSSAI(s) for the pending NSSAI, the S-NSSAI(s), if any, included in the:
i)	rejected NSSAI for the failed or revoked NSSAA, for each and every access type.
	When the UE:
1)	deregisters with the current PLMN using explicit signalling or enters state 5GMM-DEREGISTERED following an unsuccessful registration for 5GMM causes other than #62 "No network slices available"for the current PLMN; or
2)	successfully registers with a new PLMN; or
3)	enters state 5GMM-DEREGISTERED following an unsuccessful registration with a new PLMN;
	and the UE is not registered with the current PLMN over another access, the rejected NSSAI for the current PLMN shall be deleted.
	When the UE:
1)	deregisters over an access type;
2)	successfully registers in a new registration area over an access type; or
3)	enters state 5GMM-DEREGISTERED or 5GMM-REGISTERED following an unsuccessful registration in a new registration area over an access type;
	the rejected NSSAI for the current registration area corresponding to the access type shall be deleted;
d)	When the UE receives the pending NSSAI in the REGISTRATION ACCEPT message, the UE shall replace any stored pending NSSAI for this PLMN or SNPN with the new pending NSSAI received in the REGISTRATION ACCEPT message for this PLMN or SNPN.
Editor’s Note [WI: eNS, CR#1602]:	The NSSAI storage update regarding Allowed NSSAI in scenario when re-authentication and re-authorization is challenged for one or more S-NSSAIs in the Allowed NSSAI of a UE is FFS. 
	If the registration area contains TAIs belonging to different PLMNs, which are equivalent PLMNs, then for each of the equivalent PLMNs, the UE shall replace any stored pending NSSAI with the pending NSSAI received in the registered PLMN.
	When the UE:
1)	deregisters with the current PLMN using explicit signalling or enters state 5GMM-DEREGISTERED for the current PLMN; 
2)	successfully registers with a new PLMN; 
3)	enters state 5GMM-DEREGISTERED following an unsuccessful registration with a new PLMN;
4)	successfully completes an attach or tracking area update procedure in S1 mode and the UE is operating in single-registration mode; or
5)	initiates attach or tracking area update procedure in S1 mode and receives an ATTACH REJECT or TRACKING AREA UPDATE REJECT and the UE is operating in single-registration mode;
	and the UE is not registered with the current PLMN over another access, the pending NSSAI for the current PLMN and its equivalent PLMN(s) shall be deleted; and
e)	In case of a PLMN, when the UE receives the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed" in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall delete the network slicing information for each of the PLMNs that the UE has slicing information stored for (excluding the current PLMN). The UE shall not delete the default configured NSSAI. Additionally, the UE shall update the network slicing information for the current PLMN (if received) as specified above in bullets a), b), c) and e).

