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1
Overall description
As part of the discussion of C1-205030, CT1 has identified contradicting procedures in TS 23.501 regarding a temporary NSSAA failure scenario and seeks clarification from SA2 on the system behavior:
As per current TS 23.501, clause 5.15.5.2.1 includes:

If an S-NSSAI is rejected with a rejection cause value indicating Network Slice-Specific Authentication and Authorization failure or revocation, the UE can re-attempt to request the S-NSSAI based on policy, local in the UE.
However, TS 23.501 clause 5.15.10 states:
After a successful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the UE context in the AMF shall retain the authentication and authorization status for the UE for the related specific S-NSSAI of the HPLMN while the UE remains RM-REGISTERED in the PLMN, so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN.

CT1 thinks these two statements are contradictory and asks SA2 to clarify how the system performs re-authentication and re-authorization for the UE for the related specific S-NSSAI after a previous unsuccessful NSSAA attempt.
2
Actions
To SA2 

ACTION: CT1 kindly asks SA2 to provide an answer to the question above and align TS 23.501 accordingly.
3
Dates of next TSG CT WG1 meetings
TSG CT WG1 Meeting 126e
TBD
TSG CT WG1 Meeting 127e
TBD

