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1
Overall description
As part of the discussion of the below scenario raised in C1-205030, CT1 has identified some issues and seeks clarification from SA2 on UE behavior:
Scenario:
1.
UE initiates registration procedure with requested NSSAI {A,B}.

2.
S-NSSAI {A} is subject to NSSAA and is sent in pending NSSAI whereas S-NSSAI {B} is sent in allowed NSSAI in REGISTRATION ACCEPT message.

3.
After the registration is completed successfully, during the ongoing NSSAA procedure for slice {A}, the UE goes out of coverage and does not respond to NSSAA related EAP messages in NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND (NSSAC). 
4.
AMF attempts resending of the NSSAC 5 times at T3575 (10 secs) intervals. If UE does not respond to the NSSAC and all attempts are exhausted, then AMF treats the NSSAA result as failed as per TS 24.501 subclause 5.4.7.2.3.

5.
UE returns to in-coverage after all attempts are exhausted by AMF. At this stage, AMF has no NSSAA ongoing for the S-NSSAI {A} but UE still treats it as a pending S-NSSAI and waits for NSSAC from AMF.

6.
This delays UE getting service on S-NSSAI {A} until UE attempts re-registration again due to mobility or due to periodic timer expiry. AMF may consider the slice {A} as having failed NSSAA and indicate slice {A} in the rejected NSSAI.
As per current TS 24.501 section 5.4.7.2.3 point ‘a’, AMF can consider failure of NSSAA procedure as a negative result and update the NSSAA result field for the UE in UE context as per TS 23.502 Table 5.2.2.2.2-1. AMF may re-use this result to immediately reject subsequent attempts by UE to activate S-NSSAI {A}. Thereby UE may not be able to receive service on the slice {A}. 

There is no way UE can differentiate in this case if the NSSAA has failed due to:

1.
Actual EAP authentication failure; or

2.
NSSAA was aborted by AMF (assuming there are timeouts detected towards AAA-S for receiving responses from AAA-S); or

3.
AMF locally aborted the NSSAA procedure due to T3575 expiry.
Since there is no clarity on what type of failure has occurred during the NSSAA, UE may re-attempt to request the S-NSSAI based on UE local policy as per TS 23.501 5.15.5.2.1 to activate the NSSAA "failed" slice {A} for all above listed failures. Since there is no specific understanding of UE local policy, it is possible that temporary NSSAA failures would be needing an activation from an external (non-3GPP) method which is not necessary for all the above use cases and will add to further complications in activating the NSSAA failed slice.
2
Actions
To SA2 

ACTION: 
CT1 kindly asks SA2 to clarify the above UE behaviour.
3
Dates of next TSG CT WG1 meetings
TSG CT WG1 Meeting 126e
TBD
TSG CT WG1 Meeting 127e
TBD

