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1. Introduction

This paper attempts to discuss and analyse the problem of allowed NSSAI assignment based on the default configured NSSAI and then propose a way forward.

This paper also attempts to implement a missing stage 2 requirement when using the subscribed S-NSSAIs marked as default to assign the allowed NSSAI.

2. Discussion

2.1 Coding of default configured NSSAI and subscribed S-NSSAIs
As per specified in TS 23.501, a default configured NSSAI may be configured by the HPLMN and used when the UE has neither a configured NSSAI nor an allowed NSSAI for a VPLMN.
"The Network Slice configuration information contains one or more Configured NSSAI(s). A Configured NSSAI may either be configured by a Serving PLMN and apply to the Serving PLMN, or may be a Default Configured NSSAI configured by the HPLMN and that applies to any PLMNs for which no specific Configured NSSAI has been provided to the UE. There is at most one Configured NSSAI per PLMN.

NOTE 1:
The value(s) used in the Default Configured NSSAI are expected to be commonly decided by all roaming partners, e.g. by the use of values standardized by 3GPP or other bodies.

The Default Configured NSSAI, if it is configured in the UE, is used by the UE in a Serving PLMN only if the UE has no Configured NSSAI for the Serving PLMN."

As per specified in TS 23.502 and also implemented in stage 3, the default configured NSSAI was generated and stored in the UDM and further deliveried to the UE by the AMF via DL NAS transport procedure transparently, i.e. the AMF cannot modify the default configured NSSAI received from the UDM.
The subscribed S-NSSAIs stored at the AMF for a UE was also generated by and got from the UDM.
When further checking the coding defined in TS 29.571, the coding for the S-NSSAI given in the Table 5.4.4.2-1 which only includes SST and SD. Hence, in the roaming scenarios, whatever type of slice get by the AMF in the VPLMN from the UDM in the HPLMN, it only includes the HPLMN S-NSSAI (SST + SD), which includes the default configured NSSAI and the subscribed S-NSSAIs.
"5.4.4.2          Type: Snssai
Table 5.4.4.2-1: Definition of type Snssai

	Attribute name
	Data type
	P
	Cardinality
	Description

	sst
	Uinteger
	M
	1
	Unsigned integer, within the range 0 to 255, representing the Slice/Service Type. It indicates the expected Network Slice behaviour in terms of features and services.

Values 0 to 127 correspond to the standardized SST range. Values 128 to 255 correspond to the Operator-specific range. See clause 28.4.2 of 3GPP TS 23.003 [7].

Standardized values are defined in clause 5.15.2.2 of 3GPP TS 23.501 [8]. 

	sd
	string
	O
	0..1
	3-octet string, representing the Slice Differentiator, in hexadecimal representation. Each character in the string shall take a value of "0" to "9" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the SD shall appear first in the string, and the character representing the 4 least significant bit of the SD shall appear last in the string.

This is an optional parameter that complements the Slice/Service type(s) to allow to differentiate amongst multiple Network Slices of the same Slice/Service type.

Pattern: '^[A-Fa-f0-9]{6}$'


 "
Observation #1: The default configured NSSAI and subscribed S-NSSAIs received at the AMF only include one part, i.e. the HPLMN S-NSSAI (SST + SD) generated from the HPMN UDM.
The default configured NSSAI was included in the Payload container IE of the DL NAS transport message. The Payload container IE takes the same IE coding as UE parameters update transparent container IE in which the default configured NSSAI is encoded as the value part of the NSSAI IE. For NSSAI IE, as encoded as in TS 24.501 subclause 9.11.3.37, each S-NSSAI can include two parts (see TS 24.501 subclause 9.11.2.8): local part (SST (mandatory) + SD (optional)) and mapped part (HPLMN S-NSSAI (optional)). As the default configured NSSAI received from the UDM only includes one part, then the AMF has to include the default configured NSSAI into the local part of S-NSSAI in the DL NAS transport message to the UE. Then at the UE side, the received and stored default configured NSSAI has only one part, i.e. local part. Normally, in the raoming cases, the local part of an S-NSSAI includes the VPLMN S-NSSAI. But here as the UE clearly knows the stored is default configured NSSAI, then the UE knows it was provided by the HPLMN UDM.
Observation #2: The default configured NSSAI stored at the UE only include one part, i.e. the HPLMN S-NSSAI (SST + SD) generated from the HPMN UDM.
2.2 Allowed NSSAI assignment based on default configured NSSAI
As per specified in the current TS 24.501, it is a very common case that the UE has neither a configured NSSAI nor an allowed NSSAI but only default configured NSSAI for a VPLMN. In this case, the requested NSSAI was created as below:

"If the UE has neither allowed NSSAI for the current PLMN nor configured NSSAI for the current PLMN and has a default configured NSSAI, the UE shall:

a)
include the S-NSSAI(s) in the Requested NSSAI IE of the REGISTRATION REQUEST message using the default configured NSSAI; and

b)
include the Network slicing indication IE with the Default configured NSSAI indication bit set to "Requested NSSAI created from default configured NSSAI" in the REGISTRATION REQUEST message."

Then at the AMF side, the allowed NSSAI was assigned as below:
"The AMF shall include the allowed NSSAI for the current PLMN and shall include the mapped S-NSSAI(s) for the allowed NSSAI contained in the requested NSSAI from the UE if available, in the REGISTRATION ACCEPT message if the UE included the requested NSSAI in the REGISTRATION REQUEST message and the AMF allows one or more S-NSSAIs in the requested NSSAI."

Based on the green condition and yellow restriction, the AMF shall only include the allowed NSSAI generated from the requested NSSAI, i.e. the default configured NSSAI. As per Observation #2, each S-NSSAI included in the requested NSSAI only includes one part (i.e. local part without mapped part), which is the default configured S-NSSAI generated from the HPMN UDM.
Based on below yellow text in TS 23.501 sub 5.15.4.1.1, each default configured S-NSSAI may be directly a subscribed S-NSSAI or associated with a subscribed S-NSSAI. Hence, as per above yellow restriction, the total allowed NSSAI the AMF can provide is tightly restricted to the allowed S-NSSAI(s) for the VPLMN which can be mapped to the default configured S-NSSAI.
"The UE may be pre-configured with the Default Configured NSSAI. The UE may be provisioned/updated with the Default Configured NSSAI, determined by the UDM in the HPLMN, using the UE Parameters Update via UDM Control Plane procedure defined in clause 4.20 of TS 23.502 [3]. Each S-NSSAI in the Default Configured NSSAI may have a corresponding S-NSSAI as part of the Subscribed S-NSSAI(s). Consequently, if the Subscribed S-NSSAI(s) which are also present in the Default Configured NSSAI are updated the UDM should update the Default Configured NSSAI in the UE."

Then based on the restriction suggested by below NOTE given in TS 23.501 sub 5.15.4.1.1, normally, there is no much available values used for the default configured NSSAI. Then the above yellow restriction prevents the VPLMN to provide the real useful allowed NSSAI information to the UE, which impacts the subsequent services as PDU session can only be established for the allowed NSSAI.
"NOTE 1:
The value(s) used in the Default Configured NSSAI are expected to be commonly decided by all roaming partners, e.g. by the use of values standardized by 3GPP or other bodies."

Actually, the creation of requested NSSAI from the default configured NSSAI has no much value for the current VPLMN for assigning a new allowed NSSAI but just to provide a "Requested NSSAI created from default configured NSSAI" indication to the AMF for assigning a new configured NSSAI.

Problem: In case of the requested NSSAI was created from the default configured NSSAI, the allowed NSSAI assigned by the AMF will be restricted to the default configured NSSAI, which has no real value for the current VPLMN. As a result, the subsequent services will be impacted as PDU session can only be established for the allowed NSSAI.
To resolve above problem, similar as no requested NSSAI provided, the AMF in the VPLMN should use the available subscribed S-NSSAIs marked as default to assign the allowed NSSAI.
Proposal #1: In case of the requested NSSAI was created from the default configured NSSAI, the AMF in the VPLMN uses the available subscribed S-NSSAIs marked as default to assign the allowed NSSAI.

2.3 Allowed NSSAI assignment using subscribed S-NSSAIs
As per current TS 24.501 and above Proposal #1, there are three cases in which the AMF needs to use the subscribed S-NSSAIs marked as default to assign the allowed NSSAI to the UE:

Case #1: the UE did not include the requested NSSAI in the REGISTRATION REQUEST message;
Case #2: none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are allowed; and

Case #3: the requested NSSAI was created from the default configured NSSAI.

As per above Observation #1, the subscribed S-NSSAIs stored at the AMF only include one part, i.e. the HPLMN S-NSSAI (SST + SD) generated from the HPMN UDM. Based on below yellow text in TS 23.501 sub 5.15.5.2.1, when using the subscribed S-NSSAIs marked as default to assign the allowed NSSAI, the AMF needs also determine the mapping between the allowed S-NSSAI(s) for the current VPLMN to the subscribed S-NSSAI(s) marked as default and then include both the allowed S-NSSAI(s) for the current VPLMN and the mapped subscribed S-NSSAI(s) in the allowed NSSAI.
"-
If the AMF can serve the S-NSSAIs in the Requested NSSAI, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs and/or the list of S-NSSAI(s) for the Serving PLMN which are mapped to the HPLMN S-NSSAI(s) provided in the mapping of Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if neither Requested NSSAI nor the mapping of Requested NSSAI was provided or none of the S-NSSAIs in the Requested NSSAI are permitted, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs and taking also into account the availability of the Network Slice instances as described in clause 5.15.8 that are able to serve the S-NSSAI(s) in the Allowed NSSAI in the current UE's Tracking Areas. It also determines the mapping if the S-NSSAI(s) included in the Allowed NSSAI needs to be mapped to Subscribed S-NSSAI(s) values."

However, the above SA2 yellow text in TS 23.501 was not clearly implemented in CT1 TS 24.501. The current TS 24.501 just simply stated that the AMF shall put the subscribed S-NSSAIs marked as default in the allowed NSSAI of the REGISTRATION ACCEPT message, nothing about the mapping determination and inclusion.
Proposal #2: When using the subscribed S-NSSAIs marked as default to assign the allowed NSSAI, the AMF needs also to include the allowed S-NSSAIs for the current VPLMN which can be mapped to the subscribed S-NSSAIs marked as default in the allowed NSSAI.

3. Conclusion
This paper has discussed and analysed the problem of allowed NSSAI assignment based on the default configured NSSAI.
Based on the discussion, following observations were provided:

Observation #1: The default configured NSSAI and subscribed S-NSSAIs received at the AMF only include one part, i.e. the HPLMN S-NSSAI (SST + SD) generated from the HPMN UDM.
Observation #2: The default configured NSSAI stored at the UE only include one part, i.e. the HPLMN S-NSSAI (SST + SD) generated from the HPMN UDM.
Based on above observations, below problem was identified:

Problem: In case of the requested NSSAI was created from the default configured NSSAI, the allowed NSSAI assigned by the AMF will be restricted to the default configured NSSAI, which has no real value for the current VPLMN. As a result, the subsequent services will be impacted as PDU session can only be established for the allowed NSSAI.

Te resolve above problem, following proposals were provided:

Proposal #1: In case of the requested NSSAI was created from the default configured NSSAI, the AMF in the VPLMN uses the available subscribed S-NSSAIs marked as default to assign the allowed NSSAI.

Proposal #2: When using the subscribed S-NSSAIs marked as default to assign the allowed NSSAI, the AMF needs also to include the allowed S-NSSAIs for the current VPLMN which can be mapped to the subscribed S-NSSAIs marked as default in the allowed NSSAI.

The above proposals were captured in CR C1-205101.
