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***** Next change *****
6.2.8.1.1.2	Create subscription
6.2.8.1.1.2.1	Client procedure
In order to subscribe to notification of changes of one or more group documents of VAL groups identified by VAL group IDs, a SGM-C shall send an initial SIP SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [11] and IETF RFC 5875 [12]. In the initial SIP SUBSCRIBE request, the SGM-C:
a)	shall set the Request-URI to the configured public service identity for performing subscription proxy function of the SGM-S;
b)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.seal" (coded as specified in 3GPP TS 24.229 [11]), in a P-Preferred-Service header field according to IETF RFC 6050 [13];
c)	shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.seal" in the Contact header field;
d)	shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the SGM-C shall include one <entry> element for each group document to be subscribed to, such that the "uri" attribute of the <entry> element contains a relative path reference to XCAP URI identifying an XML document to be subscribed to;
e)	if the VAL server wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [14], to zero. Otherwise, shall set the Expires header field to the duration for which VAL user has requested for subscription; 
6.2.8.1.1.2.2	Server procedure
Upon reception of an initial SIP SUBSCRIBE request:
a)	with the Event header field set to xcap-diff;
b)	with the Request-URI set to own public service identity for performing subscription proxy function of the SGM-S;
c)	with an application/resource-lists+xml MIME body; and
d)	with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.seal" (coded as specified in 3GPP TS 24 229 [11]), in a P-Asserted-Service header field according to IETF RFC 6050 [13];
the SGM-S:
d)	shall identify the originating VAL user ID and shall use the originating VAL user ID as an authenticated identity when performing the authorization;
b)	if the authenticated identity is not authorized to subscribe to notification of changes of any resource in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps;
e)	act as a notifier according to IETF RFC 5875 [12].
***** Next change *****
6.2.8.1.1.3	Modify subscription
6.2.8.1.1.3.1	Client procedure
In order to modify or refresh subscription, the SGM-C shall send SIP re-SUBSCRIBE request on the same dialog as the existing subscription, and with the same "Event" header. The SGM-C shall follow the steps specified in clause 6.2.8.1.1.2.1 to create SIP SUBSCRIBE request.
6.2.8.1.1.3.2	Server procedure
Upon reception of a SIP re-SUBSCRIBE request:
a)	with the Event header field set to xcap-diff; and
b)	with an application/resource-lists+xml MIME body;
the SGM-S:
a)	act as a notifier according to IETF RFC 5875 [12].
***** Next change *****
6.2.8.1.1.4	Delete subscription
6.2.8.1.1.4.1	Client procedure
In order to delete the subscription, the SGM-C shall send SIP re-SUBSCRIBE request on the same dialog as the existing subscription, and with the same "Event" header. The SGM-C shall follow the steps specified in clause 6.2.8.1.1.2.1 to create SIP SUBSCRIBE request with following clarification:
a)	shall set the Expires header field to zero.
6.2.8.1.1.4.2	Server procedure
Upon reception of a SIP re-SUBSCRIBE request:
a)	with the Event header field set to xcap-diff; and
b)	with Expires header field set to zero;
the SGM-S:
a)	act as a notifier according to IETF RFC 5875 [12].
***** Next change *****
[bookmark: _Toc34062177][bookmark: _Toc34394618]6.2.8.1.2.1	Creating subscription
[bookmark: _Toc34062178][bookmark: _Toc34394619]6.2.8.1.2.1.1	Client procedure
Upon successful service authorization of the VAL service, the SGM-C shall create a subscription for group events by sending an HTTP POST request to the SGM-S. In the HTTP POST request, the SGM-C:
a)	shall set the Request URI to the URI of the SGM-S appended with VAL service identity and the value "/groupEventsSubscription";
b)	shall include the Host header with public user identity of SGM-S;
c)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6]; and
c)	include the parameters specified in clause A.1.2 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [10].
[bookmark: _Toc34062179][bookmark: _Toc34394620]6.2.8.1.2.1.2	Server procedure
Upon reception of an HTTP POST request from SGM-C where the Request-URI of the HTTP POST request contains "/groupEventsSubscription" without subscription identity, the SGM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;
b)	shall generate unique subscription identity and store the subscription details for the authorized user; and
c)	shall send an HTTP 200 (OK) response including parameters specified in clause A.1.3.
***** Next change *****
[bookmark: _Toc34062180][bookmark: _Toc34394621]6.2.8.1.2.2	Modify a subscription
[bookmark: _Toc34062181][bookmark: _Toc34394622]6.2.8.1.2.2.1	Client procedure
Upon receiving a request from VAL user to modify existing subscription identified with unique subscription identity, the SGM-C:
a)	shall generate an HTTP PUT request. In the HTTP PUT request:
1)	shall set the Request URI to the same Request URI used while creating subscription in clause 6.2.8.1.2.1.1 appended with subscription identity;
2)	shall include the Host header with public user identity of SGM-S;
3)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6]; and
4)	include the parameters specified in clause A.1.2 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [10].
b)	shall send the HTTP PUT request to the SGM-S.
[bookmark: _Toc34062182][bookmark: _Toc34394623]6.2.8.1.2.2.2	Server procedure
Upon reception of an HTTP PUT request from SGM-C where the Request-URI of the HTTP PUT request is set to "/groupEventsSubscription" appended with subscription identity, the SGM-S:
a)	shall determine the identity of the sender of the received HTTP PUT request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP PUT request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP PUT request and skip rest of the steps;
b)	shall determine whether subscription for group events exists or not based on received subscription identity in request URI; and
1)	if subscription does not exist, shall respond with an HTTP 406 (Not Acceptable) response to the HTTP PUT request and skip rest of the steps;
c)	shall update the subscription details based on received parameters from the HTTP PUT request; and
d)	shall send an HTTP 200 (OK) response including parameters specified in clause A.1.3.
***** Next change *****
[bookmark: _Toc34062183][bookmark: _Toc34394624]6.2.8.1.2.3	Delete a subscription
[bookmark: _Toc34062184][bookmark: _Toc34394625]6.2.8.1.2.3.1	Client procedure
Upon receiving a request from VAL user to delete existing subscription identified with unique subscription identity, the SGM-C:
a)	shall generate an HTTP DELETE request. In the HTTP DELETE request:
1)	shall set the Request URI to the value "/groupEventsSubscription" appended with subscription identity;
2)	shall include the Host header with public user identity of SGM-S; and
3)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6]; and
b)	shall send the HTTP DELETE request to the SGM-S.
[bookmark: _Toc34062185][bookmark: _Toc34394626]6.2.8.1.2.3.2	Server procedure
Upon reception of an HTTP DELETE request from SGM-C where the Request-URI of the HTTP DELETE request contains "/groupEventsSubscription" appended with subscription identity, the SGM-S:
a)	shall determine the identity of the sender of the received HTTP DELETE request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP DELETE request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP DELETE request and skip rest of the steps;
b)	shall determine whether subscription for group events exists or not based on received subscription identity in request URI; and
1)	if subscription does not exist, shall respond with an HTTP 406 (Not Acceptable) response to the HTTP DELETE request and skip rest of the steps;
c)	shall delete the subscription details based on received parameters from the HTTP DELETE request; and
d)	shall send an HTTP 200 (OK) response to the SGM-C.
***** Next change *****
[bookmark: _Toc34062189][bookmark: _Toc34394630]6.2.8.2.2.1	Receiving group modify notificationClient procedure
[bookmark: _Toc34062190][bookmark: _Toc34394631]6.2.8.2.2.1.1	Receiving group modify notification
Upon receiving an HTTP POST request over a call back URI which was given to the SGM-S at time of group events subscription, the SGM-C:
a)	shall match subscription identity received in the "Identity" parameter of the HTTP POST request with the locally stored identity of the subscription. If subscription identity is not valid, then
1) send an HTTP 406 (Not Acceptable) response and skip rest of the steps;
b)	shall send an HTTP 200 (OK); and
c)	if "Event" parameter is set to SUBSCRIBE_GROUP_MODIFICATION (0x02) as specified in clause B.3, shall notify the VAL user about modification of group with group-ID. 
Based on VAL user’s request, the SGM-C may also retrieve the group document identified by group ID received in group modify notification as specified in clause 6.2.5.2.
[bookmark: _Toc34062191][bookmark: _Toc34394632]6.2.8.2.2.2	Sending group modify notificationServer procedure
[bookmark: _Toc34062192][bookmark: _Toc34394633]6.2.8.2.2.2.1	Sending group modify notification
To send the group modification notification to the SGM-C, the SGM-S:
a)	shall check whether valid group events subscription exists for event SUBSCRIBE_GROUP_MODIFICATION (0x02) as defined in clause A.1.2 or not; if valid subscription does not exists then skip rest of the steps;
b)	shall generate an HTTP POST message to notify group announcement. In the HTTP POST message:
1)	shall set request URI to the call back URI received at the time of creating subscription;
2)	shall set Content-Type header to "application/json"; and
3)	shall include an HTTP request entity-body with the parameters specified in clause B.3 serialized into a JavaScript Object Notation (JSON) structure; and
c)	shall sent the HTTP POST request towards SGM-C.
***** Next change *****

