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Overall description
CT1 has discussed the storage of the secured packet for SOR and came to the conclusion that it cannot be stored in the UDR, as it is less likely to be with valid content. The content of the secured packet needs to be updated after each use, since at least the "Replay detection and Sequence Integrity counter" defined in ETSI TS 102 225 [1] needs to be updated.
CT1 understanding is that the role of the UDR is a storage and the UDR does not behave as NF consumer. Therefore, the UDR does not support triggering such an update for the secured packet that relies on another NF, e.g. SP-AF.
As a consequence, CT1 agreed to remove the possibility to store the secured packet for SOR in the UDR, as described in the Rel-16 CR enclosed. Note that this issue exists from Rel-15.

CT1 kindly asks CT4 to confirm the role of the UDR, to take the above into consideration and update their specifications.
------------------------------
References:

[1] ETSI TS 102 225: "Smart Cards; Secured packet structure for UICC based applications".
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Actions
To CT4
ACTION: 
CT1 kindly asks CT4 to confirm the role of the UDR, to take the above into consideration and update their specifications accordingly.
3
Dates of next TSG CT WG1 meetings
TSG CT WG1 Meeting 126e
TBD
TSG CT WG1 Meeting 127e
TBD
