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1
Overall description
During CT1works on the stage 3 specification for the link identifier update procedure, CT1 fails to reach a consensus on whether the target layer2-ID should be mandatory or not in the direct link identifier update accept message.
CT1 find the requirements from SA2 and SA3 specification are contradictory:

< Quoted from TS23.287 subclause 6.3.3.2>

Upon reception of the Link Identifier Update Request message, based on privacy configuration as specified in clause 5.1.2.1, UE-2 may also decide to change its identifier(s). If UE-2 decides to change its identifier(s), UE-2 responds with a Link Identifier Update Response message which includes the new identifier(s) to use (including the new Layer-2 ID, Security Information, optionally the new Application Layer ID, and optionally a new IP address/prefix if IP communication is used). The new identifier(s) should be cyphered to protect privacy. The Link Identifier Update Response message is sent using the old identifiers. UE-2 continues to receive traffic with the old Layer-2 ID from UE-1 until UE-2 receives traffic with the new Layer-2 ID from UE-1.After sending the Link Identifier Update response, UE-2 keeps sending data traffic to UE-1 with the old identifier until UE-2 receives the Link Identifier Update Ack message from UE-1.
< Quoted from TS33.536 subclause 5.3.3.2.1>

The link identifier update procedure given in TS 23.287 [2] is used to provide privacy for the identities in the unicast link. This procedure only provides privacy if a non-NULL confidentiality algorithm is selected. This means the messages in this procedure are sent confidentiality protected (i.e. using a non-NULL confidentiality algorithm) and hence the new identities agreed by the UEs are only known to the involved UEs. A three-way message exchange procedure is required with this procedure since both UEs need to change their identifiers during the same procedure and to allow these new values to be acknowledged before them being used. This procedure is used to preserve the privacy for the identities that are seen in the clear for an ongoing unicast connection.
With the conflicting Stage 2 requirements, CT1 is unable to finished the stage 3 work on time.

CT1 kindly requests guidance from SA2 and SA3 on the requirement for updating the target layer2-ID.
2
Actions
To SA2 and SA3 

ACTION: 
CT1 kindly asks SA2 and SA3 to provide guidance on the requirement for updating the target layer2-ID.
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