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	Reason for change:
	For the transfer of a PDN connection from untrusted non-3GPP access connected to EPC to a PDU session in 5GS, as part of inter-system change from S1 mode to N1 mode, the current specification is not accurate as to what the UE should rely on for the correct settings for PDN session type, PDU session ID and S-NSSAI which are to be included in the PDU SESSION ESTABLISHMENT Request message.

The current specification is incorrectly based on parameters related to EPS NAS and not on the parameters related to untrusted non-3GPP access connected to the EPC.

TS 24.501 needs to be updated.
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	[bookmark: _GoBack]The UE shall set the PDU session type, the PDU session ID and the S-NSSAI in the PDU SESSION ESTABLISHMENT Request message based on parameters related to untrusted non-3GPP access connected to EPC.
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*** Next change ***

[bookmark: _Toc36213044][bookmark: _Toc36657221]6.1.5	Coordination for interworking with ePDG connected to EPC
When the UE establishes a new PDN connection via an ePDG connected to EPC, to enable the transfer of the PDN connection to N1 mode in case of inter-system change, the UE allocates a PDU session identity and indicates its value in the PDU session ID field in the N1_MODE_CAPABILITY Notify payload of the IKE_AUTH request message (see 3GPP TS 24.302 [16]). The network provides the UE with an S-NSSAI in the N1_MODE_INFORMATION Notify payload of the IKE_AUTH response message (see 3GPP TS 24.302 [16]).
Upon inter-system change from S1 mode to N1 mode, for PDN connection(s) established via an ePDG connected to EPC, if present, the UE may:
a)	keep some or all of these PDN connections still via ePDG connected to EPC, if supported;
b)	release some or all of these PDN connections explicitly by initiating the UE initiated tunnel disconnection procedure(s) as specified in 3GPP TS 24.302 [16]; or
[bookmark: _Hlk42089340]c)	attempt to transfer some or all of these PDN connections to N1 mode using the parameters of the PDN connection for which the UE has allocated a PDU session identity by initiating the PDU session establishment procedure(s) with the PDU SESSION ESTABLISHMENT REQUEST message created. In that case, for each and every PDN connection to be transferred: as specified in subclause 6.1.4.2 for the case of inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode.
1)	if the PDN connection is for emergency bearer services, the request type shall be set to "existing emergency PDU session". Otherwise the request type shall be set to "existing PDU session";
2)	if the UE was assigned a remote IPv4 address and was not assigned a remote IPv6 prefix during establishment of IPsec tunnel of the PDN connection according to 3GPP TS 24.302 [16], the PDU session type shall be set to "IPv4";
3)	if the UE was not assigned a remote IPv4 address and was assigned a remote IPv6 prefix during establishment of IPsec tunnel of the PDN connection according to 3GPP TS 24.302 [16], the PDN session type shall be set to "IPv6";
4)	if the UE was assigned a remote IPv4 address and was assigned a remote IPv6 prefix during establishment of IPsec tunnel of the PDN connection according to 3GPP TS 24.302 [16], the PDN session type shall be set to "IPv4v6";
5)	the APN of the PDN connection shall be mapped to the DNN of the PDU session;
6)	the PDU session ID shall be set to the PDU session identity in the N1_MODE_CAPABILITY Notify payload of the IKE_AUTH request message establishing IPsec tunnel of the PDN connection; and
[bookmark: _Hlk42507765]7)	if the PDN connection is not for emergency bearer services, the S-NSSAI of the PDU session shall be set to the S-NSSAI in the N1_MODE_INFORMATION Notify payload of the IKE_AUTH response message establishing IPsec tunnel of the PDN connection.
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