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1. Introduction
Stage 2 defined a set of standardized SST values, shown in the table below (see TS 23.501):

Table 5.15.2.2-1 - Standardised SST values

	Slice/Service type
	SST value
	Characteristics

	eMBB
	1
	Slice suitable for the handling of 5G eMBB services.

	URLLC
	2
	Slice suitable for the handling of URLLC.

	MIoT
	3
	Slice suitable for the handling of massive IoT services.

	V2X
	4
	Slice suitable for the handling of V2X services.


NOTE:
The support of all standardised SST values is not required in a PLMN. Services indicated in this table for each SST value can also be supported by means of other SSTs.
The objective is to “provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types”. However, this objective appears unfulfilled for the following reasons:

1. 
The standardized SST values are used only in the network. There is no provision for the UE to take advantage of the standardized SST values to optimize its traffic routing in roaming scenarios.
2.   As per the note below the table, the services associated with the standardized SST values can also be provided by means of other SST values. The UE has no way of knowing whether the standardized services are provided using the standardized SST values or other SST values.
In this contribution we elaborate on the above two points and we propose a way to augment the benefits from the existing standardized SSTs values. The proposals apply to the UE side only and have no impact on the network protocols. 
2. Discussion

Consider the following scenario:
· UE is registered in a VPLMN;
· Allowed NSSAI IE provided by the VPLMN contains an S-NSSAI with SST=1, without SD and without mapped HPLMN SST;
· Application sends a connectivity request. The UE has a URSP rule with a matching traffic descriptor for this application and with S-NSSAI component in the RSD set to SST=1 (SD not configured);
· Currently, the UE will not be able to setup a PDU session for this application in this scenario and will reject the application’s request. 

· The UE could not find SST=1 in Allowed NSSAI IE, since the S-NSSAI in Allowed NSSAI IE does not contain mapped HPLMN SST. Consequently, the UE deems that the S-NSSAI with SST=1, selected by the URSP rules for this application, is not allowed.
The scenario above proves the point that the standardized SST values do not fulfill the promise of “establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types”. This is because the UE treats the standardized SST values like any other SST values, i.e. ignores their purpose. 
3. Proposals 

To address the scenario described in Section 2, we propose to add the following logic in the UE:
Proposal 1a: When the Allowed NSSAI IE, received in a VPLMN, contains an S-NSSAI IE such that:

· SST is a standardized SST;

· SD is not provided; and

· Mapped S-NSSAI is not provided

the UE assumes that the mapped SST is the same as the SST (and the mapped SD is not provided). 

Using this logic, the UE would not reject the application’s request in the scenario in Section 2 and would establish a PDU session with SST =1 instead. 
Having in mind the NOTE below the table in Section 1, it is possible that the HPLMN does not use the standardized SST values. To address this deployment option, we propose to add the optional Mapped standardized SST configuration in the UE, providing the SST values for standardized services in the HPLMN, as illustrated in the table below:

	standardized STT value
	mapped standardized SST value

	1
	W (e.g. 101)

	2
	X (e.g. 102)

	3
	Y (e.g. 103)

	4
	Z (e.g. 104)


Mapped standardized SST configuration
NOTE:
The Mapped standardized SST values can be the same as the standardized SST values.

If the Mapped standardized SST configuration is not available, the UE assumes that the mapped standardized SST values are the same as the standardized SST values. 

With this additional configuration in the UE, the logic in Proposal 1 gets modified as follows:
Proposal 1b: When the Allowed NSSAI IE, received in a VPLMN, contains an S-NSSAI IE such that:
· SST is a standardized SST;
· SD is not provided; and
· Mapped S-NSSAI is not provided,
the UE assumes that the mapped SST is:

· the same as the mapped standardized SST corresponding to the SST, if the mapped standardized SST configuration is available; or

· the same as the SST, if Mapped standardized SST configuration is not available. 

and the mapped SD is not provided.
4. Conclusion
We propose to add a new logic and a new configuration in the UE to ensure that the standardized SSTs truly facilitate global interoperability for slicing, as intended by stage 2. Proposals 1a and 1b were presented in section 3. Proposal 1a is implemented in the CR to 24.501 in C1-203490. Proposal 1b is implemented in the CR to 24.501 in C1-203491. The CT1 is requested to agree on one or the other, not both. Neither CR has any network protocol impact. 
