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[bookmark: _Toc34388656][bookmark: _Toc34404427]* * * First Change on top of agreed C1-202875 * * * *
6.1.2.7.5	PC5 unicast link security mode control procedure not accepted by the target UE
If the DIRECT LINK SECURITY MODE COMMAND message cannot be accepted, the target UE shall send a DIRECT LINK SECURITY MODE REJECT message and abort the ongoing procedure that triggered the initiation of the PC5 unicast link security mode control procedure. The DIRECT LINK SECURITY MODE REJECT message contains a PC5 signalling protocol cause IE indicating one of the following cause values:
#a:	Authentication failure;
#b:	Integrity failure;
#c:	UE security capabilities mismatch; 
#d:	LSBs of KNPR-sess ID conflict; or
#111:	Protocol error, unspecified.
Editor’s note:	Whether a PC5 signalling protocol cause value for UE PC5 unicast signalling security policy mismatch is needed is FFS.
Upon receipt of the DIRECT LINK SECURITY MODE REJECT message, the initiating UE shall stop timer T5bbb and:
a)	if the PC5 signalling protocol cause IE in the DIRECT LINK SECURITY MODE REJECT message is set to #de, retransmit the DIRECT LINK SECURITY MODE COMMAND message with a different value for the 8 LSBs of KNPR-sess ID; and
b)	otherwise, abort the ongoing procedure that triggered the initiation of the PC5 unicast link security mode control procedure.
* * * Second Change on top of agreed C1-202767 * * * *
6.1.3.2.4	Privacy of V2X transmission over PC5
Upon initiating transmission of V2X communication over PC5, if:
a)	the V2X service identifier of a V2X service requesting transmission of V2X communication over PC5 is in the list of of V2X services which require privacy for V2X communication over PC5 as specified in clause 5.2.3; and
b)	the UE is located in a geographical area in which this V2X service requires privacy for V2X communication over PC5 as specified in clause 5.2.3, or the UE is not provisioned any geographical areas in which this V2X services requires privacy for V2X communication over PC5,
then the UE shall proceed as follows:
a)	if timer T5020 is not running, start timer T5020 and set its timer value as the privacy timer value as specified in clause 5.2.3;
b)	upon:
1)	getting an indication from upper layers that the application layer identifier has been changed; or
2)	timer T5020T5xyz expiry,
then:
1)	change the value of the source layer-2 ID self-assigned by the UE for the broadcast mode V2X communication over PC5;
2)	if the V2X message contains IP data, change the value of the source IP address self-assigned by the UE for V2X communication over PC5; 
3)	provide an indication to upper layers that the source layer-2 ID and/or the source IP address are changed; and
4)	restart timer T5020 and
c)	upon stopping transmission of the broadcast mode V2X communication over PC5, stop timer T5020.
[bookmark: _GoBack]* * * End of Changes * * * *
