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* * * Next Change * * * *
9.2.5.4.1.1	Client originating procedures
Upon receiving a request from an MCData user to leave an MCData session within a pre-established session, the MCData client:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
2)	shall generate an initial SIP REFER request outside a dialog in accordance with the procedures specified in 3GPP TS 24.229 [5], IETF RFC 4488 [r448853] and IETF RFC 3515 [r351551] as updated by IETF RFC 6665 [36] and IETF RFC 7647 [r764752];
3)	shall set the Request-URI of the SIP REFER request to the public service identity identifying the pre-established session on the MCData server serving the MCData user;
4)	shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [r448853];
5)	shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [r448853];
6)	shall set the Refer-To header field of the SIP REFER request to the MCData session identity to leave;
7)	shall include the "method" SIP URI parameter with the value "BYE" in the URI in the Refer-To header field;
8)	shall include a Target-Dialog header field as specified in IETF RFC 4538 [r453854] identifying the pre-established session; and
9)	shall send the SIP REFER request according to 3GPP TS 24.229 [5].
Upon receiving a SIP 2xx response to the SIP REFER request, the MCData client shall interact with media plane as specified in 3GPP TS 24.582 [15].
On receiving a SIP re-INVITE request within the pre-established session targeted by the sent SIP REFER request, the MCData client:
1)	if the <mcdata-communication-state> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "terminated":
i)	shall notify MCData user about successful the MCData communication termination.
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9.2.5.4.2.1	Originating procedures
Upon receiving a SIP REFER request with the "method" SIP URI parameter set to value "BYE" in the URI in the Refer-To header field from the MCData client, the participating MCData function:
1)	shall determine the MCData ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
2)	if the participating MCData function cannot find a binding between the public user identity, then the participating MCData function shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps;
3)	if the SIP REFER request contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [5], IETF RFC 3515 [r351551] as updated by IETF RFC 6665 [36], and IETF RFC 4488 [r448853] without establishing an implicit subscription;
4)	shall generate a SIP 200 (OK) response to the SIP REFER request, and in the SIP 200 (OK) response:
a)	shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [r448853]; and
b)	shall check the presence of the Refer-Sub header field of the SIP REFER request and if it is present and set to the value "false" shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [r448853];
5)	shall send the SIP 200 (OK) response to the SIP REFER request towards MCData client according to 3GPP TS 24.229 [5];
6)	shall generate a SIP BYE request, and in the SIP BYE request:
a)	shall set the Request-URI to the MCData session identity which was included at the Refer-To header field of the received REFER request; and
b)	shall copy the contents of the P-Asserted-Identity header field of the received REFER request to the P-Asserted-Identity header field of the outgoing SIP BYE request; and
7)	shall send the SIP BYE request toward the controlling MCData function according to 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response to the SIP BYE request the participating MCData function shall interact with the media plane as specified in 3GPP TS 24.582 [15] for releasing media plane resources associated with the SIP session with the controlling MCData function.
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10.2.5.2.1	SDP offer generation
When composing an SDP offer according to 3GPP TS 24.229 [5], IETF RFC 5547 [r5547xx] IETF RFC 6135 [19] and IETF RFC 6714 [20] the MCData client:
1)	shall include an "m=message" media-level section for the MCData media stream consisting of:
a)	the port number;
b)	a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS;
c)		an "a=sendonly" attribute;
d)	an "a=path" attribute containing its own MSRP URI;
e)	set the content type as "a=accept-types:application/vnd.3gpp.mcdata-signalling";
f)	set the a=setup attribute as "actpass";
g)	a file-selector attribute containing:
i)	a 'name' selector;
ii)	a 'type' selector;
iii)	a 'size' selector; and
iv)	a 'hash' selector;
h)	a file-date attribute; and
2)	if end-to-end security is required for a one-to-one communication and the security context does not exist or if the existing security context has expired, shall include the MIKEY-SAKKE I_MESSAGE in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [45].
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10.2.5.2.2	SDP answer generation
When the MCData client receives an initial SDP offer for file distribution, the MCData client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [5] and IETF RFC 5547 [r5547xx].
When composing an SDP answer, the MCData client:
1)	shall include an "m=message" media-level section for the accepted MCData media stream consisting of:
a)	the port number;
b)	a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS according to the received SDP offer;
c)		an "a=recvonly" attribute;
d)	an "a=path" attribute containing its own MSRP URI;
e)	set the content type as a=accept-types:application/vnd.3gpp.mcdata-signalling;
f)	set the a=setup attribute according to IETF RFC 6135 [19]; and
g)	a file-selector attribute containing:
i)	a 'name' selector;
ii)	a 'type' selector;
iii)	a 'size' selector; and
iv)	a 'hash' selector.
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10.2.5.4.1	SDP offer generation
When composing an SDP offer according to 3GPP TS 24.229 [5], IETF RFC 5547 [r5547xx] IETF RFC 6135 [19] and IETF RFC 6714 [20] the MCData client:
1)	shall include an "m=message" media-level section for the MCData media stream consisting of:
a)	the port number;
b)	a protocol field value of "TCP/MSRP" or "TCP/TLS/MSRP" for TLS;
c)		an "a=sendonly" attribute;
d)	an "a=path" attribute containing its own MSRP URI;
e)	set the content type as "a=accept-types:application/vnd.3gpp.mcdata-signalling";
f)	set the a=setup attribute as "actpass";
g)	a file-selector attribute containing:
i)	a 'name' selector;
ii)	a 'type' selector;
iii)	a 'size' selector; and
iv)	a 'hash' selector; and
h)	a file-date attribute;
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15.2.13	Payload
The Payload information element contains the payload intended for the recipient user or application;
The Payload information element is coded as shown in Figure 15.2.13-1, Table 15.2.13-1, Table 15.2.13-2 and Table 15.2.13-3.
The Payload information element is a type 6 information element.
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Figure 15.2.13-1: Payload information element
Table 15.2.13-1: Payload contents
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Table 15.2.13-2: Payload content type
	Bits
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	0
	0
	0
	0
	0
	0
	0
	1
	
	TEXT

	0
	0
	0
	0
	0
	0
	1
	0
	
	BINARY

	0
	0
	0
	0
	0
	0
	1
	1
	
	HYPERLINKS

	0
	0
	0
	0
	0
	1
	0
	0
	
	FILEURL

	0
	0
	0
	0
	0
	1
	0
	1
	
	LOCATION

	0
	0
	0
	0
	0
	1
	1
	0
	
	ENHANCED STATUS

	0
	0
	0
	0
	0
	1
	1
	1
	
	Value allocated for use in interworking (NOTE)

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.

	NOTE:	Usage of this value is described in 3GPP TS 29.582 [48].



Table 15.2.13-3: Payload data
	Payload data is included in octet 5 to octet n; Max value of 65535 octets.

Payload data contains the payload destined for the user or application.

A file URL is encoded as specified in IETF RFC 1738 [rfc1738yy].

The length of location information payload content is 6 bytes. First 3 bytes contain the latitude information and next 3 bytes contain the longitude information.




* * * Next Change * * * *
15.2.17	Metadata
The Metadata information element is data that is used to describe a file.
The Metadata information element is coded as shown in Figure 15.2.17-1 and Table 15.2.17-1.
The Metadata information element is a type 6 information element.
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Figure 15.2.17-1: Metadata information element
Table 15.2.17-1: Metadata information element
	Metadata is contained in octet 4 to octet n; Max value of n is 65535 octets.

	

	Metadata contains a concatenation of the following data:
	- fileselector (which is a concatenation of filename, filesize, filetype and hash)
	- file-date (which is set to "creation", "modification" or "read" with a date/time, to 					indicate date/time file was created, last modified or last read)
	- file-availability (set to a date and time that the file is available until)
	- file-description (which is set to text specifying description of file)

The file-selector is encoded as shown in the "file-selector-attr" ABNF specified in IETF RFC 5547 [xx].

The file-date is encoded as shown in the "file-date-attr" ABNF specified in IETF RFC 5547 [xx].

The file-availability is encoded as 

file-availability = "file-availability:" date-time
						;date-time is defined in IETF RFC 5322 [34]

The file-description is encoded as 

file-description = “file-description:” <text to describe file>
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18.3.2.2	Participating MCData function procedures
Upon receipt of a "SIP INVITE request for establishing a pre-established session" the participating MCData function:
1)	shall check whether the public service identity is allocated and if it is not allocated, shall return a SIP 404 (Not Found) response and skip the rest of the steps;
2)	shall determine the MCData ID of the MCData user establishing the pre-established session and perform actions to verify the MCData ID of the MCData client and authorise the request according to local policy, and if not authorised, the participating MCData function shall return a SIP 403 (Forbidden) response with the warning text set to "225 User not authorized to initiate pre-established session" as specified in subclause 4.9 and skip the rest of the steps;
3)	shall determine whether resource sharing is supported (see subclause 18.2); 
4)	if resource sharing is supported by the SIP core, determine that there is a binding between the MCData ID of the MCData user establishing the pre-established session and the MCData UE identified by the "+g.3gpp.registration-token" header field parameter in the Contact header field of the third-party REGISTER request (see subclause 18.2) and that this UE identity matches the identity in the "+g.3gpp.registration-token" header field parameter in the Feature-Caps header field in the "SIP INVITE request for establishing a pre-established session";
5)	if resource sharing is not supported or if there is no binding between the MCData ID of the MCData user and the identity of the MCData UE identified by the "+g.3gpp.registration-token" header field parameter in the Feature-Caps header field or the participating MCData function does not support the pre-established session, then the participating MCData function shall return a SIP 403 (Forbidden) response with the warning text set to "226 function not allowed due to pre-established session not supported" as specified in subclause 4.9 and skip the rest of the steps;
6)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
7)	shall verify that the media resources are available to support the media parameters and if not shall reject the request with a SIP 500 (Server Internal Error) response, and skip the rest of the steps;
8)	shall allocate a URI to be used to identify the pre-established session;
9)	shall generate a SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [5]; and
a)	shall include a Contact header field containing the URI that identifies the pre-established session;
b)	shall include the public service identity in the P-Asserted-Identity header field;
c)	shall include a Supported header field containing the "norefersub" option tag;
d)	shall if the SIP core supports resource sharing, include a Resource-Share header field answer as specified in 3GPP TS 24.229 [5] with: 
A)	the value "media-sharing"; 
B)	an "origin" header field parameter set to "session-initiator"; 
C)	a "timestamp" header field parameter; and 
D)	a "rules" header field parameter with one resource sharing rule per media stream in the same order the corresponding m-line appears in the SDP. Each resource sharing rule is constructed as follows:
-	a "new-sharing-key" part; and
-	a "directionality" part indicating the direction of the pre-established media stream; and
e)	shall include an SDP answer as specified in 3GPP TS 24.229 [5] with the clarifications in subclause 18.3.1.2 and include ICE candidates in the SDP answer as per IETF RFC 5245 [r5245]50;
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
11)	shall send the SIP 200 (OK) response towards the MCData client according to the rules and procedures of the 3GPP TS 24.229 [5]; and
12)	shall evaluate the ICE candidates according to IETF RFC 5245 [r524550].
NOTE:	If ICE candidate evaluation results in candidate pairs other than the default candidate pair being selected a further offer answer exchange using the procedures in subclause 18.3.4 will be needed.
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21.2.11.1	Message store client procedures
To search for information about a selected set of folder(s) in the message store, the message store client, acting as an HTTP client shall follow the procedure described in subclause 6.16 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66] with following clarification:
1)	shall generate an HTTP POST request as specified in subclause 6.16.5 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [r-OMA-NMS66] with following clarifications:
a)	shall set the Host header field to a hostname identifying the message store function;
b)	shall include a valid MCData access token in the HTTP Authorization header; and
c)	shall send the HTTP POST request, which may include a SelectionCriteria, towards the message store function.
Upon receipt of a HTTP response, the message store client should follow the procedure as described in subclause 6.16.2 of OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C [66].
* * * End of Changes * * * *

