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First Change


[bookmark: _Toc34388621][bookmark: _Toc34404392]6.1.2.5.2	PC5 unicast link identifier update procedure initiation by initiating UE
The initiating UE shall initiate the procedure if:
a)	the initiating UE receives a request from upper layers to change the Application Layer ID and there is an existing PC5 unicast link associated with this Application Layer ID; or
b)	the privacy timer of the initiating UE's layer 2 ID expires for an existing PC5 unicast link.
Editor’s note:	The details about the privacy timer of layer 2 ID are FFS.
If the PC5 unicast link identifier update procedure is triggered by a change of the initiating UE’s application layer ID, the initiating UE shall create a DIRECT LINK IDENTIFIER UPDATE REQUEST message. In this message, the initiating UE
a)	shall include the initiating UE’s new application layer ID received from upper layer;
b)	shall include the initiating UE’s new layer 2 ID assigned by itself;
c)	shall include the new security information MSB of KNRP-sess ID; and
d)	may include the new IP address/prefix if IP communication is used.
If the PC5 unicast link identifier update procedure is triggered by the expiry of the initiating UE's privacy timer as specified in clause 5.2.3, the initiating UE shall create a DIRECT LINK IDENTIFIER UPDATE REQUEST message. In this message, the initiating UE 
a)	shall include the initiating UE’s new layer 2 ID assigned by itself;
b)	shall include the new security information MSB of KNRP-sess ID;
c)	may include the initiating UE’s new application layer ID received from upper layer; and
     d) may include the new IP address/prefix if IP communication is used.
Editor’s note:	The details about security information defined by SA3 are FFS.
After the DIRECT LINK IDENTIFIER UPDATE REQUEST message is generated, the initiating UE shall pass this message to the lower layers for transmission along with the initiating UE's old Layer 2 ID and the target UE's Layer 2 ID, and start timer T5003. The UE shall not send a new DIRECT LINK IDENTIFIER UPDATE REQUEST message to the same target UE while timer T5003 is running. 


Figure 6.1.2.5.2.1: PC5 unicast link identifier update procedure
[bookmark: _Toc34388622][bookmark: _Toc34404393][bookmark: _Toc34388623][bookmark: _Toc34404394]6.1.2.5.3	PC5 unicast link identifier update procedure accepted by the target UE
Upon receipt of a DIRECT LINK IDENTIFIER UPDATE REQUEST message, if the target UE determines:
a)	the PC5 unicast link associated with this request message is still valid; and
b)	the timer T5004 for the PC5 unicast link identified by this request message is not running,
then the target UE accepts this request and responds with a DIRECT LINK IDENTIFIER UPDATE ACCEPT message. 
If the target UE has the privacy configuration as specified in clause 5.2.3 and decides to change its identifier, the target UE shall create the DIRECT LINK IDENTIFIER UPDATE ACCEPT message. In this message, the target UE:
a)	shall include the target UE’s new layer 2 ID assigned by itself;
b)	shall include the new security information LSB of KNRP-sess ID;
c)  shall include the MSB of KNRP-sess ID;
d)  shall include the source UE’s new layer 2 ID;
ce)	may include the target UE’s new application layer ID received from upper layer; and
fd)	may include the source UE’s new IP address/prefix if IP communication is used.;
g)  may include the source UE’s new application layer ID; and
h)  may include the target UE’s new IP address/prefix if IP communication is used.
Editor’s Note: Whether the target UE can make a decision not to change its identifier is FFS.
After the DIRECT LINK IDENTIFIER UPDATE ACCEPT message is generated, the target UE shall pass this message to the lower layers for transmission along with the initiating UE's old Layer 2 ID and the target UE's old Layer 2 ID, and start timer T5004. The UE shall not send a new DIRECT LINK IDENTIFIER UPDATE ACCEPT message to the same initiating UE while timer T5004 is running.
Before target UE receives the traffic using the new layer-2 IDs, the target UE shall continue to receive the traffic with the old layer-2 IDs (i.e. initiating UE’s old layer-2 ID and target UE’s old layer-2 ID) from initiating UE.
Before target UE receives the DIRECT LINK IDENTIFIER UPDATE ACK message from initiating UE, the target UE shall keep sending traffic to the initiating UE using the old layer-2 IDs (i.e. initiating UE’s old layer-2 ID and target UE’s old layer-2 ID).
6.1.2.5.4	PC5 unicast link identifier update procedure acknowledged by the initiating UE
Upon receipt of the DIRECT LINK IDENTIFIER UPDATE ACCEPT message, the initiating UE shall stop timer T5003 and respond with a DIRECT LINK IDENTIFIER UPDATE ACK message. In this message, the initiating UE:
a)	shall include the target UE’s new layer 2 ID, if received;
b)	shall include the target UE’s new security information LSB of KNRP-sess ID, if received;
c)	may include the target UE’s new application layer ID, if received; and
d)	may include the new IP address/prefix, if received.
Upon receipt of the DIRECT LINK IDENTIFIER UPDATE ACCEPT message. the initiating UE shall update the associated PC5 unicast link context with the new identifiers, and pass the initiating UE’s new Layer 2 ID and the target UE’s new Layer 2 ID down to the lower layer.
After the DIRECT LINK IDENTIFIER UPDATE ACK message is generated, the initiating UE shall pass this message to the lower layers for transmission along with the initiating UE's old Layer 2 ID and the target UE's old Layer 2 ID.
The initiating UE shall continue to receive traffic with the old layer-2 IDs (i.e. initiating UE’s old layer-2 ID and target UE’s old layer-2 ID) from the target UE until it receives traffic with the new layer-2 IDs (i.e. initiating UE’s new layer-2 ID and target UE’s new layer-2 ID) from the target UE.
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