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* * * First Change * * * *
[bookmark: _Toc8882547][bookmark: _Toc23343279][bookmark: _Toc26193832][bookmark: _Toc34382713][bookmark: _Toc34387367]5.3.1	General

	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of V2X communication over PC5 in NR contents
	octet o5+1

octet o5+2

	DDL2IBI
	VSINFMRI
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	octet o5+3


	
V2X service identifier to V2X NR frequency mapping rules
	octet (o5+4)*

octet o45*

	
V2X service identifier to destination layer-2 ID for broadcast mapping rules
	octet o45+1

octet o46

	
V2X service identifier to destination layer-2 ID for groupcast mapping rules
	octet o46+1

octet o47

	
V2X service identifier to destination layer-2 ID for unicast initial signalling mapping rules
	octet o47+1

octet o48

	
PC5 QoS mapping rules
	octet o48+1

octet o49

	
SLRB mapping rules
	octet o49+1

octet o50

	
Default destination layer-2 ID for broadcast
	octet (o50+1)*

octet (o50+3)* = octet l*

	NR PC5 Unicast security policy
	octet 54
octet 57+n


Figure 5.3.1.31: V2X communication over PC5 in NR
Table 5.3.1.31: V2X communication over PC5 in NR
	Default destination layer-2 ID for broadcast indicator (DDL2IBI):
The DDL2IBI bit indicates presence of the default destination layer-2 ID for broadcast field.
Bit
8
0	Default destination layer-2 ID for broadcast field is absent
1	Default destination layer-2 ID for broadcast field is present

	

	V2X service identifier to V2X NR frequency mapping rules indicator (VSINFMRI):
The VSINFMRI bit indicates presence of the V2X service identifier to V2X NR frequency mapping rules field.
Bit
7
0	V2X service identifier to V2X NR frequency mapping rules field is absent
1	V2X service identifier to V2X NR frequency mapping rules field is present

	

	V2X service identifier to V2X NR frequency mapping rules:
The V2X service identifier to V2X NR frequency mapping rules field is coded according to figure 5.3.1.32 and table 5.3.1.32.

	

	V2X service identifier to destination layer-2 ID for broadcast mapping rules:
The V2X service identifier to destination layer-2 ID for broadcast mapping rules field is coded according to figure 5.3.1.37 and table 5.3.1.37.

	

	V2X service identifier to destination layer-2 ID for groupcast mapping rules:
The V2X service identifier to destination layer-2 ID for groupcast mapping rules field is coded according to figure 5.3.1.39 and table 5.3.1.39.

	

	V2X service identifier to destination layer-2 ID for unicast initial signalling mapping rules:
The V2X service identifier to destination layer-2 ID for unicast initial signalling mapping rules field is coded according to figure 5.3.1.41 and table 5.3.1.41.

	

	PC5 QoS mapping rules:
The PC5 QoS mapping rules field is coded according to figure 5.3.1.43 and table 5.3.1.43.

	

	SLRB mapping rules:
The SLRB mapping rules field is coded according to figure 5.3.1.47 and table 5.3.1.47.

	

	Default destination layer-2 ID for broadcast:
The default destination layer-2 ID for broadcast field is a binary coded layer 2 identifier.

	

	NR PC5 Unicast security policy
The NR PC5 Unicast security policy field is coded according to figure 5.3.1.xx and table 5.3.1.xx. 


	If the length of V2X communication over PC5 in NR contents field indicates a length bigger than indicated in figure 5.3.1.31, receiving entity shall ignore any superfluous octets located at the end of the V2X communication over PC5 in NR contents.

	




* * * Next Change * * * *

	8
	7
	6
	5
	4
	3
	2
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Length of NR PC5 unicast security policy contents
	octet o54

octet o54+1

	UPenc

	UPint

	SIGenc

	SIGint

	octet o54+2

	
V2X service identifiers
	octet o54+3

octet o57


Figure 5.3.1.xx: NR PC5 Unicast security policy 
Table 5.3.1.xx: NR PC5 Unicast security policy 
	

	Length of V2X application requirements for V2X service:
The length of V2X application requirements for V2X service field indicates length of the V2X application requirements for V2X service field in octets.


	V2X service identifiers:
The V2X service identifiers field is coded according to figure 5.3.1.14 and table 5.3.1.14.

	

	

	Signalling integrity protection policy (octet o54+2, bit 1 to bit 2)

	

	Bits

	2
	1
	
	
	

	0
0
	0
1
	

	

	Signalling Integrity protection not needed
Signalling Integrity protection preferred 

	1
1
	0
1
	

	

	Signalling Integrity protection required 
Reserved

	

	

	Signalling encryption protection policy (octet o54+2, bit 3 to bit 4)

	

	Bits

	4
	3
	
	
	

	0
0
	0
1
	

	

	Signalling encryption protection not needed
Signalling encryption protection preferred 

	1
1
	0
1
	

	

	Signalling encryption protection required 
Reserved

	


	User Plane integrity protection policy (octet o54+2, bit 5 to bit 6)

	

	Bits

	6
	5
	
	
	

	0
0
	0
1
	

	

	User Plane Integrity protection not needed
User Plane Integrity protection preferred 

	1
1
	0
1
	

	

	User Plane Integrity protection required 
Reserved

	


	User Plane encryption protection policy (octet o54+2, bit 7 to bit 8)

	

	Bits

	8
	7
	
	
	

	0
0
	0
1
	

	

	User Plane encryption protection not needed
User Plane encryption protection preferred 

	1
1
	0
1
	

	

	User Plane encryption protection required 
Reserved

	




