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* * * First Change * * * *
[bookmark: _Toc20209071][bookmark: _Toc27581319][bookmark: _Toc36113470]4.3.3.1	General
Non-3GPP access network (N3AN) node configuration information is used to control UE behaviour related to selection of either N3IWF or ePDG for accessing 5GCN or EPC respectively via non-3GPP access.
The non-3GPP access network (N3AN) node configuration information consists of:
-	Non-3GPP access network (N3AN) node selection information;
-	optionally, home ePDG identifier configuration; and
-	optionally, home N3IWF identifier configuration.
* * * Next Change * * * *
[bookmark: _Toc20209074][bookmark: _Toc27581322][bookmark: _Toc36113473]4.4.1	Precedence between URSP, ANDSP, ANDSF and RAN rules
If the UE supports both S1 mode and N1 mode:
-	the UE shall always use the ANDSP information and applicable user preferences on non-3GPP access selection, if available at the UE, for non-3GPP access node selection;
NOTE:	This includes the case when the UE is registered to the 5GCN via 3GPP access, the case when the UE is registered to the EPC via 3GPP access, and the case when the UE is not registered to any CN via 3GPP access.
-	if the UE is:
a)	registered to the 5GCN via 3GPP access and not registered to any CN via non-3GPP access; or
b)	registered to the 5GCN via 3GPP access and registered to the 5GCN via non-3GPP access,
	the UE shall apply URSP rules and applicable UE local configuration, if available at the UE, to all uplink user data;
-	if the UE is registered to the 5GCN via 3GPP access and registered to the EPC via non-3GPP access, the UE shall:
a)	use the ANDSF rules and RAN rules, if available at the UE, for uplink user data sent via the ePDG; and
b)	apply URSP rules and applicable UE local configuration, if available at the UE, to all other uplink user data;
-	if the UE is:
a)	registered to the EPC via 3GPP access and not registered to any CN via non-3GPP access; or
b)	registered to the EPC via 3GPP access and registered to the EPC via non-3GPP access,
	the UE:
a)	shall use the ANDSF rules and RAN rules, if available at the UE, for all uplink user data for which there is one or more applicable ANDSF rule or RAN rule, except for the rules and parameters related to non-3GPP access node selection; and
b)	should use the URSP rules, if available at the UE, to derive the parameters to be used in EPS as specified in subclause 4.4.2 for all uplink user data for which there is no applicable ANDSF rule or RAN rule except for the rules and parameters related to non-3GPP access node selection and there is no applicable UE local configuration; and
-	if the UE is registered to the EPC via 3GPP access and registered to the 5GCN via non-3GPP access, the UE:
a)	shall apply URSP rules and applicable UE local configuration, if available at the UE, to uplink user data sent via the N3IWF;
b)	shall use the ANDSF rules and RAN rules, if available at the UE, for all other uplink user data for which there is one or more applicable ANDSF rule or RAN rule, except for the rules and parameters related to non-3GPP access node selection; and
c)	should use the URSP rules, if available at the UE, to derive the parameters to be used in EPS as specified in subclause 4.4.2 for all uplink user data for which there is no applicable ANDSF rule or RAN rule except for the rules and parameters related to non-3GPP access node selection. and there is no applicable UE local configuration.
* * * Next Change * * * *
[bookmark: _Toc20209078][bookmark: _Toc27581326][bookmark: _Toc36113477]5.2	Encoding of UE policy part type URSP
The UE policy part type URSP contains one or more URSP rules which may be included in the UE policy part contents as defined in annex D.6.2 of 3GPP TS 24.501 [11].
If the UE policy part contents includes one or more URSP rules (i.e. the UE policy part type field is set to "URSP"), the UE policy part contents including URSP rules is encoded as shown in figures 5.2.1 to 5.2.4 and table 5.2.1.
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Figure 5.2.1: UE policy part contents including one or more URSP rules
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Figure 5.2.2: URSP rule
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Route selection descriptor 1
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Figure 5.2.3: Route selection descriptor list
	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of route selection descriptor

	octet b

octet b+1

	Precedence value of route selection descriptor
	octet b+2

	
Length of route selection descriptor contents

	octet b+3

octet b+4

	
Route selection descriptor contents
	octet b+5

octet c


Figure 5.2.4: Route selection descriptor
Table 5.2.1: UE policy part contents including a URSP rule
	Precedence value of URSP rule (octet v+2)
The precedence value of URSP rule field is used to specify the precedence of the URSP rule among all URSP rules in the URSP. This field includes the binary encoded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the URP rule is. Multiple URSP rules in the URSP shall not have the same precedence value.


	Traffic descriptor (octets v+5 to w)
The traffic descriptor field is of variable size and contains a variable number (at least one) of traffic descriptor components. Each traffic descriptor component shall be encoded as a sequence of one octet traffic descriptor component type identifier and a traffic descriptor component value field. The traffic descriptor component type identifier shall be transmitted first.


	Traffic descriptor component type identifier
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 1	Match-all type
0 0 0 0 1 0 0 0	OS Id + OS App Id type (NOTE 1)(NOTE 3)
0 0 0 1 0 0 0 0	IPv4 remote address type
0 0 1 0 0 0 0 1	IPv6 remote address/prefix length type
0 0 1 1 0 0 0 0	Protocol identifier/next header type
0 1 0 1 0 0 0 0	Single remote port type 
0 1 0 1 0 0 0 1	Remote port range type
0 1 1 0 0 0 0 0	Security parameter index type
0 1 1 1 0 0 0 0	Type of service/traffic class type
1 0 0 0 0 0 0 0	Flow label type
1 0 0 0 0 0 0 1	Destination MAC address type
1 0 0 0 0 0 1 1	802.1Q C-TAG VID type
1 0 0 0 0 1 0 0	802.1Q S-TAG VID type
1 0 0 0 0 1 0 1	802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0	802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1	Ethertype type
1 0 0 0 1 0 0 0	DNN type (NOTE 3)
1 0 0 1 0 0 0 0	Connection capabilities type (NOTE 3)
1 0 0 1 0 0 0 1	Destination FQDN
1 0 1 0 0 0 0 0	OS App Id type (NOTE 3)
All other values are spare. If received they shall be interpreted as unknown.


	For "match-all type", the traffic descriptor component shall not include the traffic descriptor component value field. The "match-all type" traffic descriptor component shall not appear more than once among all traffic descriptors of the whole URSP rules in the URSP. If the "match-all type" traffic descriptor component is included in a traffic descriptor, there shall be no traffic descriptor component with a type other than "match-all type" in the traffic descriptor.


	For "OS Id + OS App Id type", the traffic descriptor component value field shall be encoded as a sequence of a sixteen octet OS Id field, a one octet OS App Id length field, and an OS App Id field. The OS Id field shall be transmitted first. The OS Id field contains a Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [16].


	For "IPv4 remote address type", the traffic descriptor component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.


	For "IPv6 remote address/prefix length type", the traffic descriptor component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.

	

	For "protocol identifier/next header type", the traffic descriptor component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPpv6 next header.


	For "single remote port type", the traffic descriptor component value field shall be encoded as two octets which specify a port number.


	For "remote port range type", the traffic descriptor component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.


	For "security parameter index type", the traffic descriptor component value field shall be encoded as four octets which specify the IPsSec security parameter index.


	For "type of service/traffic class type", the traffic descriptor component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.


	For "flow label type", the traffic descriptor component value field shall be encoded as three octets which specify the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.


	For "destination MAC address type", the traffic descriptor component value field shall be encoded as 6 octets which specify a MAC address.


	For "802.1Q C-TAG VID type", the traffic descriptor component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.


	For "802.1Q S-TAG VID type", the traffic descriptor component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.


	For "802.1Q C-TAG PCP/DEI type", the traffic descriptor component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 2 contain the PCP and bit 1 contains the DEI.


	For "802.1Q S-TAG PCP/DEI type", the traffic descriptor component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, and the bits 4 through 2 contain the PCP and bit 1 contains the DEI.


	For "ethertype type", the traffic descriptor component value field shall be encoded as two octets which specify an ethertype.


	For "DNN type", the traffic descriptor component value field shall be encoded as a sequence of a one octet DNN length field and a DNN value field of a variable size. The DNN value contains an APN as defined in 3GPP TS 23.003 [4].


	For "connection capabilities” type, the traffic descriptor component value field shall be encoded as a sequence of one octet for number of network capabilities followed by one or more octets, each containing a connection capability identifier encoded as follows:
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 1	IMS
0 0 0 0 0 0 1 0	MMS
0 0 0 0 0 1 0 0	SUPL
0 0 0 0 1 0 0 0	Internet
All other values are spare. If received they shall be interpreted as unknown.


	For "destination FQDN" type, the traffic descriptor component value field shall be encoded as a sequence of one octet destination FQDN length field and a destination FQDN value of variable size. The destination FQDN value field shall be encoded as defined in IETF RFC 1035 [12].


	For "OS App Id type", the traffic descriptor component value field shall be encoded as a one octet OS App Id length field and an OS App Id field.


	Precedence value of route selection descriptor (octet b+2)
The precedence value of route selection descriptor field is used to specify the precedence of the route selection descriptor among all route selection descriptors in the URSP rule. This field includes the binary encoded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the route selection descriptor is.


	Route selection descriptor contents (octets b+5 to c)
The route selection descriptor contents field is of variable size and contains a variable number (at least one) of route selection descriptor components. Each route selection descriptor component shall be encoded as a sequence of a one octet route selection descriptor component type identifier and a route selection descriptor component value field. The route selection descriptor component type identifier shall be transmitted first.


	Route selection descriptor component type identifier
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 1	SSC mode type
0 0 0 0 0 0 1 0	S-NSSAI type
0 0 0 0 0 1 0 0	DNN type
0 0 0 0 1 0 0 0	PDU session type type
0 0 0 1 0 0 0 0	Preferred access type type (NOTE 2)
0 0 0 1 0 0 0 1	Multi-access preference type (NOTE 2)
1 0 0 0 0 0 0 0	Time window type
0 1 0 0 0 0 0 0	Location criteria type
0 0 1 0 0 0 0 0	Non-seamless non-3GPP offload indication type
0 1 0 0 0 0 0 0	Location criteria type
1 0 0 0 0 0 0 0	Time window type
All other values are spare. If received they shall be interpreted as unknown.


	For "SSC mode type", the route selection descriptor component value field shall be encoded as a one octet SSC mode field. The bits 8 through 4 of the octet shall be spare, and the bits 3 through 1 shall be encoded as the value part of the SSC mode information element defined in subclause 9.11.4.16 of 3GPP TS 24.501 [11]. The "SSC mode type" route selection descriptor component shall not appear more than once in the route selection descriptor.


	For "S-NSSAI type", the route selection descriptor component value field shall be encoded as a sequence of a one octet S-NSSAI length field and an S-NSSAI value field of a variable size. The S-NSSAI value shall be encoded as the value part of the S-NSSAI information element defined in subclause 9.11.2.8 of 3GPP TS 24.501 [11].


	For "DNN type", the route selection descriptor component value field shall be encoded as a sequence of a one octet DNN length field and a DNN value field of a variable size. The DNN value contains an APN as defined in 3GPP TS 23.003 [4].


	For "PDU session type type", the route selection descriptor component value field shall be encoded as a one octet PDU session type field. The bits 8 through 4 of the octet shall be spare, and the bits 3 through 1 shall be encoded as the value part of the PDU session type information element defined in subclause 9.11.4.11 of 3GPP TS 24.501 [11]. The "PDU session type type" route selection descriptor component shall not appear more than once in the route selection descriptor.


	For "preferred access type type", the route selection descriptor component value field shall be encoded as a one octet preferred access type field. The bits 8 through 3 shall be spare, and the bits 2 and 1 shall be encoded as the value part of the access type information element defined in subclause 9.11.2.10 of 3GPP TS 24.501 [11]. The "preferred access type type" route selection descriptor component shall not appear more than once in the route selection descriptor.


	For "multi-access preference type", the route selection descriptor component value field shall be of zero length. The "multi-access preference type" route selection descriptor component shall not appear more than once in the route selection descriptor. The "multi-access preference type" route selection descriptor component in the route selection descriptor indicates the multi-access preference.


	For "non-seamless non-3GPP offload indication type", the route selection descriptor component shall not include the route selection descriptor component value field. The "non-seamless non-3GPP offload indication type" route selection descriptor component shall not appear more than once in the route selection descriptor. If the "non-seamless non-3GPP offload indication type" route selection descriptor component is included in a route selection descriptor, there shall be no route selection descriptor component with a type other than "non-seamless non-3GPP offload indication type" in the route selection descriptor.

	

	For "location criteria type", the route selection descriptor component value field may contain one or more types of location area and is encoded as shown in Figure 5.2.5 and Table 5.2.2.

	

	For "time window type", the route selection descriptor component value field shall be encoded as a sequence of a Starttime field and a Stoptime field. The Starttime field is represented by the number of seconds since 00:00:00 on 1 January 1970 and is encoded as the 64-bit NTP timestamp format defined in IETF RFC 5905 [17], where binary encoding of the integer part is in the first 32 bits and binary encoding of the fraction part in the last 32 bits. The encoding of the Stoptime filed is the same as the Starttime field.

	

	For "location criteria type", the route selection descriptor component value field may contain one or more types of location area and is encoded as shown in Figure 5.2.5 and Table 5.2.2.

	

	NOTE 1:	For "OS Id + OS App Id type", the traffic descriptor component value field does not specify the OS version number or the version number of the application.
NOTE 2: 	The PCF does not include both the "preferred access type type" and the "multi-access preference type" route selection descriptor components in a single route selection descriptor. If there are both "preferred access type type" and "multi-access preference type" route selection descriptor components in a single route selection descriptor, the UE ignores the "preferred access type type" route selection descriptor component.
NOTE 3:	The W-AGF acting on behalf of the FN-RG shall interpreted the value as unknown.
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Location area 1
	octet d

octet e

	
Location area 2
	octet e+1*

octet f*

	
…
	octet f+1*

octet g*

	
Location area m
	octet g+1*

octet h*


Figure 5.2.5: Location criteria
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	Type of location area
	octet d

	
Location area contents
	octet d+1*

octet e*


Figure 5.2.6: Location area
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	Number of E-UTRA cell identities
	octet d+1

	
E-UTRA cell id 1
	octet d+2

octet d+8

	
E-UTRA cell id 2
	octet d+9

octet d+15

	
…
	octet d+16
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E-UTRA cell id n
	octet e*
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Figure 5.2.7: Location area contents {Type of location area = E-UTRA cell identities list}
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	Number of NR cell identities
	octet d+1

	
NR cell id 1
	octet d+2

octet d+9

	
NR cell id 2
	octet d+10

octet d+17

	
…
	octet d+18

octet e-1*

	
NR cell id n
	octet e*

octet e+7*


Figure 5.2.8: Location area contents {Type of location area = NR cell identities list}
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	Number of Global gNB identities
	octet d+1

	
Global gNB id 1
	octet d+2

octet d+8

	
Global gNB id 2
	octet d+9

octet d+15

	
…
	octet d+16

octet e-1*

	
Global gNB id n
	octet e*
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Figure 5.2.9: Location area contents {Type of location area = Global RAN node identities list}
Table 5.2.2: Location criteria
	Type of location area is coded as follows.
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	0
	0
	0
	0
	0
	0
	0
	1
	
	E-UTRA cell identities list

	0
	0
	0
	0
	0
	0
	1
	0
	
	NR cell identities list

	0
	0
	0
	0
	0
	0
	1
	1
	
	Global RAN node identities list

	0
	0
	0
	0
	0
	1
	0
	0
	
	TAI list

	All other values are spare.

	

	When the type of location area is "E-UTRA cell identities list", the location area contents shall be encoded as in Figure 5.2.7. Each E-UTRA cell id field is of 7 octet size and shall be encoded as specified in subclause 9.3.1.9 of 3GPP TS 38.413 [14].

	

	When the type of location area is "NR cell identities list", the location area contents shall be encoded as in Figure 5.2.8. Each NR cell id field is of 8 octet size shall be encoded as specified in subclause 9.3.1.7 of 3GPP TS 38.413 [14].

	

	When the type of location area is "Global RAN node identities list", the location area contents shall be encoded as in Figure 5.2.8. Each Global gNB id field is of 7 octet size shall be encoded as specified in subclause 9.3.1.6 of 3GPP TS 38.413 [14].

	

	When the type of location area is "TAI list", the location area contents shall be encoded as the 5GS tracking area identity list information element (starting with octect 2) defined in subclause 9.11.3.9 of 3GPP TS 24.501 [11].

	



* * * Next Change * * * *
[bookmark: _Toc20209080][bookmark: _Toc27581328][bookmark: _Toc36113479]5.3.1	General
The purpose of the ANDSP is to indicate the WLAN Selection Policy (WLANSP) and non-3GPP access network (N3AN) node configuration information related to access network discovery and selection and N3AN node selection for non-3GPP access network.
The ANDSP is encoded as shown in figures 5.3.1.1 to 5.3.1.3 and table 5.3.1.1 according to UE policy part top level format (see Annex D of 3GPP TS 24.501 [11]).
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UE policy part contents length

	octet 1

octet 2

	0
	0
	0
	0
	UE policy part type={ANDSP}
	octet 3

	Spare
	
	

	
UE policy part contents={ANDSP contents}


	octet 4


octet x


Figure 5.3.1.1: UE policy part when UE policy part type = {ANDSP}
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ANDSP info #1
	octet 4



octet a

	

ANDSP info #2
	octet a+1



octet b

	
…
	octet b+1

octet w

	

ANDSP info #n
	octet w+1



octet x


Figure 5.3.1.2: ANDSP contents
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	0
	0
	0
	0
	ANDSP Info type
	octet k

	Spare
	
	

	
Length of ANDSP info contents

	octet k+1

octet k+2

	
ANDSP info contents

	octet k+3

octet l


Figure 5.3.1.3: ANDSP Info
Table 5.3.1.1: ANDSP information format
	UE policy part type field is set to '00000010' (=ANDSP) as specified in 3GPP TS 24.501 [4] Annex D.

	

	UE policy part contents length field indicate the length of the ANDSP contents in octets.


	ANDSP contents (octets 4 to x)

	

	ANDSP contents consist of 1 or more ANDSP info (see figure 5.3.1.2).

	

	ANDSP Info type (bit 1 to 4 of octet k) shall be set according to the following:

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	Reserved

	0
	0
	0
	1
	WLANSP

	0
	0
	1
	0
	N3AN node configuration information

	All other values are reserved.

	

	Bits 8 to 5 of octet k are spare and shall be encoded as zero.

	

	Length of ANDSP info contents (octets k+1 to k+2) indicates the length of the ANDSP info contents field.

	

	ANDSP info contents (octets k+3 to l) can be WLANSP (see subclause 5.3.2) or N3AN node configuration information (see subclause 5.3.3).

	

	



* * * Next Change * * * *
[bookmark: _Toc20209081][bookmark: _Toc27581329][bookmark: _Toc36113480]5.3.2	Encoding of WLANSP
The purpose of the WLANSP field is to indicate the rules related to selection and reselection of a WLAN.
The WLANSP field is encoded as shown in figures 5.3.2.1 to 5.3.2.20 and table 5.3.2.1.
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	0
	0
	0
	0
	ANDSP Info type={WLANSP}
	octet 1

	Spare
	
	

	
Length of ANDSP info contents

	octet 2

octet 3

	

ANDSP info contents={WLANSP contents }
	octet 4



octet x


Figure 5.3.2.1: ANDSP Info = {WLANSP}
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WLANSP rule 1
	octet 4

octet u

	
WLANSP rule 2
	octet u+1*

octet v*

	
…
	octet v+1*

octet w*

	
WLANSP rule n
	octet w+1*

octet x*


Figure 5.3.2.2: WLANSP contents
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Length of WLANSP rule

	octet 4

octet 5

	
Rule identifier
	
octet 6

	
Rule priority
	
octet 7

	Roaming
	validity area ind
	3GPP loc ind
	WLAN loc ind
	Geo loc ind
	time of day ind
	0
spare
	0
spare
	
octet 8

	
Selection criteria

	octet 9

octet r

	
Validity area

	octet r+1*

octet s*

	
Time of day
	octet s+1*

octet u*


Figure 5.3.2.3: WLANSP rule
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length of selection criteria
	octet 9

octet 10

	
number of selection criteria entries
	octet 11


	
Selection criteria  entry 1
	octet 12

octet a

	
Selection criteria entry 2
	octet a+1*

octet b*

	
…
	octet b+1*

octet c*

	
Selection criteria entry n
	octet c+1*

octet r*


Figure 5.3.2.4: Selection criteria
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Length of selection criteria entry
	octet 12

octet 13

	Spare
	MaxBSSload ind
	Home network ind
	Criteria priority
	octet 14

	
Maximum BSS load value
	octet 15

octet 16

	
Selection criteria set 1
	octet 17

octet t*

	
…
	octet t+1*

octet y*

	
Selection criteria set n (n <= 5)
	octet y+1*

octet a*


Figure 5.3.2.4a: Selection criteria entry
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Length of selection criteria set
	octet 17

octet 18

	Selection criteria set type
{preferred SSID list,
preferred roaming partner list,
required protocol port tuple,
SP exclusion list,
minimum backhaul threshold}
	Number of sub entries
	octet 19

	
Sub entry 1
	octet 20

octet aa

	
…
	octet aa+1

octet bb

	
Sub entry n
	octet cc+1

octet dd


Figure 5.3.2.4b: Selection criteria set
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	Length of sub entry {set type = preferred SSID list}
	octet 20

	WLAN priority
	octet 21

	0
Spare
	HESSID ind
	SSID ind
	octet 22

	SSID length
	octet 23

	
SSID
	octet 24

octet ee*

	
HESSID
	octet ee+1*

octet ee+6*


Figure 5.3.2.4c: Selection criteria sub entry {selection criteria set type = preferred SSID list}
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	Length of sub entry {set type = preferred roaming partner list}
	octet 20

	Priority
	octet 21

	FQDN_Match length
	octet 22

	
FQDN_Match
	octet 23

octet ee*

	Country length
	octet ee+1

	
Country
	octet ee+2

octet ff*


Figure 5.3.2.4d: Selection criteria sub entry {selection criteria set type = preferred roaming partner list}
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	Length of sub entry {set type = required protocol port tuple}
	octet 20

	IP protocol
	octet 21

	Length of port number
	octet 22

	
Port number
	octet 23

octet ff


Figure 5.3.2.4e: Selection criteria sub entry {selection criteria set type = required protocol port tuple}
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	Length of sub entry {set type = SP exclusion list}
	octet 20

	
SSID
	octet 21

octet ff*


Figure 5.3.2.4f: Selection criteria sub entry {selection criteria set type = SP exclusion list}
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	Spare
	ULBI
	DLBI
	Network type
	octet 20

	
Downlink bandwidth
	octet 21

octet 24

	
Uplink bandwidth
	octet 25

octet 28


Figure 5.3.2.4g: Selection criteria sub entry {selection criteria set type = minimum backhaul threshold}
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length of validity area
	octet r+1

octet r+2

	
number of location entries
	octet r+3


	
location entry 1
	octet r+4

octet d

	
….
	octet d+1*

octet e*

	
location entry m
	octet e+1*

octet s*


Figure 5.3.2.5: Validity area
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Length of location entry
	octet r+4*
octet r+5*

	entry type {3GPP, WLAN, Geo}
	number of sub entries
	octet r+6*


	

sub entry contents
	octet r+7*



octet d*


Figure 5.3.2.6: Location entry
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Length of location entry
	octet r+4*
octet r+5*

	entry type= {3GPP location}
	number of sub entries
	octet r+6*


	
3GPP location sub entry 1
	octet r+7

octet f

	
3GPP location sub entry 2
	octet f+1*

octet g*

	
…
	octet g+1*

octet h*

	
3GPP location sub entry o
	octet h+1*

octet d*


Figure 5.3.2.7: Location entry {entry type =3GPP location}
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Length of location entry
	octet r+4*
octet r+5*

	entry type= {WLAN location }
	number of sub entries
	octet r+6*


	
WLAN location sub entry 1
	octet r+7

octet f

	
WLAN location sub entry 2
	octet f+1*

octet g*

	
…
	octet g+1*

octet h*

	
WLAN location sub entry p
	octet h+1*

octet d*


Figure 5.3.2.8: Location entry {entry type =WLAN location}
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Length of location entry
	octet r+4*
octet r+5*

	entry type= {Geo location }
	number of sub entries
	octet r+6*


	
Geo location sub entry 1
	octet r+7

octet f

	
Geo location sub entry 2
	octet f+1*

octet g*

	
…
	octet g+1*

octet h*

	
Geo location sub entry q
	octet h+1*

octet d*


Figure 5.3.2.9: Location entry {entry type =Geo location}
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Length of 3GPP location sub entry
	octet r+7

octet r+8

	
MCC digit 2
	
MCC digit 1
	
octet r+9

	
MNC digit 3
	
MCC digit 3
	
octet r+10

	
MNC digit 2
	
MNC digit 1
	
octet r+11

	
number of location fields 
	octet r+12*

	
3GPP location field 1

	octet r+13*

octet l*

	
…
	octet l+1*

octet m*

	
3GPP location field n

	octet m+1*



octet f*


Figure 5.3.2.10: Location sub entry {entry type= 3GPP location}
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Length of location sub entry
	octet r+7

octet r+8

	
number of location fields 
	octet r+9*

	
WLAN or Geo location field 1

	octet r+10*

octet l*

	
…
	octet l+1*

octet m*

	
WLAN or Geo location field n

	octet m+1*



octet f*


Figure 5.3.2.10a: Location sub entry {entry type= WLAN location or Geo location}
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	Anchor latitude
	octet r+10*
octet r+13*

	Anchor longitude
	octet r+14*
octet r+17*

	Radius
	octet r+18*
octet r+19*


Figure 5.3.2.11a: Location field {entry type= Geo location}
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Length of 3GPP location field
	octet r+13*


	
3GPP location field type 
	octet r+14


	
3GPP location field contents
	octet r+15*

octet l*


Figure 5.3.2.11b: Location field {entry type= 3GPP location}
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Length of WLAN location field
	octet r+10


	
WLAN location field type 
	octet r+11


	
WLAN location field contents
	octet r+12*

octet l*


Figure 5.3.2.11c: Location field {entry type= WLAN location}
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Length of 3GPP location field
	octet r+13*


	
field type = {TAC}
	octet r+14


	
TAC
	octet r+15


Figure 5.3.2.12: 3GPP location field {field type = TAC}
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Length of 3GPP location field
	octet r+13*


	
field type = {EUTRA CI}
	octet r+14


	
EUTRA CI
	octet r+15

octet r+16


Figure 5.3.2.13: 3GPP location field {field type = EUTRA CI}
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Length of 3GPP location field
	octet r+13*


	
field type = {NR CI}
	octet r+14


	
NR CI
	octet r+15

octet r+17


Figure 5.3.2.14: 3GPP location field {field type = NR CI}
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Length of WLAN location field
	octet r+10*


	
field type = {HESSID}
	octet r+11

	
HESSID
	octet r+12

octet r+17


Figure 5.3.2.14a: WLAN location field {field type = HESSID}
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Length of WLAN location field
	octet r+10*


	
field type = {SSID}
	octet r+11


	
SSID
	octet r+12

octet l*


Figure 5.3.2.14b: WLAN location field {field type = SSID}
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Length of WLAN location field
	octet r+10*


	
field type = {BSSID}
	octet r+11


	
BSSID
	octet r+12

octet r+17


Figure 5.3.2.14c: WLAN location field {field type = BSSID}
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Length of time of day
	octet s+1

octet s+2

	
number of time of day entries
	octet s+3


	
Time of day entry 1
	octet s+4

octet n1

	
Time of day entry 2
	octet n1+1*

octet n2*

	
…
	octet n2+1*

octet n3*

	
Time of day entry n
	octet n3+1*

octet u*


Figure 5.3.2.15: Time of day
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Length of time of day entry
	octet s+4

octet s+5

	
number of sub fields
	octet s+6*

	
ToD sub field 1
	octet s+7

octet z1

	
ToD sub field 2
	octet z1+1*

octet z2*

	
…
	octet z2+1*

octet z3*

	
ToD sub field y
	octet z3+1*

octet n1*


Figure 5.3.2.16: Time of day sub field
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Length of ToD sub field
	octet s+7*

	
ToD sub field type
	octet s+8*

	
ToD sub field contents
	octet s+9

octet f


Figure 5.3.2.17: ToD sub field
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Length of ToD sub field
	octet s+7*

	
ToD sub field type ={time start, time stop}
	octet s+8*

	
ToD sub field contents 
	octet s+9

octet f


Figure 5.3.2.18: ToD sub field {field type = "time start" or "time stop"}
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Length of ToD sub field
	octet s+7*

	
ToD sub field type ={ date start, date stop }
	octet s+8*

	
ToD sub field contents
	octet s+9

octet f


Figure 5.3.2.19: ToD sub field {field type = "date start" or "date stop"}
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Length of ToD sub field
	octet s+7*

	
ToD sub field type ={ day of week}
	octet s+8*

	1
	Mon
	Tue
	Wed
	Thu
	Fri
	Sat
	Sun
	octet s+9



Figure 5.3.2.20: ToD sub field {field type = "day of the week"}
Table 5.3.2.1: WLANSP information element
	Value part of the WLANSP information element (octets 4 to x)

	

	ANDSP Info type (bit 1 to 4 of octet 1) shall be set to "0001" (WLANSP)

	

	Bits 8 to 5 of octet 1 are spare and shall be encoded as zero.

	

	Length of WLANSP contents (octets 2 to 3)

	

	Length of WLANSP rule (octets 4 to 5)

	

	Rule Identifier (octet 6)

	

	This field contains the binary encoding of the WLANSP rule identifier

	

	Rule priority (octet 7)

	

	This field contains the binary encoding of the WLANSP rule priority

	

	Spare bits and shall be encoded as zero (bits 1 to 2 of octet 8)

	

	Time of day index (bit 3 of octet 8)

	Bit

		3
	
	

	0
	
	WLANSP rule does not include time of day information

	1
	
	WLANSP rule includes time of day information




	

	Geo location index (bit 4 of octet 8)

	Bit

		4
	
	

	0
	
	WLANSP rule does not include Geo location information

	1
	
	WLANSP rule includes Geo location information




	

	WLAN location index (bit 5 of octet 8)

	Bit

		5
	
	

	0
	
	WLANSP rule is not for WLAN location

	1
	
	WLANSP rule is for WLAN location




	

	3GPP location index (bit 6 of octet 8)

	Bit

		6
	
	

	0
	
	WLANSP rule is not for 3GPP location

	1
	
	WLANSP rule is for 3GPP location




	

	Validity area index (bit 7 of octet 8)

	Bit

		7
	
	

	0
	
	WLANSP rule is not for validity area

	1
	
	WLANSP rule is for validity area




	

	

	Roaming (bit 8 of octet 8) (NOTE 1)

	Bit

	8
	
	

	0
	
	WLANSP rule is only valid when the UE is not roaming

	1
	
	WLANSP rule is only valid when the UE is roaming

	

	Selection criteria (octets 9 to r)

	

	This field contains the binary encoding of the selection criteria for a particular WLANSP rule. 

	

	Selection criteria entry (octets 12 to a) (NOTE 2)
Length of selection criteria entry (octets 12 to 13) indicates length of subsequent fields in the selection criteria entry.

Criteria priority (bits 1-5 of octet 14): the lower value indicates the selection criteria having the higher priority among the selection criteria in the WLANSP rule.

Home network ind (bit 6 of octet 14): (NOTE 3)
Bit
6
0	all WLANs could match this selection criteria entry.
1	only the WLANs that are operated by the home operator could match this selection criteria entry.

MaxBSSload ind (bit 7 of octet 14):
Bit
7
0	maximum BSS load value (octets 15 to 16) not present
1	maximum BSS load value (octets 15 to 16) present

Maximum BSS load value (octets 15 to 16) is as the node PerProviderSubscription/<X+>/Policy/MaximumBSSLoadValue defined in Hotspot 2.0 (Release 2) Technical Specification [9].

	


	Selection criteria set (octets 17 to dd) contains the contents of a specific criteria set. In this release of specification there can be 5 types of criteria sets.

Selection criteria set type (bits 5-8 of octet 19) is coded as follows.
Bits
8 7 6 5
0 0 0 1 	preferred SSID list (NOTE 4)
0 0 1 0 	preferred roaming partner list (NOTE 5)
0 0 1 1 	required protocol port tuple
0 1 0 0 	SP exclusion list
0 1 0 1 	minimum backhaul threshold
All other values are reserved.



	Selection criteria sub entry (octets 20 to ee+6) when set type is "preferred SSID list" is coded as follows.
Length of sub entry (octet 20) indicates length of subsequent fields in the selection criteria sub entry.

WLAN priority (octet 21): the lower WLAN priority value indicates the WLAN having the higher priority among the WLANs in the preferred SSID list.

SSID ind (bit 1 of octet 22):
Bit
5
0	SSID field (octets 242 to ee) is not present.
1	SSID field (octets 242 to ee) is present.

HESSID ind (bit 2 of octet 22):
Bit
6
0	HESSID field (octets ee+1 to ee+6ff) is not present.
1	HESSID field (octet ee+1 to ee+6ff) is present.

SSID length (octet 23) indicates the length of the SSID field.
SSID field (octets 24 to ee) is an Octet String which shall have a maximum length of 32 octets (see IEEE Std 802.11 [8]).

HESSID field (octets ee+1 to ee+6) is a 6 octet MAC address that identifies the homogeneous ESS (see IEEE Std 802.11 [8]).



	Selection criteria sub entry (octets 20 to ff) when set type is "preferred roaming partner list" is coded as follows.
Length of sub entry (octet 20) indicates length of subsequent fields in the selection criteria sub entry.

Priority (octet 21): the lower priority value indicates the higher priority in the preferred roaming partner list.

FQDN_Match length (octet 22) indicates the length of the FQDN_Match field.
FQDN_Match field (octets 23 to ee) is as the node PerProviderSubscription/<X+>/Policy/PreferredRoamingPartnerList/<X+>/FQDN_Match defined in Hotspot 2.0 (Release 2) Technical Specification [9].

Country length (octet ee+1) indicates the length of the country field.
Country field (octets ee+2 to ff) is as the node PerProviderSubscription/<X+>/Policy/PreferredRoamingPartnerList/<X+>/Country defined in Hotspot 2.0 (Release 2) Technical Specification [9].


Selection criteria sub entry (octets 20 to ff) when set type is "required protocol port tuple" is coded as follows.
Length of sub entry (octet 20) indicates length of subsequent fields in the selection criteria sub entry.

IP protocol field (octet 21) shall be present in the sub entry and refers to IP protocol field in IPv4 packets or the next header field in IPv6 packets. It is required by operator-supported application(s) on UE as specified in Hotspot 2.0 (Release 2) Technical Specification [9].

Length of port number (octet 22) indicates the length of port number field.
Port number field (octets 23 to ff) is as the node PerProviderSubscription/<X+>/Policy/RequiredProtoPortTuple/<X+>/PortNumber defined in Hotspot 2.0 (Release 2) Technical Specification [9].



	Selection criteria sub entry (octets 20 to ff) when set type is "SP exclusion list" is coded as follows.
Length of sub entry (octet 20) indicates length of subsequent fields in the selection criteria sub entry, i.e. the length of SSID field.

SSID field (octets 21 to ff) is as the node PerProviderSubscription/<X+>/Policy/SPExclusionList/<X+>SSID defined in Hotspot 2.0 (Release 2) Technical Specification [9].



	Selection criteria sub entry (octets 20 to 28) when set type is "minimum backhaul threshold" is coded as follows.

Network type (bit 1-2 of octet 20) is coded as follows according to the definition of the node PerProviderSubscription/<X+>/Policy/MinBackhaulThreshold/<X+>/NetworkType in Hotspot 2.0 (Release 2) Technical Specification [9].
Bits
2 1
0 0 	home
0 1 	roaming
All other values are reserved.

DLBI (bit 3 of octet 20):
Bit
3
0	Downlink bandwidth field (octets 21 to 24) is not present.
1	Downlink bandwidth field (octets 21 to 24) is present.

ULBI (bit 4 of octet 20):
Bit
4
0	Uplink bandwidth field (octets 25 to 28) is not present.
1	Uplink bandwidth field (octets 25 to 28) is present.


	Downlink bandwidth field (octets 21 to 24) is as the node PerProviderSubscription/<X+>/Policy/MinBackhaulThreshold/<X+>/DLBandwidth defined in Hotspot 2.0 (Release 2) Technical Specification [9].

Uplink bandwidth field (octets 25 to 28) is as the node PerProviderSubscription/<X+>/Policy/MinBackhaulThreshold/<X+>/ULBandwidth defined in Hotspot 2.0 (Release 2) Technical Specification [9].


	Validity area (octets r+1 to s)

	

	This field contains the binary encoding of the validity area for a particular WLANSP rule. 

	

	Time of day (octets s+1 to u)

	

	This field contains the binary encoding of the time of day condition for a particular WLANSP rule. 

	

	Length of 3GPP location sub entry (octets r+7 to r+8)

	

	This field contains the length of the location entry when the WLANSP rule is for validtitdy area of a 3GPP location.

	

	MCC, Mobile country code (octet r+9, and bits 4 to 1 of octet r+10)

	

	The MCC field is coded as in ITU-T Recommendation E.212 [10], annex A.

	

	MNC, Mobile network code (bits 8 to 5 of octet r+10, and octet r+11)

	

	The encoding of this field is the responsibility of each administration but BCD encoding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator may decide to use only two digits in the MNC over the radio interface, MNC digit 3 shall be encoded as "1111".

	

	When the location entry type is "geo location", the location field in this entry has fixed length as shown in figure 5.3.2.11a.
Anchor latitude (octets r+10 to r+13) is defined in subclause 6.1 of 3GPP TS 23.032 [7].
Anchor longitude (octets r+14 to r+17) is defined in subclause 6.1 of 3GPP TS 23.032 [7].
Radius (octets r+18 to r+19) is given in meters and is defined in subclause 6.6 of 3GPP TS 23.032 [7].

	

	Location field type (octet r+14) when entry type is 3GPP location, or
Location field type (octet r+11) when entry type is WLAN location.
This field indicates the type of location field.

Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 1	TAC
0 0 0 0 0 0 1 0	EUTRA CI
0 0 0 0 0 1 0 0	NR CI
1 0 0 0 0 0 0 1	HESSID
1 0 0 0 0 0 1 0	SSID
1 0 0 0 0 1 0 0	BSSID
All other values are reserved.

	

	When 3GPP location field type is set to "TAC", the TAC field is as defined in 3GPP TS 23.003 [4].

When 3GPP location field type is set to "EUTRA CI", the EUTRA CI field is set to the cell identity part of the Evolved Cell Global Identifier, as described in 3GPP TS 36.331 [6].

When 3GPP location field type is set to "NR CI", the NR CI field is set to the NR cell identity part of the NR Cell Global Identifier as defined in 3GPP TS 38.413 [14].

When WLAN location field type is set to "HESSID", the HESSID field is set to a 6 octet MAC address that identifies the homogeneous ESS (see IEEE Std 802.11 [8]).

When WLAN location field type is set to "SSID", the SSID field is set to an Octet String which shall have a maximum length of 32 octets (see IEEE Std 802.11 [8]).

When WLAN location field type is set to "BSSID", the BSSID field is set to an Octet String which shall be 6 octets long (see IEEE Std 802.11 [8]).


	

	ToD sub field type ={time start, time stop, date start, date stop, day of week} (octet s+8)

Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 1	time start
0 0 0 0 0 0 1 0	time stop
0 0 0 0 0 1 0 0	date start
0 0 0 0 1 0 0 0	date stop
0 0 0 1 0 0 0 0	day of the week
All other values are reserved.

when field type is set to "time start" or "time stop", the value of this ToD sub field contents is time of the day represented in string format, as defined in ISO 8601:2004 [13]

When field type is set to "date start" or "date stop", the value of this ToD sub field contents is a date represented in string format, as defined in ISO 8601:2004 [13].

When field type is set to "day of the week", the value of this ToD sub field contents is an 8-bit integer formatted as a bitmap representing days of the week. The most significant bit is set to one. The remaining bits represent days of the week.

	

	NOTE 1:	The value of roaming is valid only if the WLANSP rule is provided by the H-PCF.
NOTE 2:	The group of selection criteria as described in subclause 4.3.2.1 is encoded as selection criteria entry.
NOTE 3:	The home network indication shall not be set by V-PCF.
NOTE 4:	If the home network indication bit is set to "1", the preferred SSID list shall not be present.
NOTE 5:	If the home network indication bit is set to "1", the preferred roaming partner list shall not be present. The preferred roaming partner list is provided by H-PCF only.



* * * Next Change * * * *
[bookmark: _Toc20209083][bookmark: _Toc27581331][bookmark: _Toc36113482]5.3.3.1	General
The purpose of the N3AN node configuration information is to indicate the non-3GPP access network (N3AN) node configuration information to the UE for selection of either N3IWF or ePDG for accessing 5GCN or EPC respectively via non-3GPP access.
The N3AN node configuration information is encoded as shown in figure 5.3.3.1.1, table 5.3.3.1.1, figure 5.3.3.1.2, table 5.3.3.1.2.

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	ANDSP Info type={N3AN-node-configuration-information}
	octet x

	Spare
	
	

	
Length of ANDSP info contents

	octet x+1

octet x+2

	
ANDSP info contents={Content of N3AN node configuration information contents}
	octet x+3

octet z


Figure 5.3.3.1.1: ANDSP info containing N3AN node configuration information, where x=k
Table 5.3.3.1.1: N3AN node configuration information
	ANDSP Info type (bit 1 to 4 of octet x) shall be set to "0010" (N3AN node configuration information)

	

	Bits 8 to 5 of octet x1 are spare and shall be encoded as zero.

	

	Length of N3AN node configuration informationANDSP info contents (octets x+1 to x+2)

	

	



	8
	7
	6
	5
	4
	3
	2
	1
	

	
Length of N3AN node selection information
	octet x+3
octet x+4

	
Content of N3AN node selection information

	octet x+5

octet v

	N3AN node configuration information type
(type = home N3IWF identifier configuration)
	octet v+1

	
Length of home N3IWF identifier configuration 
	octet v+2
octet v+3

	
Content of home N3IWF identifier configuration

	octet v+4

octet w

	N3AN node configuration information type
(type = home ePDG identifier configuration)
	octet w+1

	
Length of home ePDG identifier configuration 
	octet w+2
octet w+3

	
Content of home ePDG identifier configuration

	octet w+4

octet z


Figure 5.3.3.1.2: Content of N3AN node configuration information contents
Table 5.3.3.1.2: Content of N3AN node configuration information
	N3AN node configuration information type is coded as follows.

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Home N3IWF identifier configuration

	0
	0
	0
	0
	0
	0
	1
	0
	
	Home ePDG identifier configuration

	All other values are reserved.

	

	N3AN node selection information field (octet x+5 to v) shall be present and the content is as encoded in subclause 5.3.3.2.

	

	Home N3IWF identifier configuration field (octet v+1 to w) may be present and the content is as encoded in subclause 5.3.3.3.

	

	Home ePDG identifier configuration field (octet w+1 to z) may be present and the content is is as encoded in subclause 5.3.3.4.

	



* * * Next Change * * * *
[bookmark: _Toc20209084][bookmark: _Toc27581332][bookmark: _Toc36113483]5.3.3.2	N3AN node selection information
The content of N3AN node selection information contains a sequence of the N3AN node selection information entries. Each N3AN node selection information entry contains a PLMN ID and information for the PLMN ID. The content of N3AN node selection information contains at least an N3AN node selection information entry with information for the HPLMN and an N3AN node selection information entry for any PLMN.
The content is encoded according to figure 5.3.3.2.1, figure 5.3.3.2.2 and table 5.3.3.2.1.
	8
	7
	6
	5
	4
	3
	2
	1
	

	
N3AN node selection information entry 1
	octet x+5

	
	
octet y

	
N3AN node selection information entry 2
	octet y+1

octet t

	
…

	

	
N3AN node selection information entry n

	octet u

octet v


Figure 5.3.3.2.1: Content of N3AN node selection information
	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of N3AN node selection information entry
	octet x+5

	MCC digit 2
	MCC digit 1
	octet x+6

	MNC digit 3
	MCC digit 3
	octet x+7

	MNC digit 2
	MNC digit 1
	octet x+8

	FQDN format
	Preference
	Priority
	
octet x+9


Figure 5.3.3.2.2: N3AN node selection information entry
Table 5.3.3.2.1: N3AN node selection information
	Length of N3AN node selection information entry (octet x+5) contains length of subsequent fields in the N3AN node selection information entry.


	PLMN ID (octet x+6 to x+78) field shall be set to zero if it indicates "any PLMN". Otherwise,

	

	MCC, Mobile country code (octet x+6, and bits 45 to 1 of octet x+7)

	The MCC field is encoded as in ITU-T Recommendation E.212 [10], annex A.

	

	MNC, Mobile network code (bits 8 to 5 of octet x+7, and octet x+8)

	The encoding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be encoded as "1111".

	

	Priority (bits 5 to 1 of octet x+9) indicates the preference order given to N3AN nodes of a PLMN. The lower value indicates higher priority. If the PLMN is the UE's HPLMN or the PLMN ID indicates "any PLMN", this priority filed shall be ignored.

	

	Preference (bit 6 of octet x+9) indicates which N3AN node type is preferred in this PLMN and is encoded as follows.

	6
	

	0
	N3IWF is preferred

	1
	ePDG is preferred

	

	FQDN format (bits 8 to 7 of octet x+9) indicates format to be used when the FQDN is constructed by the UE. This field is encoded as follows.

	8
	7
	

	0
	0
	Operator identifier based ePDG FQDN format or operator identifier based N3IWF FQDN.

	
	
	

	0
	1
	Tracking/location area identity based ePDG FQDN format or tracking area identity based N3IWF FQDN format.

	All other values are reserved.

	



* * * End of Changes * * * *
