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1
Introduction
C1-202379 (revised to C1-203513) was discussed in the last meeting. We believe that the CR did not receive enough attention.

2
Discussion

2.1
Benefit of the current behaviour?

To us the benefit of the current behaviour (sending the SECURITY MODE REJECT message as a response to the SECURITY MODE COMMAND message failing integrity protection check) is not clear because the use case in which a legit network sends a SECURITY MODE COMMAND message failing integrity check.

2.2
Attacks towards the UE based on the current specification
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In the above scenario, exchange of SECURITY MODE COMMAND and SECURITY MODE REJECT messages can be repeated as many times as necessary to lead to NAS COUNT mismatch. Such an attack is also pointed out in [1].
3
Conclusion

CT1 is invited to clarify the benefit of the current behaviour and discuss the security vulnerability addressed in [1].
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