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	Reason for change:
	SA2 agreed TS 23.501 CR#2274 in SA2#138-e meeting that Pending NSSAI IE may contain both serving PLMN and HPLMN S-NSSAI values in case roaming, quote “The S-NSSAIs which map to S-NSSAIs of the HPLMN subject to for which Network Slice-Specific Authentication and Authorization needs to be performed shall be included in the list of Pending S-NSSAIs. The Pending NSSAI may contain a mapping of the S-NSSAI(s) for the Serving PLMN to the HPLMN S-NSSAIs, if applicable. The UE shall not attempt re-registration with those S-NSSAIs included in the list of Pending S-NSSAIs, regardless of Access Type, until the Network Slice-Specific Authentication and Authorization procedure has been completed.”

In current 24.501 version it is stated as follows for the S-NSSAI IE:
If this IE is included during the network slice-specific authentication and authorization procedure, this field contains the 8 bit SST value of an S-NSSAI in the S-NSSAI(s) of the HPLMN
The S-NSSAI IE is used both for Pending NSSAI IEI in the REGISTRATION ACCEPT message and the S-NSSAI IEI in the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message but the above excerpt is only applicable to the later. A clarification is needed.


	
	

	Summary of change:
	[bookmark: _GoBack]S-NSSAI IE contains the 8 bit SST value of an S-NSSAI in the S-NSSAI(s) of the HPLMN if included in the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message. Otherwise, the S-NSSAI IE contains serving PLMN S-NSSAI values and mapped S-NSSAI values, if applicable.
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*** Next change ***

[bookmark: _Toc20233209][bookmark: _Toc27747333][bookmark: _Toc36213524][bookmark: _Toc36657701]9.11.2.8	S-NSSAI
The purpose of the S-NSSAI information element is to identify a network slice.
The S-NSSAI information element is coded as shown in figure 9.11.2.8.1 and table 9.11.2.8.1.
The S-NSSAI is a type 4 information element with a minimum length of 3 octets and a maximum length of 10 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	S-NSSAI IEI
	octet 1

	Length of S-NSSAI contents
	octet 2

	SST
	octet 3

	
SD

	octet 4*

octet 6*

	Mapped HPLMN SST
	octet 7*

	
Mapped HPLMN SD
	octet 8*

octet 10*


Figure 9.11.2.8.1: S-NSSAI information element
Table 9.11.2.8.1: S-NSSAI information element
	Length of S-NSSAI contents (octet 2)

	

	This field indicates the length of the included S-NSSAI contents, and it can have the following values. Depending on the value of the length field the following S-NSSAI contents are included:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	1
	SST

	0
	0
	0
	0
	0
	0
	1
	0
	SST and mapped HPLMN SST

	0
	0
	0
	0
	0
	1
	0
	0
	SST and SD

	0
	0
	0
	0
	0
	1
	0
	1
	SST, SD and mapped HPLMN SST

	0
	0
	0
	0
	1
	0
	0
	0
	SST, SD, mapped HPLMN SST and mapped HPLMN SD

	All other values are reserved.


	Slice/service type (SST) (octet 3)

	
This field contains the 8 bit SST value. The coding of the SST value part is defined in 3GPP TS 23.003 [4]. If this IE is included in the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message during the network slice-specific authentication and authorization procedure, this field contains the 8 bit SST value of an S-NSSAI in the S-NSSAI(s) of the HPLMN.


	Slice differentiator (SD) (octet 4 to octet 6)

This field contains the 24 bit SD value. The coding of the SD value part is defined in 3GPP TS 23.003 [4]. If this IE is included in the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message during the network slice-specific authentication and authorization procedure, this field contains the 24 bit SD value of an S-NSSAI in the S-NSSAI(s) of the HPLMN.


	If the SST encoded in octet 3 is not associated with a valid SD value, and the sender needs to include a mapped HPLMN SST (octet 7) and a mapped HPLMN SD (octets 8 to 10), then the sender shall set the SD value (octets 4 to 6) to "no SD value associated with the SST".

	

	mapped HPLMN Slice/service type (SST) (octet 7)

	
This field contains the 8 bit SST value of an S-NSSAI in the S-NSSAI(s) of the HPLMN to which the SST value is mapped. The coding of the SST value part is defined in 3GPP TS 23.003 [4].


	mapped HPLMN Slice differentiator (SD) (octet 8 to octet 10)

This field contains the 24 bit SD value of an S-NSSAI in the S-NSSAI(s) of the HPLMN to which the SD value is mapped. The coding of the SD value part is defined in 3GPP TS 23.003 [4].


	NOTE 1:	Octet 3 shall always be included.
NOTE 2:	If the octet 4 is included, then octet 5 and octet 6 shall be included.
NOTE 3:	If the octet 7 is included, then octets 8, 9, and 10 may be included.
NOTE 4:	If the octet 8 is included, then octet 9 and octet 10 shall be included.
NOTE 5: 	If only HPLMN S-NSSAI is included, then octets 7 to 10 shall not be included.
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