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2. Reason for Change

Subclause 5.3.1 contains the following editor's note:
Editor's note: security of PMF protocol is FFS which depends on requirements from SA3.
Assuming SA3 approves LS draft_S3-201069_r2 in the email approval after the SA3#99-e e-meeting, the editor's note can be resolved according to the SA3 LS.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.193.
***** change *****
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5.3.1
General

Performance measurement function protocol (PMFP) procedures are performed between a performance measurement function (PMF) in a UE and a PMF in the UPF.
The following UE-initiated PMFP procedures are specified:

a)
UE-initiated RTT measurement procedure; and

b)
access availability or unavailability report procedure.

The following UPF-initiated PMFP procedures are specified:

a)
UPF-initiated RTT measurement procedure.

The UE-initiated PMFP procedures and the UPF-initiated PMFP procedures can be performed in an MA PDU session only when the measurement assistance information is provided to the UE during establishment of the MA PDU session.

PMFP messages are transported in an IP packet or an Ethernet frame according to clause 5.3.2.

PMFP messages transported between the UE and the UPF (and vice versa) are protected using the UP security mechanisms specified in 3GPP TS 33.501 [r33501]. A PMFP-specific security mechanism is not specified.
NOTE:
Even though transport of PMFP messages between the UE and the UPF is protected, a compromised UE can send false or incorrect PMFP messages.
PMFP is a standard L3 protocol according to 3GPP TS 24.007 [13], PMFP messages are standard L3 messages according to 3GPP TS 24.007 [13] and error behaviour specified for L3 protocol in according to 3GPP TS 24.007 [13] applies for PMFP.
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