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## 21.1 General

This clause defines procedures for communication between MCData message store client and MCData message store function as specified in subclause 7.13.3 of 3GPP TS 23.282[2]. The communication between the MCData message store client and MCData message store function shall use HTTP over TLS as specified in annex A of 3GPP TS 24.482 [24].

The MCData message store function shall act as an HTTP server as defined in annex A of 3GPP TS 24.482 [24].

The HTTP client shall include the MCData access token (with the “Bearer” authentication scheme) in the Authorization header field of an HTTP request as specified in 3GPP TS 24.482 [24].

The HTTP server shall validate the MCData access token as specified in 3GPP TS 24.482 [24].

NOTE 1: MCData ID which is the identity of the MCData user is part of MCData access token as specified in 3GPP TS 24.482 [24].

Editor's note: How the user is identified in communication between the MCData Server and MCData message store function (MCData-8) is FFS.

The interface between MCData message store client and MCData message store function (i.e. MCData-7) as well as the interface between MCData server and MCData message store function (i.e. MCData-8) shall be based on the RESTful API as specified in OMA-TS-REST\_NetAPI\_NMS-V1\_0-20190528-C [66].

NOTE 2: Procedures defined for communication between the MCData message store client and MCData message store function in the following sections reference subclause 6 “Detailed specification of the resources” of OMA-TS-REST\_NetAPI\_NMS-V1\_0-20190528-C [66]. Additional information related to RESTful resources, data types and sequence diagrams are found in subclause 5 and JSON examples in appendix D of OMA-TS-REST\_NetAPI\_NMS-V1\_0-20190528-C [66].

Editor's note: The UE needs to know the Hostname of the MCData Message Store for sending it the RESTful operations as specified in subclauses of 21.2. How would the UE learn about (or configured with) the MCData message store Hostename is FFS.

 \* \* \* \* \* \* \* NEXT CHANGE \* \* \* \* \* \* \*

### 21.2.11 Folder search procedure

#### 21.2.11.1 Message store client procedures

To search for information about a selected set of folder(s) in the message store, the message store client, acting as an HTTP client shall follow the procedure described in subclause 6.16 of OMA-TS-REST\_NetAPI\_NMS-V1\_0-20190528-C [66] with following clarification:

1) shall generate an HTTP POST request as specified in subclause 6.16.5 of OMA-TS-REST\_NetAPI\_NMS-V1\_0-20190528-C [66] with following clarifications:

a) shall set the Host header field to a hostname identifying the message store function;

b) shall include a valid MCData access token in the HTTP Authorization header; and

c) shall send the HTTP POST request, which may include a SelectionCriteria, towards the message store function.

Upon receipt of a HTTP response, the message store client should follow the procedure as described in subclause 6.16.2 of OMA-TS-REST\_NetAPI\_NMS-V1\_0-20190528-C [66].

#### 21.2.11.2 Message store function procedures

Upon receipt of the HTTP POST request from the client, as per subclause 21.2.11.1, the message store function acting as an HTTP server:

1) shall validate the MCData access token (with "Bearer" authentication scheme) received in the Authorization header of the request as specified in 3GPP TS 24.482 [24] and if validation is successful then

2) shall process the HTTP POST request by following the procedures described in subclause 6.16.5 of OMA-TS-REST\_NetAPI\_NMS-V1\_0-20190528-C [66]; and

3) shall generate and send a HTTP response, containing the folders matching the SelectionCriteria, towards the message store client.

 \* \* \* \* \* \* \* NEXT CHANGE \* \* \* \* \* \* \*

### 21.2.9 void