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1. Introduction
This p-CR defines the use of dynamic MBMS bearers procedure for 3GPP TS 24.548.
2. Reason for Change
The specification needs to define the stage 3 details of the use of dynamic MBMS bearers procedure defined in 3GPP TS 23.434 clause 14.3.4.3.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.548 v1.0.0.
* * * First Change * * * *
6.2.3.X
Use of dynamic MBMS bearers procedure
 6.2.3.X.1
VAL server procedure
If the VAL server uses a unicast bearer for communication with the UE on the DL at the start of the group communication session, in order to trigger to use an MBMS bearer in EPS for the DL VAL service communication, the VAL server shall send an MBMS bearer request message as described in clause 6.2.3.2.1 towards the SNRM-S.
* * * Next Change * * * *
6.2.3.X.2
Server procedure

Upon receiving an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info +xml"; and

b)
an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with a <request> element in the <mbms-info> root element;

the SNRM-S:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP POST request is not authorized to request mbms resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and

2)
shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [12] "POST Handling"; and

b)
shall determine to activate MBMS bearer, and then send an MBMS bearer announcement message as described in clause 6.2.3.2.2 towards the SNRM-C.
Upon receiving an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and

b)
an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status-report> element;

the SNRM-S:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP POST request is not authorized to report mbms listening status, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and

2)
shall support handling an HTTP POST request from a SNRM-C according to procedures specified in IETF RFC 4825 [12] "POST Handling"; and
b)
shall send an MBMS bearers response message as decribed in clause 6.2.3.2.2 towards the VAL server.
* * * Next Change * * * *
6.2.3.X.3
Client procedure

Upon receiving an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and

b)
an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with one or more <announcement> element(s);

the NRM-C:

a)
shall store the content of the <anouncement> elements and starts monitoring data over MBMS associated with the TMGI, while in the service area associated with the TMGI; and
b)
if the VAL UE detects that it is able to receive data over MBMS associated with the TMGI, shall send an MBMS bearer listening status report as described in clause 6.2.3.2.3 towards the SNRM-S.
* * * End of Change * * * *

