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1.
Introduction
In incoming LS C1-202045/R2-2002417, RAN2 brought up for discussion to the use and applicability of Operator-defined access categories for access control of PNI-NPN UEs. This discussion paper considers such, if any, applicability of ODAC (Operator Defined Access Categories) as it is current defined.
2.
Discussions and analysis

Currently, when the RAN face or anticipate congestion, RAN can manipulate the barring factors for different Access Categories. To further differentiation (or tuning) of such access attempts, UAC (Unified Access Control) have by design provided the PLMN Operator means to fine tune by use of ODAC.
Such "tuning" is achieved by indicating certain access category criteria type …within the ODAC to the UE – in 24.501 (subclause 4.5.3) this is documented as 
c)
criteria consisting of one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:

1)
DNN;

2)
5QI

3)
OS Id + OS App Id of application triggering the access attempt; or

4)
S-NSSAI; and
So what is presently given in 24.501, allows an Operator to use slice identity to link to a specific Access Category (i.e Access Categories from 32 to 63). 
As it is known, Slice relates to service. For instance an Operator can assign for Mission Critical services a slice or even a number of slices. Similarly to support enterprise networks or NPNs, Operators can set aside a slice to provide services for those NPNs. Figure 1, illustrates this single slice per service.
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Figure 1
Also illustrated in Figure 1, each NPN, there can be more than one CAG_ID, and different NPN that serve different vertical markets have different sets of CAG_IDs. But as each Enterprise has its dedicated slice, each of these NPNs can be UAC by each having an ODAC. But that does not allow for ODAC differentiating access categories between different CAG IDs of one same NPN.
Observation 1:
By allowing S-NSSAI as criteria within ODAC, UAC can be utilized for NPNs where each enterprise/NPN has its individual slice
Observation 2:
There are 32 ODAC in the system, so only 32 different access categorisation is possible if slice(s) is used for UAC purposes
However, there is nothing to stop Operators deploying just one slice for all NPN of service, i.e all Enterprise networks will be linked to a single slice. See Figure 2.
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Figure 2

In such a scenario, using slice (S_NSSAI) with an ODAC cannot provide differentiation and allow UAC. 
Observation 3:
If a single slice is meant to support more than one Enterprise or NPN, then using S-NSSAI within ODAC cannot allow different UAC to each of those NPNs
A further gap we see in just using S-NSSAI for ODAC for access categorization to achieve UAC for NPN is as follows.

An enterprise network that is allowed/allocated/setup a number of CAG IDs could well wish to give priorities access for services in times of congestion to different users of that NPN. Consider there is an enterprise network for a hospital and 5 CAG IDs (CAG1, CAG2, CAG3, CAG 4, CAG 5) are allocated for this hospital NPN. All 5 CAG IDs are indicated in the SIBs of all cells in that hospital environment. To differentiate between different priority users of those CAGs, the ACL (Allowed CAG List) of frontline medical personal such as doctors in emergency units and ICU nurses are populated with CAG 1 to CAG5. But for those hospital ancillary staff e.g. kitchen staff, their ACL has only CAG4 and CAG5.
A crisis situation now arise and the hospital is now swamped and congestion will occur for that NPN. In such crisis and congestion scenarios, it would be necessary to perform access control and increase the barring factors of CAG 4 and CAG 5 thus limiting access to the NPN network for ancillary staff while the doctors and frontline medical staff can still access the NPN. When such UAC control is desired for such differentiation of CAG IDs, current ODAC cannot achieve this, and this is regardless if one slice or multiple slices are used to support Enterprise services.

Observation 4:
In deployment scenarios where within on NPN, separate NPN UEs (enterprise users) assigned different CAG IDs (in their Allowed CAG List) of that one NPN, there is presently no way to apply different access control / UAC to those different NPN UEs.
3.
Conclusions & Proposals

We conclude that the use of S-NSSAI as access criteria of ODAC for UAC of PNI-NPN users/UEs has limitations. Such limitations are that each NPN should have its own slice (or slices) matching to individual NPNs should UAC need to be applied to each NPN separately.
We further conclude even if individual slices are allocated to individual NPN networks, there is presently no way to differentiation different access control for different CAG IDs of those NPN UEs.

From the discussion and analysis above, we believe that having CAG ID as another access category criteria type of ODAC will improve and allow for better access control differentiation of NPNs and different users of the NPN.
We propose that CAG IDs be introduced as another access category criteria type of ODAC. If this is acceptable to CT1, this inclusion of CAG IDs to ODAC should be indicated in CT1's reply to RAN2's LS C1-202045/R2-2002417 and OPPO will take an action to bring the necessary CR to next CT1#124.
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