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1. Introduction

CT1 has discussed the inclusion of pending S-NSSAI(s) in the requested NSSAI during the registration procedure but not reached consensus and henced captured as a work task within the exception sheet of eNS work.

This paper attempts to analyse and evaluate the possible alternatives for this topic and propose the way in CT1.

2. Discussion

2.1 Current stage 2 requirements
Once the Network Slice-Specific Authentication and Authorization (NSSAA) was initiated and undergoing, SA2 has specified the followting handling in TS 23.501 sub 5.15.5.2.1:
"The S-NSSAIs for which Network Slice-Specific Authentication and Authorization needs to be performed shall be included in the list of Pending S-NSSAIs. The UE shall not attempt re-registration with those S-NSSAIs included in the list of Pending S-NSSAIs, regardless of Access Type, until the Network Slice-Specific Authentication and Authorization procedure has been completed.
If:

-
all the S-NSSAI(s) in the Requested NSSAI are still to be subject to Network Slice-Specific Authentication and Authorization; or

-
no Requested NSSAI was provided or none of the S-NSSAIs in the Requested NSSAI matches any of the Subscribed S-NSSAIs, and all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs are to be subject to Network Slice-Specific Authentication and Authorization;

the AMF shall provide an empty Allowed NSSAI to the UE in the Registration Accept message. Upon receiving an empty Allowed NSSAI, the UE is registered in the PLMN but shall wait for the completion of the Network Slice-Specific Authentication and Authorization without attempting to use any service provided by the PLMN except emergency services (the AMF assigns the Tracking Areas of the Registration Area as a Non-Allowed Area)."
In TS 23.502 sub 4.2.2.2.2, similar above text was spcified.

Based on above yellow text, we could have:
Observation #1: As per current stage 2 requirements, the UE shall not include the pending S-NSSAI(s) in the requested NSSAI in the subsequent registration request, regardless of Access Type, until the ongoing NSSAA procedure was completed.

Observation #2: As per current stage 2 requirements, the UE shall not use any services (except emergency services) from the slice(s) identified by the pending S-NSSAI(s) even the UE can register to the network.

2.2 How is the pending NSSAI created by the network?

As per current stage 3 implementation, there are two cases related to pending NSSAI creation for NSSAA procedure:

Case #1: Requested NSSAI IE included and at least one S-NSSAI(s) included in the Requested NSSAI IE is allowed;
Case #2: No Requested NSSAI IE or none of the S-NSSAIs in the requested NSSAI are allowed.

For Case #1, in TS 24.501 general sub 4.6.1, it specified as:
"When the network slice-specific authentication and authorization procedure is to be initiated for one or more S-NSSAIs in the requested NSSAI, these S-NSSAI(s) will be included in the pending NSSAI. When the network slice-specific authentication and authorization procedure is completed for an S-NSSAI that has been in the pending NSSAI, the S-NSSAI will be moved to the allowed NSSAI or rejected NSSAI depending on the outcome of the procedure and communicated to the UE. The pending NSSAI is managed regardless of access type i.e. the pending NSSAI is applicable to both 3GPP access and non-3GPP access even if sent over only one of the accesses.".
Then in TS 24.501 procedural sub 5.5.1.2.4, it further specified as:
"If the UE indicated the support for network slice-specific authentication and authorization, and:

a)
if the Requested NSSAI IE only includes the S-NSSAI(s): 

…
the AMF shall in the REGISTRATION ACCEPT message include: 

…
2)
pending NSSAI containing one or more S-NSSAIs for which network slice-specific authentication and authorization will be performed; or

b)
if the Requested NSSAI IE includes one or more S-NSSAIs subject to network slice-specific authentication and authorization, the AMF shall in the REGISTRATION ACCEPT message include:

…
3)
pending NSSAI containing one or more S-NSSAIs for which network slice-specific authentication and authorization will be performed, if any."
Based on above yellow text, for Case #1, we could have:

Observation #3: If at least one S-NSSAI(s) included in the Requested NSSAI IE is allowed, the pending NSSAI was only created from the requested NSSAI provided by the UE.

For Case #2, in TS 24.501 procedural sub 5.5.1.2.4, it specified as:
"If the UE indicated the support for network slice-specific authentication and authorization, and if:

a)
the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are allowed ; and 
b)
all subscribed S-NSSAIs marked as default are subject to network slice-specific authentication and authorization;

the AMF shall in the REGISTRATION ACCEPT message include:

…
b)
pending NSSAI containing one or more subscribed S-NSSAIs marked as default for which network slice-specific authentication and authorization will be performed.
If the UE indicated the support for network slice-specific authentication and authorization, and if:

a)
the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are allowed; and
b)
one or more subscribed S-NSSAIs marked as default are not subject to network slice-specific authentication and authorization;

the AMF shall in the REGISTRATION ACCEPT message include:

a)
pending NSSAI containing one or more subscribed S-NSSAIs marked as default which are subject to network slice-specific authentication and authorization, if any; and"
Based on above yellow text, for Case #2, we could have:

Observation #4: If the Requested NSSAI IE is not included or none of the S-NSSAIs in the requested NSSAI are allowed, then the pending NSSAI was only created from the subscribed S-NSSAIs marked as default, i.e. not from the UE.

2.3 How is the pending NSSAI stored at the UE?

As per current specified in TS 24.501, the pending NSSAI can only be provided in the REGISTRATION ACCEPT message during the registration procedure. Then the UE will store it as specified in TS 24.501 sub 4.6.2.2:
"d)
When the UE receives one or more S-NSSAIs included in pending NSSAI in the REGISTRATION ACCEPT message, the UE shall store one or more S-NSSAIs for the pending NSSAI.".
So the UE will just add the new received pending S-NSSAI(s) into the existing stored pending NSSAI, if not already in the stored pending S-NNSAI, i.e. the UE will not replace the existing stored pending NSSAI with the new received ones.
The above adding-on handling for the pending NSSAI storage could work well due to:

(1) Once the NSSAA procedure was completed, the pending S-NSSAI(s) will be either move to the updated allowed NSSAI or move to the updated reject NSSAI sent to the UE;

(2) As per current handling for the allowed NSSAI and reject NSSAI storage, the UE shall remove the corresponding S-NSSAI(s) from the stored pending NSSAI.

Hence, it will not happen for a pending S-NSSAI that the NSSAA procedure was already completed but it still included in the stored pending NSSAI at the UE.

With above adding-on handling at the UE side, it is possible for the AMF to provide a new pending S-NSSAI(s) to the UE in case a new NSSAA procedure was initiated for an S-NSSAI when NSSAA procedures are ongoing for other pending S-NSSAI(s) during registration procedure.
Observation #5: It is an adding-on handling at the UE for pending NSSAI storage.

2.4 How does NSSAA work well if pending S-NSSAI(s) can be included in the requested NSSAI.

If fully sticks to above stage 2 requirements in section 2.1, then CT1 needs to go the way as proposed in [1].
However, during the discussion in the last CT1#122e meeting, it was observed that above stage 2 requirements are not fully correct from implementation perspective. It reached a consensus to go an opposite direction from [1] and then following topics need to be discussed:
Topic #1: For the subseqeuent registration in any acess type, can the pending S-NSSAI(s) be included in the requested NSSAI by the UE?
Topic #2: If the answer for Topic#1 is yes, how does the AMF provide the updated pending S-NSSAI(s) to the UE?
Topic #3: If the UE has not requested S-NSSAI(s) in any access for which NSSAA procedures are ongoing, does the AMF need to abort the ongoing NSSAA procedures?
Topic #4: If the answer for Topic#3 is yes, how to update the stored pending NSSAI at the UE?

In order to discuss these topics well, following three typical use cases need to be covered:
Case #A: The UE is registering over a second access when NSSAA procedures are ongoing in the first access.

Case #B: The UE wants to change the registered slice(s) when NSSAA procedures are ongoing.

Case #C: Intra-N1 mode handover with AMF change when NSSAA procedures are ongoing.
For Case #A, below is an example for the basic procedure happened often:

(1) The UE has successfully registered to the PLMN over 3GPP access, stored an allowed NSSAI for 3GPP access = {A, B}, and stored a pending NSSAI for both 3GPP access and non-3GPP access = {C, D}. No NSSAA is needed for {A, B} or they are already authenticated. The NSSAA procedures for {C, D} are ongoing;
(2) The UE attempts to register to the same PLMN over non-3GPP access and wants to provide a requeted NSSAI = {C, D, E, F} to the network over non-3GPP access, i.e. the UE wants to register and obtain services for slices {C, D, E, F} over non-3GPP access;
(3) The AMF decides to initiate a new NSSAA procedures for S-NSSAI {E}, as it needs to be authenticated but the NSSAA procedure was not initiated yet and the NSSAA status in the AMF does not indicated it was already authenticated. Now the NSSAA procedures for {C, D, E} are ongoing;

(4) The AMF sends an allowed NSSAI for non-3GPP access = {F} and pending S-NSSAI = { C, D, E} to the UE in the registration accept message over non-3GPP access;
(5) The UE replaces and stores the allowed NSSAI for non-3GPP access = {F}, and adds the received pending S-NSSAI = {E} to the stored pending NSSAI. As received pending S-NSSAI {C, D} were already in the stored pending NSSAI, they will not be added again. The updated pending NSSAI = {C, D, E};
(6) When the NSSAA procedures for pending NSSAI = {C, D, E} are successfully completed, the AMF initiates a UCU procedure to provide the updated allowed NSSAI for 3GPP access = {A, B, C, D} and the updated allowed NSSAI for non-3GPP access = {C, D, E, F};
(7) The UE replaces the stored allowed NSSAI with the new allowed NSSAI for 3GPP access and non-3GPP access respectively. Also, the S-NSSAI = {C, D, E} will be removed from the stored pending NSSAI = {C, D, E}. As a result, the stored allowed NSSAI for 3GPP access = {A, B, C, D}, the stored allowed NSSAI for non-3GPP access = {C, D, E, F} and the stored pending NSSAI is empty.

In step (2), when creating the requested NSSAI IE, the UE should behave as normal regardless of whether a S-NSSAI was included in the stored pending NSSAI or not. If the pending NSSAI {C, D} was excluded when creating the requested NSSAI, there is no chance for the AMF to provide them in the allowed NSSAI for non-3GPP access in step (6) and hence the UE cannot obtain any service from slices {C, D} over non-3GPP access, except to initiate a new registration update procedure to change the registered slices. Based on this, for Topic #1, the answer should be yes:
Proposal #1: The UE can include the pending S-NSSAI(s) in the requested NSSAI to the network, i.e. the creation of requested NSSAI is decoupled from the pending NSSAI.

In step (3), even {C, D} was included in the requested NSSAI and still needs to be authenticated but the NSSAA procedure for them is ongoing over 3GPP access. As NSSAA is access agnostic, hence in this step, the AMF just needs to initiate a new NSSAA procedure for slice {E}. If in step (3) the NSSAA procedure for {C, D} just completed (either success or failed), then the AMF also needs not to initiate the NSSAA procedure for {C, D} as well as the AMF will retain the NSSAA status for the result of NSSAA procedure in the UE context.
In step (4), the NSSAA procedures for {C, D, E} are ongoing and {C, D, E} are included in the requested NSSAI received over non-3GPP access, then based on Observation #3, the AMF will provide { C, D, E} as pending NSSAI to the UE over non-3GPP access. Then in step (5), the UE will add the new received pending NSSAI into the existing stored pending NSSAI. Considering S-NSSAI {C, D} were already in the stored pending NSSAI, they will not be added again and hence, only {E} will be added. Actually the UE will always do this regardless it is received over 3GPP access or no-3GPP access. Hence, for Topic #2, we could have:
Proposal #2: The AMF provides all S-NSSAI(s) included in the requested NSSAI for which NSSAA procedures will be performed or were already ongoing in the pending NSSAI during the current registration procedure. The UE adds the received pending S-NSSAI(s) into the stored pending NSSAI, if not already in the stored pending NSSAI.
In step (6), if NSSAA for any pending S-NSSAI is failed, then it will be included in the rejected NSSAI to the UE. This was already covered by the current handling.

In step (7), the final stored pending NSSAI at the UE is empty, which is aligned with the status at the network side that there is no NSSAA procedure ongoing for any S-NSSAI.
For Case #B, below is an example for the basic procedure happened often:

(1) The UE has successfully registered to the PLMN over 3GPP access, stored an allowed NSSAI for 3GPP access = {A, B}, and stored a pending NSSAI for both 3GPP access and non-3GPP access = {C, D}. No NSSAA is needed for {A, B} or they are already authenticated. The NSSAA procedures for {C, D} are ongoing;
(2) The UE attempts to change the registered slices to {A, C, E, F} over 3GPP access and hence it triggers a new registration update procedure including a new requeted NSSAI = {A, C, E, F} to the network;

(3) The AMF decides to initiate a new NSSAA procedures for S-NSSAI {E}, as it needs to be authenticated but the NSSAA procedure was not initiated yet and the NSSAA status in the AMF does not indicated it was already authenticated. Now the NSSAA procedures for {C, E} are ongoing;

(4) The AMF sends an allowed NSSAI for 3GPP access = {A, F} and pending S-NSSAI = { C,E} to the UE in the registration accept message over 3GPP access;

(5) The UE replaces and stores the allowed NSSAI for 3GPP access = {A, F}, and adds the received pending S-NSSAI = {E} to the stored pending NSSAI. As received pending S-NSSAI {C} was already in the stored pending NSSAI, it will not be added again. The updated pending NSSAI = {C, D, E}.

(6) When the NSSAA procedures for pending NSSAI = {C, E} are successfully completed, the AMF initiates a UCU procedure to provide the updated allowed NSSAI for 3GPP access = {A, C, E, F}.

(7) The UE replaces the stored allowed NSSAI with the new allowed NSSAI for 3GPP access. Also, the S-NSSAI = {C, E} will be removed from the stored pending NSSAI = {C, D, E}. As a result, the stored allowed NSSAI for 3GPP access = {A, C, E, F}, and the stored pending NSSAI = {D}.

In step (2), similar as in Case #A, when creating the requested NSSAI IE, the UE should behave as normal regardless of whether a S-NSSAI was included in the stored pending NSSAI or not. If the pending NSSAI {C} was excluded when creating the requested NSSAI, there is no chance for the AMF to provide it in the allowed NSSAI for 3GPP access in step (6) and hence the UE cannot obtain any service from slice {C} over 3GPP access, except to initiate a new registration update procedure to change the registered slices again. Based on this, for Topic #1, Proposal #1 is applied as well.
In step (3), there is a point related to Topic #3: the NSSAA procedure for {D} is ongoing but {D} was not included in the requested NSSAI by the UE in any access type. If some pending S-NSSAI(s) were not included in the requsted NSSAI, it does mean the UE does not want to register and obtain services from these slice(s). And hence, there is no need to perform NSSAA procedure for these S-NSSAI(s). Also, as per observation #3, the NSSAA procedure is only performed for the S-NSSAI(s) included in the requested NSSAI and hence, it is reasonable for the AMF to abort the ongoing NSSAA procedure for {D} in step (3). Hence, for Topic #3, the answer is yes:
Proposal #3: If the UE has not requested S-NSSAI(s) in any access for which NSSAA procedures are ongoing, the AMF needs to abort the ongoing NSSAA procedures.
In step (4), the NSSAA procedures for {C, E} are ongoing and {C, E} are included in the requested NSSAI received during the current registration, then based on Observation #3, the AMF will provide {C,E} as pending NSSAI to the UE during the current registration. Then in step (5), the UE will adds the new received pending NSSAI into the existing stored pending NSSAI. Considering S-NSSAI {C} was already in the stored pending NSSAI, it will not be added again and hence, only {E} will be added.. Hence, for Topic #2, Proposal #2 is applied as well.
In step (7), there is a point related to Topic #4: the final stored pending NSSAI = {D} but as per Proposal #3, the AMF has aborted the ongoing NSSAA procedure for {D}. As per current NSSAA procedure defined in both stage 2 and stage 3, once the AMF has aborted the ongoing NSSAA procedure, there is no way for the AMF to inform the UE on this event as the AMF just provides a reliable transport of EAP messages between the UE and the AAA-S. 
There are four alternatives to resolve this point for Topic #4:
Alt #1, NW based solution:

The AMF includes the S-NSSAI for which the NSSAA procedure was aborted, in the rejected NSSAI with a new cause value, e.g. for the aborted NSSAA, to the UE in registration accept or UCU message. Then the UE will remove it from the stored pending NSSAI;
Alt #2, NW based solution:

The AMF always provides the full list of pending NSSAI for which the NSSAA procedures are ongoing to the UE, regardless of some of them were already provided to the UE in the pending NSSAI in the previous registration procedure or in other access type. The UE will always replace the existing stored pending NSSAI with the new received pending NSSAI;
Alt #3, UE based solution:

If the UE has not included a pending S-NSSAI in the requested NSSAI in the last registration request message in any access type, then UE shall remove it from the stored pending NSSAI;
Alt #4: no solution:

Leave it as it is, i.e. no special handling on it.
Alt #1 could work but it breaks the current principle that the rejected S-NSSAI should come from the requested NSSAI from the UE.
Alt #2 could work but it requires a lot of spec work as it breaks two current principles: (1) at the AMF side, the pending S-NSSAI should come from the requested NSSAI, if the requested NSSAI was included and at least one of them are allowed, i.e. observation #3 in section 2.2; (2) at the UE side, it is an adding-on handling at the UE for pending NSSAI storage, i.e. observation #5 in section 2.3. Note that going to Proposal #2, Alt #2 cannot fly.
Alt #3 could work in normal case but it cannot work in some specific abnormal or corner cases, e.g. in the first registration, the UE has provided the requested NSSAI but none of them are allowed and then the pending NSSAI stored at the UE includes the default S-NSSAI(s). Hereafter in the second registration, the UE provided an updated requested NSSAI but also none of them are allowed and then still the default S-NSSAI(s) will be used. As the same default S-NSSAI(s) are undergoing NSSAA procedures, then the AMF will not provide them again in the pending NSSAI as them was already provided as pending NSSAI in the first registration. But at the UE side, as per Alt #3, the UE will remove them from the stored pending NSSAI as they are not included in the updated requested NSSAI in the second registration request message. This created a mismatching situation that the NSSAA procedures are ongoing but the corresponding S-NSSAIs are removed from the stored pending NSSAI at the UE.
Alt #4 will remain a mismatching situation between the UE and the network on NSSAA, i.e. there is no NSSAA procedrue ongoing for an S-NSSAI but it was stored as a pending S-NSSAI at the UE. However, after double checking on this, we believe there is no real problems due to such mismatching situation based on following considerations:

(i) As per Propsoal #1, the UE can still include {D} in the requested NSSAI in any subsequent registration request message in any access type. Then it will not impact the UE to register and obtain services from it;
(ii) If {D} was included in any subsequent registration request message in any access type, the AMF can still initiate a new NSSAA procedure for it, if still needed, as currently there is no ongoing NSSAA procedrue for it and also no NSSAA status stored in UE’s context at the AMF for it;

(iii)  If such new NSSAA procedure for {D} is completed (either succeed, or failed), the AMF will include it in the updated allowed NSSAI or updated rejected NSSAI to the UE, and finally it will be removed from the stored pending NSSAI.

Hence, for Topic #4, we would prefer to adopt Alt #4:
Proposal #4: In case of a pending S-NSSAI for which the NSSAA procedure was aborted by the AMF, nothing special needs to be done at the AMF and the UE, i.e. the pending S-NSSAI still stays in the stored pending NSSAI at the UE.

For Case #C, it acutally covers both serving PLMN not changed and serving PLMN changed scenarios. As NSSAA was initiated by the AMF and hence, regardless of serving PLMN changed or not, once the AMF was changed, the target AMF needs to make NSSAA decision again as usaul, e.g. based on the current UE subscription and/or network policies. The main difference between them are: the stored NSSAA status is only valid for the current serving PLMN and hence, the target AMF will not use it even received from the source AMF in case of PLMN change. Hence, below example is mainly to cover the serving PLMN not changed sccenario which happened in more often case:
(1) The UE has successfully registered to the PLMN over 3GPP access, stored an allowed NSSAI for 3GPP access = {A, B}, and stored a pending NSSAI for both 3GPP access and non-3GPP access = {C, D}. No NSSAA is needed for {A, B} or they are already authenticated. The NSSAA procedures for {C, D} are ongoing at the source AMF;

(2) The intra-N1 mode handover with AMF change is performed when NSSAA procedures are ongoing. During the HO procedure, the source AMF will provide the NSSAA status to the target AMF, e.g. {A, B} was already authenticated. As AMF was relocated, then the source AMF will abort all ongoing NSSAA procedures for {C, D}. Note that here, the pending NSSAI stored at the UE is still {C, D};
(3) After HO, the UE needs to triggers a new registration update procedure including a new requeted NSSAI = {A, C, E, F} to the network;

(4) Based on the current UE subscription and/or network policies, the target AMF decides {A, C, E} needs to be authenticated but {F} needs not. As indicated in the NSSAA status from the source AMF, {A} was already authenticated, hence, the target AMF will initiate NSSAA procedures for S-NSSAI {C, E}. Now the NSSAA procedures for {C, E} are ongoing at the target AMF;

(5) The target AMF sends an allowed NSSAI for 3GPP access = {A, F} and pending S-NSSAI = {C, E} to the UE in the registration accept message over 3GPP access;

(6) The UE replaces and stores the allowed NSSAI for 3GPP access = {A, F}, and adds the received pending S-NSSAI = {C, E} to the stored pending NSSAI. As {C} was already in the stored pending NSSAI, hence it will not be added again. The updated pending NSSAI = {C, D, E}.

(7) When the NSSAA procedures for pending NSSAI = {C, E} are successfully completed, the AMF initiates a UCU procedure to provide the updated allowed NSSAI for 3GPP access = {A, C, E, F}.

(8) The UE replaces the stored allowed NSSAI with the new allowed NSSAI for 3GPP access. Also, the S-NSSAI = {C, E} will be removed from the stored pending NSSAI = {C, D, E}. As a result, the stored allowed NSSAI for 3GPP access = {A, C, E, F}, and the stored pending NSSAI = {D}.

In step (2), as there is no HO supported for the ongoing NSSAA procedure and hence, the source AMF has to abort all ongoing NSSAA procedures once it was informed that the UE has already moved to the target AMF. Similar as observed in Case #B, even the NSSAA procedures were aborted at the network but there is no way to inform the UE to update the stored pending NSSAI at the UE.

In step (3), similar as in Case #A and #B, when creating the requested NSSAI IE, the UE should behave as normal regardless of whether a S-NSSAI was included in the stored pending NSSAI or not. If the pending NSSAI {C} was excluded when creating the requested NSSAI, there is no chance for the AMF to provide it in the allowed NSSAI for 3GPP access in step (7) and hence the UE cannot obtain any service from slice {C} over 3GPP access, except to initiate a new registration update procedure to change the registered slices. Based on this, for Topic #1, Proposal #1 is applied as well.
In step (8), similar as in Case #B, there is a pending S-NSSAI {D} for which the NSSAA procedure was aborted by the AMF but it still was stored in the pending NSSAI, i.e. the issue for Topic #4 exists in Case #C as well. For this point, Proposal #4 was applied as well.
2.5 LS actions to SA2

If CT1 agreed proprosals in section 2.4, then it would be useful to send an LS to inform SA2 that CT1 has agreed to a direction which is opposite from stage 2 requirements as observed in section 2.1.
Proposal #5: It proposes CT1 to send an LS to SA2 to inform that CT1 has implemented a different way on including the pending S-NSSAI(s) in the requested NSSAI in the subsequent registration request when NSSAA procedure is ongoing.

Furthermore, in order to implement Proposal #3, AMF needs to abort the procedure in two directions: one direction is to the UE on 5GMM NSSAA procedure as defined in TS 24.501 sub 5.4.7 on reliable transport of EAP messages which is in the remit of CT1. Another direction is to AAA-S on AAA protocol messages which is not the remit of CT1. In stage 2, SA2 and SA3 will further discuss whether AUSF or another new NF needs to be involved in the NSSAA procedure. Regardless of AUSF or new NF is involved, the communication between AMF, AUSF/new NF, and network slice-specific AAA-S are under the remit of CT4 in stage 3. Hence, it is better also to ask SA2 to investigate the required AMF handling on aborting the ongoing NSSAA procedure in stage 2 and then inform CT1 and CT4 the stage 2 conclusion.
Proposal #6: It proposes CT1 to send an LS to ask SA2 to investigate the required AMF handling on aborting the ongoing NSSAA procedure in stage 2 and then inform CT1 and CT4 the stage 2 conclusion.

3. Conclusion
This paper has analysed and evaluated the possible alternatives for including the pending S-NSSAI(s) in the requested NSSAI in the subsequent registration request when NSSAA procedure is ongoing.

Based on the discussion, below obervations were provided:

Observation #1: As per current stage 2 requirements, the UE shall not include the pending S-NSSAI(s) in the requested NSSAI in the subsequent registration request, regardless of Access Type, until the ongoing NSSAA procedure was completed.

Observation #2: As per current stage 2 requirements, the UE shall not use any services (except emergency services) from the slice(s) identified by the pending S-NSSAI(s) even the UE can register to the network.

Observation #3: If at least one S-NSSAI(s) included in the Requested NSSAI IE is allowed, the pending NSSAI was only created from the requested NSSAI provided by the UE.

Observation #4: If the Requested NSSAI IE is not included or none of the S-NSSAIs in the requested NSSAI are allowed, then the pending NSSAI was only created from the subscribed S-NSSAIs marked as default, i.e. not from the UE.

Observation #5: It is an adding-on handling at the UE for pending NSSAI storage.

Based on these observations, following topics were discussed:

Topic #1: For the subseqeuent registration in any acess type, can the pending S-NSSAI(s) be included in the requested NSSAI by the UE?

Topic #2: If the answer for Topic#1 is yes, how does the AMF provide the updated pending S-NSSAI(s) to the UE?
Topic #3: If the UE has not requested S-NSSAI(s) in any access for which NSSAA procedures are ongoing, does the AMF need to abort the ongoing NSSAA procedures?
Topic #4: If the answer for Topic#3 is yes, how to update the stored pending NSSAI at the UE?

based on following typical uses cases:

Case #A: The UE is registering over a second access when NSSAA procedures are ongoing in the first access.

Case #B: The UE wants to change the registered slice(s) when NSSAA procedures are ongoing.

Case #C: Intra-N1 mode handover with AMF change when NSSAA procedures are ongoing.

Based on above discussion, following proposals were provided:

Proposal #1: The UE can include the pending S-NSSAI(s) in the requested NSSAI to the network, i.e. the creation of requested NSSAI is decoupled from the pending NSSAI.

Proposal #2: The AMF provides all S-NSSAI(s) included in the requested NSSAI for which NSSAA procedures will be performed or were already ongoing in the pending NSSAI during the current registration procedure. The UE adds the received pending S-NSSAI(s) into the stored pending NSSAI, if not already in the stored pending NSSAI.
Proposal #3: If the UE has not requested S-NSSAI(s) in any access for which NSSAA procedures are ongoing, the AMF needs to abort the ongoing NSSAA procedures.

Proposal #4: In case of a pending S-NSSAI for which the NSSAA procedure was aborted by the AMF, nothing special needs to be done at the AMF and the UE, i.e. the pending S-NSSAI still stays in the stored pending NSSAI at the UE.

Proposal #5: It proposes CT1 to send an LS to SA2 to inform that CT1 has implemented a different way on including the pending S-NSSAI(s) in the requested NSSAI in the subsequent registration request when NSSAA procedure is ongoing.

Proposal #6: It proposes CT1 to send an LS to ask SA2 to investigate the required AMF handling on aborting the ongoing NSSAA procedure in stage 2 and then inform CT1 and CT4 the stage 2 conclusion.

Proposals #1/2/3 are covered in CR C1-202473for TS 24.501 and Proposal #5/6 are captured in LS C1-202474to SA2.
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