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	Reason for change:
	The Editor’s Notes have been added to evaluate usage of access-token in Authorization header of HTTP request. 
As per 3GPP TS 33.434 (v0.2.0) – clause A.6	Using the token to access VAL resource servers
“Access tokens of type "bearer" shall be communicated from the SIM-C to VAL resource servers by including the access token in the HTTP Authorization Header, per IETF RFC 6750 [4].”
 - So no more changes required to support authorization of the user by including access-token in authorization header.
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	Removed Editor’s note related to usage of access-token in Authorization header

	
	

	Consequences if not approved:
	Editor’s note will not be removed Rel-16 SEAL configuration management specification. 
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***** Next change *****
[bookmark: _Toc25306448][bookmark: _Toc26192771][bookmark: _Toc34137049][bookmark: _Toc34137363][bookmark: _Toc34138511][bookmark: _Toc34138754][bookmark: _Toc34395091]6.2.3.1	Client procedure
Upon receiving a request from the VAL user to retrieve a VAL UE configuration data, the SCM-C shall send an HTTP GET request to the SCM-S according to procedures specified in IETF RFC 4825 [3] "Fetch a Document". In HTTP GET request, the SCM-C:
a)	shall set the Request-URI to a XCAP URI identifying the XML document to be retrieved. In the Request-URI:
1)	the "auid" is set to specific VAL service identity; and
2)	the document selector is set to a document URI pointing to the VAL UE configuration document; and
b)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6].
Editor’s note:	The use of access-token in Authorization header field with the "Bearer" authentication scheme will be evaluated based on stage 2 security requirements.
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[bookmark: _Toc25306451][bookmark: _Toc26192774][bookmark: _Toc34137052][bookmark: _Toc34137366][bookmark: _Toc34138514][bookmark: _Toc34138757][bookmark: _Toc34395094]6.2.4.1	Client procedure
Upon receiving a request from the VAL user to retrieve a VAL user profile data, the SCM-C shall send an HTTP GET request to the SCM-S according to procedures specified in IETF RFC 4825 [3] "Fetch a Document". In HTTP GET request, the SCM-C:
a)	shall set the Request-URI to a XCAP URI identifying the XML document to be retrieved. In the Request-URI:
1)	the "auid" is set to specific VAL service identity; and
2)	the document selector is set to a document URI pointing to the VAL user profile document; and
b)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6].
Editor’s note:	The use of access-token in Authorization header field with the "Bearer" authentication scheme will be evaluated based on stage 2 security requirements.
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[bookmark: _Toc25306454][bookmark: _Toc26192777][bookmark: _Toc34137055][bookmark: _Toc34137369][bookmark: _Toc34138517][bookmark: _Toc34138760][bookmark: _Toc34395097]6.2.5.1	Client procedure
Upon receiving a request from the VAL user to update the VAL user profile configuration document, the SCM-C shall create an XML document as specified in coding of the specific vertical application and shall send the XML document to the SCM-S according to procedures specified in IETF RFC 4825 [3] "Create or Replace a Document". In the HTTP POST request, the SCM-C:
a)	shall set the Request URI to a XCAP URI identifying an XML document to be updated. In the Request-URI:
1)	the "auid" is set to specific VAL service identity; and
2)	the document selector is set to the VAL user profile;
b)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6];
Editor’s note:	The use of access-token in Authorization header field with the "Bearer" authentication scheme will be evaluated based on stage 2 security requirements.
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-user-profile-info+xml"; and
d)	shall include an application/vnd.3gpp.seal-user-profile-info+xml MIME body and in the <seal-user-profile> root element:
1)	may include <ProfileName> element indicating name of the profile;
2)	may include <Status> element indicating status of the profile;
3)	may include <isDefault> element indicating that the current profile is the selected profile for the requesting user;
4)	shall include <user-profile-index> element indicating the unique profile number; and
5)	shall include <profile-configuration> element as specified in clause 7.
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