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1. Introduction

This document analyses the general topic of re-initiation of NSSAA for which an Editor’s note is currently pending as per the work plan (see EN#10, Task#10:

Editor’s Note [WI: eNS, CR#1602]:
The NSSAI storage update regarding Allowed NSSAI in scenario when re-authentication and re-authorization is challenged for one or more S-NSSAIs in the Allowed NSSAI of a UE is FFS.
2. Discussion

This section presents different scenarios of registration procedures over the 3GPP access and the non-3GPP access and how these can be considered as re-initiation of NSSAA. 

2.1 UE is registered on one access and performs initial registration on a second access 
This scenario can lead to re-initiation of NSSAA as is discussed next using Figure 1.


[image: image1.emf]NAS

(3GPP)

NAS

(non-3GPP)

AMF

1. UE registered with Allowed NSSAI {A, B}

3. Registration Request (Reg. type = initial, Requested NSSAI {A, B, C})

4. Registration Accept ("NSSAA to be performed", Pending NSSAI {A, B, C})

2. UE stores Allowed 

NSSAI {A, B} for non-

3GPP access

5. UE stores Pending NSSAI 

{A, B, C}, where {A, B} 

applies to BOTH 3GPP & 

NON-3GPP

7. PDU Session Establishment 

Request for S-NSSAI B allowed?

6. AMF initiates NSSAA


Figure 1 – NSSAA as the UE registers over a second access
Although the UE is performing initial registration over the 3GPP access, the fact that the pending NSSAI includes entries {A, B} which are already in the allowed NSSAI for the non-3GPP access means that NSSAA is considered as being re-initiated for {A, B}.

A question then arises: is the UE allowed to request a new PDU session over the non-3GPP access with say S-NSSAI B?
It is the source company’s view that the UE should not be allowed to request a new session for an S-NSSAI that is in the pending NSSAI list even over a different access (i.e. non-3GPP access in the example above). More generally, the UE should not be allowed to request a new session for an S-NSSAI for which NSSAA is being performed.
Proposal 1: the UE should NOT request the establishment of a new PDU session for an S-NSSAI for which NSSAA is ongoing, noting that the ongoing NSSAA may be a re-initiation of NSSAA for some S-NSSAIs.
To achieve the proposal above, it is important for the network to include the S-NSSAIs for which NSSAA is being (re-)initiated in the pending NSSAI as this would be the only way the NAS can suppress a new 5GSM request. This is because the NAS is not involved in NSSAA other than passing the received information (EAP message and S-NSSAI) as stated in 5.4.7.2.1 of TS 24.501:
Upon receipt of a NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message, the UE shall pass:

a)
the EAP-request message received in the EAP message IE; and

b)
the HPLMN S-NSSAI in the S-NSSAI IE;

to the upper layers. Apart from this action, the network slice-specific authentication and authorization procedure is transparent to the 5GMM layer of the UE.
Proposal 2: when NSSAA needs to be re-initiated, the AMF should send the pending NSSAI list with the S-NSSAIs for which NSSAA is to be re-initiated using the UE generic configuration update procedure. The pending NSSAI includes only the S-NSSAIs for which there is NO established PDU session. The pending NSSAI is not sent if all the UE there is an established PDU session for all S-NSSAIs in the allowed NSSAI.
As NSSAA is access independent, in the example above the pending NSSAI is only provided to the UE over the 3GPP access and it need not be provided again over the non-3GPP access.

Why is proposal 1 beneficial? 
· Because it avoids having to establish a PDU session, which requires system-wide signalling, and in the case of NSSAA not succeeding, the PDU session will be released. 
· Waiting for the NSSAA to complete is not expected to be long, hence there is no impact on user experience especially that the session is not yet established (as compared to disrupting user plane for an established session)
· It should be noted that PDU session establishment requests can currently be delayed for other reasons and for significantly longer periods e.g. due to congestion control at the 5GSM layer.

In fact, proposal 1 is already implicitly in the specification as shown below from section 5.5.1.2.4 of TS 24.501:
If the REGISTRATION ACCEPT message:

a)
includes the 5GS "NSSAA to be performed" indicator in the 5GS registration result IE;

b)
includes a pending NSSAI; and

c)
does not include an allowed NSSAI;

the UE shall not initiate a 5GSM procedure except for emergency services or high priority access until the UE receives an allowed NSSAI.

The text above covers two cases where the UE is performing initial registration and: (i) the UE is not registered over a second access to the same PLMN, or (ii) the UE is already registered over a second access to the same PLMN. 
Since the pending NSSAI is access independent, the text does not restrict a 5GSM procedure on the same access over which the pending NSSAI is received but rather restricts all 5GSM procedures over all accesses.

2.2 UE is registered over one access only, or over both accesses, and AMF re-initiates NSSAA 

The discussion in the previous section can be generalized to the case when the UE is:

i. registered over one access only, or

ii. registered over both the 3GPP access and the non-3GPP access 
and the AMF then decides to re-initiate NSSAA. See Figure 2.
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Figure 2 – NSSAA re-initiation for a registered UE
To avoid the UE from requesting a new PDU session for an S-NSSAI that is subject to NSSAA, the AMF should send the pending NSSAI list to the UE with the S-NSSAI included. The NAS layer can then suppress the new request as described previously. 
Note that proposal 2 is also already implicitly specified as show in the text below from section 5.5.1.3.4 of TS 24.501:

If the REGISTRATION ACCEPT message:

a)
includes the 5GS "NSSAA to be performed" indicator in the 5GS registration result IE;

b)
includes a pending NSSAI; and

c)
does not include an allowed NSSAI;

the UE:

a)
shall not perform the registration procedure for mobility and registration update with the Uplink data status IE except for emergency services or for high priority access;

b)
shall not initiate a service request procedure except for emergency services, high priority access or for responding to paging or notification over non-3GPP access;

c)
shall not initiate a 5GSM procedure except for emergency services, high priority access, indicating a change of 3GPP PS data off UE status, or to request the release of a PDU session; and

d)
shall not initiate the NAS transport procedure to send a CIoT user data container except for sending user data that is related to an exceptional event.
until the UE receives an allowed NSSAI.
How is it already specified? Answer:

· the restriction in bullet c) does not say that the restricted 5GSM procedure is for the same access technology over which the pending NSSAI is received. This means that even if the UE has an allowed NSSAI over another access then the existence of a pending NSSAI would suppress any 5GSM procedure

So from all the discussions in section 2.1 and 2.2, it seems that the UE will not allow a 5GSM procedure when the pending NSSAI list is received. Furthermore, it seems that currently this only happens during the registration procedure i.e. when the AMF decides to re-initiate NSSAA during a registration procedure.
However, the AMF may also decide to initiate NSSAA even if there is no ongoing registration procedure. A consistent behaviour would be needed for both the UE and the network. This consistent behaviour would be achieved if the AMF sends the pending NSSAI to the UE in the Configuration Update Command message and the UE would then similarly suppress any 5GSM procedure for S-NSSAIs in the pending NSSAI list.
When the pending NSSAI is received in the UE, the UE will remove the entries that are in the allowed NSSAI for all accesses.

Note: the AMF should not include the S-NSSAIs for the PDU sessions that are already established as the objective is to avoid new sessions for S-NSSAIs that are undergoing NSSAA. However, AMF can still perform NSSAA for existing sessions if required (only difference is S-NSSAI will not be part of pending NSSAI).
2.3 Consequences of not adopting the proposals above 

If the proposals above are not adopted, then the following cases can arise. For simplicity, assume that the UE has an allowed NSSAI = {A, B, C, D} and a PDU session that is established for S-NSSAI {A}.
Now the AMF re-initiates NSSAA and does not set the pending NSSAI ={B, C, D} to the UE.

Case 1:

· NSSAA not yet complete for any of {B, C, D}

· UE sends PDU session establishment for S-NSSAI {C}

· What should the AMF do when the outcome of NSSAA for {C} is not yet known?

Case 2:

· NSSAA is completed unsuccessfully for {B}, but still ongoing for {C, D}

· AMF has not yet sent new allowed NSSAI to the UE

· UE sends PDU session establishment for S-NSSAI {B}

· What should the AMF do when the outcome of NSSAA for {B} is known to have failed but the UE is unaware?

It is evident that at least for Case 2, the PDU session establishment cannot be allowed. Even the request in Case 1 should not be allowed since basic the principle of NSSAA is that services can be allowed if NSSAA succeeds.

Proposal 3: if proposals 2 and 3 are not adopted, then a mechanism is needed to reject a request for a new PDU session for a S-NSSAI for which NSSAA is ongoing, and possibly failed, but the UE is unaware of it.

Proposal 4: the AMF sends the DL NAS TRANSPORT with the 5GSM message (PDU session establishment request) that was not forwarded due to ongoing NSSAA. The AMF includes the 5GMM cause #XX Ongoing NSSAA.
Way forward:
· The source company proposes to move forward with proposals 1 and 2 (solution #1), otherwise

· Move forward with proposals 3 and 4 (solution #2).

3 Conclusion 

This document has shown how the current specification already forbids the initiation of 5GSM procedures when NSSAA is ongoing. The excerpts shown from TS 24.501, even for initial registration, do not rule out the case that the UE is already registered over another access with an allowed NSSAI and for which running NSSAA is considered to be re-initiation of NSSAA. 
The behaviour above is acceptable but it only considers the registration procedure. As NSSAA can be re-initiated at any time, a similar and consistent behaviour is required i.e. the UE should not initiate 5GSM procedures for which NSSAA is ongoing.
Regardless of the text that is already in the specification, it is the source company’s view that the UE should not request a PDU session when the results of NSSAA are unknown as it would lead to unnecessary signalling in case of failure. 

The following proposals are hence made:

Proposal 1: the UE should not request the establishment of a PDU session for an S-NSSAI for which NSSAA is ongoing, noting that the ongoing NSSAA may be a re-initiation of NSSAA for some S-NSSAIs.

Proposal 2: when NSSAA needs to be re-initiated, the AMF should send the pending NSSAI list with the S-NSSAIs for which NSSAA is to be re-initiated using the UE generic configuration update procedure.

Proposal 2 is needed to achieve proposal 1 since the NAS is not currently involved in NSSAA other than providing a transport for the upper layers. Using the pending NSSAI would then enable the NAS to restrict 5GSM procedures during NSSAA.
Proposals 1 and 2 are together referred to as solution #1 which is in C1-202351.

Proposal 3: if proposals 2 and 3 are not adopted, then a mechanism is needed to reject a request for a new PDU session for a S-NSSAI for which NSSAA is ongoing, and possibly failed, but the UE is unaware of it.

Proposal 4: the AMF sends the DL NAS TRANSPORT with the 5GSM message (PDU session establishment request) that was not forwarded due to ongoing NSSAA. The AMF includes the 5GMM cause #90 "payload was not forwarded".
Proposals 3 and 4 are together referred to as solution #2 which is in C1-202352.
It is kindly requested of companies to indicate their preference for solution #1 or solution #2.

Note: the source company prefers solution #1.

NAS
(3GPP)
NAS
(non-3GPP)
AMF
1. UE registered with Allowed NSSAI {A, B}
3. Registration Request (Reg. type = initial, Requested NSSAI {A, B, C})
4. Registration Accept ("NSSAA to be performed", Pending NSSAI {A, B, C})
2. UE stores Allowed NSSAI {A, B} for non-3GPP access
5. UE stores Pending NSSAI {A, B, C}, where {A, B} applies to BOTH 3GPP & NON-3GPP
7. PDU Session Establishment Request for S-NSSAI B allowed?
6. AMF initiates NSSAA



NAS
(3GPP)
NAS
(non-3GPP)
AMF
1. UE registered with over both accesses
3. Registration Request (Reg. type = “mobility registration updating”, requested NSSAI = {A, B, C})
4. Registration Accept ("NSSAA to be performed", Pending NSSAI {A, B, C})
2a. Allowed NSSAI {A, B} for non-3GPP access
5. UE stores Pending NSSAI {A, B, C}, where {A, B} applies to BOTH 3GPP & NON-3GPP
7a. PDU Session Establishment Request for S-NSSAI B allowed?
6. AMF initiates NSSAA
2b. Allowed NSSAI {A, B, C} for non-3GPP access
7b. PDU Session Establishment Request for S-NSSAI B allowed?



