
3GPP TSG-CT WG1 Meeting #123-e
C1-202305
Electronic meeting; 16-24 April 2020
Source:
Huawei, HiSilicon
Title:
Use of pre-established MBMS bearers procedure
Spec:
3GPP TS 24.548 v1.0.0
Agenda item:
16.2.20
Document for:
Agreement
1. Introduction
This p-CR defines the use of pre-established MBMS bearers procedure for 3GPP TS 24.548.
2. Reason for Change
The specification needs to define the stage 3 details of the use of pre-established MBMS bearers procedure defined in 3GPP TS 23.434 clause 14.3.4.2.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.548 v1.0.0.
* * * First Change * * * *
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* * * Next Change * * * *
6.2.3.2
Use of pre-established MBMS bearers procedure

* * * Next Change * * * *
6.2.3.2.1
VAL server procedure
When a user originates a request for a VAL service group communication session for one of these areas, in order to use the pre-established MBMS bearers, the VAL server shall generate an HTTP POST request according to procedures specified in IETF RFC 2616 [r2616]. In the HTTP POST request message, the VAL server:
a)
shall include a Request-URI set to the URI corresponding to the identity of the SNRM-S;

b)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info +xml";

c)
shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body and in the <mbms-info> root element:

1)
shall include an <request> element which shall include:
i)
a <requester-identity> element set to the identity of the VAL server performing the request;

ii)
an <identity> element set to the identity of the VAL group that the MBMS bearer is requested for;
iii)
a <service-anouncement-mode> indicating whether the request is sent by NRM server or by the VAL server;
iv)
a <QoS> element indicating the requested QoS for the bearer;

v)
an optional <broadcast-area> element indicating the area where the MBMS bearer is requested for; and
vi)
an <endpoint-info> element set to the information of the endpoint of the VAL server to which the user plane notifications have to be sent; and
d)
shall send the HTTP POST request message towards the SNRM-S according to IETF RFC 2616 [r2616].
* * * Next Change * * * *
6.2.3.2.2
Server procedure

Upon receiving an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info +xml"; and

b)
an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with a <request> element in the <mbms-info> root element;

the SNRM-S:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP POST request is not authorized to request mbms resource, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and

2)
shall support handling an HTTP POST request from a VAL server according to procedures specified in IETF RFC 4825 [12] "POST Handling"; and
b)
shall determine to activate MBMS bearer, and then generate an HTTP POST request message according to IETF RFC 2616 [r2616]. In the HTTP POST request message, the SNRM-S:
1)
shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
2)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";
3)
shall include in a MIME body with Content-Type header field set to "application/vnd.3gpp.seal-info+xml", the <seal-request-uri> element set to the VAL user ID of the user;
4)
shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with the <version> element set to "1" and one or more <announcement> elements associated with the pre-activated MBMS bearers in the <mbms-info> root element. Each set of an <announcement> element:
i)
shall include a <TMGI> element set to a TMGI value;

NOTE 1:
The same TMGI value can only appear in one <announcement> element. The TMGI value is also used to identify the <announcement> when updating or cancelling the <announcement> element.
NOTE 2:
The security key active for the general purpose MBMS subchannel on which the mapping (i.e. the Map Group To Bearer message) of media or media control to this MBMS bearer was indicated, is used for MBMS subchannels on this MBMS bearer, unless a different key or an indication of not using encryption is in place.

ii)
may include an <alternative-TMGI> element set to a list of additional alternative TMGI used in roaming scenarios;
iii)
may include the QCI value in the <QCI> element;

iv)
shall include one or more MBMS service area IDs in <mbms-service-area-id> elements in the <mbms-service-areas> element; 

NOTE 3:
Initial mappings of groups to MBMS subchannels on an MBMS bearer for the purpose of carrying media or media control can occur only where the MBMS service area for this bearer and the MBMS service area for the bearer carrying the general purpose MBMS subchannel on which the Map Group To Bearer message is sent intersect. However, once media or media control were successfully mapped to this bearer, the reception by the SNRM-C can continue (until Unmap Group To Bearer is received or until timeout) throughout the entire MBMS service area of this bearer.
v)
if multiple carriers are supported, shall include the frequency to be used in the <frequency> element;

NOTE 4:
In the current release if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.

vi)
shall include a <seal-mbms-sdp> element set to the SDP with media and application control information applicable to groups that can use this bearer;

vii)
may include a <monitoring-state> element set to "monitoring" or "not-monitoring" used to control if the client is actively monitoring the MBMS bearer quality or not;

viii)
may include an <announcement-acknowlegement> element set to "true" or "false" indicating if the NRM server requires an acknowledgement of the MBMS bearer announcement;

ix)
may include an <unicast-status> element set to "listening" or "not-listening" indicating if the listening status of the unicast bearer is requested;

x)
if the packet headers are compressed with ROHC specified in RFC 5795 [13] in this MBMS bearer, shall include a <seal-mbms-rohc> element; and
5)
shall send the HTTP POST request message towards the SNRM-C according to IETF RFC 2616 [r2616].
Upon receiving an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and
b)
an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status-report> element;

the SNRM-S:
a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP POST request is not authorized to report mbms listening status, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and

2)
shall support handling an HTTP POST request from a SNRM-C according to procedures specified in IETF RFC 4825 [12] "POST Handling";
b)
shall generate an HTTP 200 (OK) response message according to IETF RFC 2616 [r2616]. In the HTTP 200 (OK) response message, the SNRM-S:
1)
shall set the Request-URI to the URI corresponding to the identity of the VAL server;

2)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml";

3)
shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-bearers> element in the <mbms-info> root element which:
i)
shall include a <result> element set to “success” or “failure” indicating success or failure of the MBMS bearers request operation;
ii)
may include a <TMGI> element set to a TMGI value;

iii)
shall include a <user-plane-address> element set to the BM-SC user plane IP address and port; and
iv)
may include a <service-description> element indicating MBMS bearer related configuration information as defined in 3GPP TS 26.346 [t26346]; and
c)
shall send the HTTP 200 (OK) response message towards the VAL server according to IETF RFC 2616 [r2616].
* * * Next Change * * * *
6.2.3.2.3
Client procedure

Upon receiving an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info+xml"; and

b)
an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with one or more <announcement> element(s);

the NRM-C:

a)
shall store the content of the <anouncement> elements and generate an HTTP POST request message according to IETF RFC 2616 [r2616]. In the HTTP POST request message, the SNRM-C:
1)
shall set the Request-URI to the URI corresponding to the identity of the SNRM-S;

2)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-mbms-usage-info +xml"; 
3)
shall include an application/vnd.3gpp.seal-mbms-usage-info+xml MIME body with an <mbms-listening-status-report> subelement which:

i)
shall include an <identity> element set to the identity of the VAL user or VAL UE who wants to report the MBMS listening status;

ii)
shall include one or more <TGMI> elements for which the listening status applies;

iii)
shall include an <mbms-listening-status> element set to "listening" if the SNRM-C is listening to the MBMS bearer or "not-listening" if the SNRM-C is not listening; 
iv)
may include an <mbms-reception-quality-level> element set to the reception quality level per TMGI; and

b)
shall send the HTTP POST request towards the SNRM-S according to IETF RFC 2616 [r2616].
* * * End of Change * * * *

