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	[bookmark: _Hlk29398554]Reason for change:
	In subclause 5.3.20.3 of TS24.501 V16.4.0, it is specified that the following counters shall be stored in UE's non-volatile memory if the UE is operating in SNPN access mode:

-	SNPN-specific attempt counter for 3GPP access. 
-	SNPN-specific attempt counter for non-3GPP access. 
-	counter for "the entry for the current SNPN considered invalid for 3GPP access" events; and
-	counter for "the entry for the current SNPN considered invalid for non-3GPP access" events. 


Quote:
The UE shall store the above counters in its non-volatile memory. The UE shall erase the attempt counters and reset the event counters to zero when the entry of the "list of subscriber data" with the corresponding SNPN identity is updated. The counter values shall not be affected by the activation or deactivation of MICO mode or power saving mode (see 3GPP TS 24.301 [15]).

However the storage of these counters isn't captured in subclause C.2 Storage of 5GMM information for UE operating in SNPN access mode.


	
	

	Summary of change:
	Capture the storage of the counters in subsclause C.2.

	
	

	Consequences if not approved:
	Storage of the counters used for UE operating in SNPN access mode is not completed in subsclause C.2.
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***** start of change *****
[bookmark: _Toc36657839]C.2	Storage of 5GMM information for UEs operating in SNPN access mode
The following 5GMM parameters shall be stored per SNPN in a non-volatile memory in the ME together with the subscriber identifier associated with the SNPN identity of the SNPN in the "list of subscriber data" configured in the ME (see 3GPP TS 23.122 [5]):
a)	5G-GUTI;
b)	last visited registered TAI;
c)	5GS update status;
d)	5G NAS security context parameters from a full native 5G NAS security context (see 3GPP TS 33.501 [24]);
e)	configured NSSAI(s);
f)	NSSAI inclusion mode(s);
g)	MPS indicator;
h)	MCS indicator;
i)	operator-defined access category definitions; and
j)	network-assigned UE radio capability IDs.;
k)	SNPN-specific attempt counter for 3GPP access;
l)	SNPN-specific attempt counter for non-3GPP access;
m)	counter for "the entry for the current SNPN considered invalid for 3GPP access" events; and
n)	counter for "the entry for the current SNPN considered invalid for non-3GPP access" events.
Each configured NSSAI consists of S-NSSAI(s) stored together with an SNPN identity, if it is associated with an SNPN.
Each NSSAI inclusion mode is associated with an SNPN identity and access type.
The MPS indicator is stored together with an SNPN identity of the SNPN that provided it, and is valid in that registered SNPN.
The MCS indicator is stored together with an SNPN identity of the SNPN that provided it, and is valid in that registered SNPN.
Operator-defined access category definitions are stored together with an SNPN identity of the SNPN that provided them, and are valid in that SNPN. The maximum number of stored operator-defined access category definitions is UE implementation dependent.
Each network-assigned UE radio capability ID is stored together with an SNPN identity of the SNPN that provided it as well as a mapping to the corresponding UE radio configuration, and is valid in that SNPN. The UE shall be able to store at least the last 16 received network-assigned UE radio capability IDs. There shall be only one network-assigned UE radio capability ID stored for a given combination of SNPN identity and UE radio configuration and any existing UE radio capability ID shall be deleted when a new UE radio capability ID is added for the same combination of SNPN identity and UE radio configuration. If the UE receives a network-assigned UE radio capability ID with a Version ID value different from the value included in the network-assigned UE radio capability ID(s) stored at the UE for the serving SNPN, the UE may delete these stored network-assigned UE radio capability ID(s).
The allowed NSSAI(s) can be stored in a non-volatile memory in the ME. Allowed NSSAI consists of S-NSSAI(s) stored together with an SNPN identity, if it is associated with an SNPN.
***** End of changes *****
