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1. Introduction
This p-CR updates the Event-triggered location reporting procedure by adding the fetching location reporting configuration.

2. Reason for Change

The specification needs to define the stage 3 details of the fetching location reporting configuration defined in 3GPP TS 23.434 clause 9.3.3.2. Note that CT1 sent an LS to SA6 asking a question on how stage 2 defines this procedure. SA6 have provided reply in C1-200266/S2-200337 and a related CR was approved as it is now part of 3GPP TS 23.434 (i.e., S6-192204). Hence, it is proposed to update the specification to align with the latest version of 3GPP TS 23.434.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.545 v0.2.0.
* * * First Change * * * *

6.2.2
Event-triggered location reporting procedure

6.2.2.1
General
The SLM-C sends a location reporting configuration request when it needs to fetch location reporting configuration from the SLM-S.
The SLM-C sends a location report when at least one of the trigger criteria is fulfilled. To send the location report the SLM-C can use an appropriate HTTP request message.

If a location reporting trigger is met, the SLM-C checks if the minimum-report-interval timer is running. If the timer is running, the SLM-C waits until the timer expires. When the minimum-report-interval timer expires, the SLM-C:

a)
shall send a location information report as specified in clause 6.2.2.2, if any of the reporting triggers are still met.

Editor’s note:
It is FFS how the minimum-report-interval timer value is available in the UE.

6.2.2.2
Client procedure
6.2.2.2.1
Fetching location reporting configuration

In order to fetch location reporting configuration, the SLM-C shall send an HTTP GET request message according to procedures specified in IETF RFC 2616 [6] "Fetch a Document". In the HTTP GET request message, the SLM-C:

a)
shall set the Request-URI to the URI identifying the XML document to be fetched. In the Request-URI;

1)
the "auid" is set to specific VAL service identity; and

2)
the document selector is set to a document URI pointing to the location reporting configuration document; and

b)
shall set X-3GPP-Intended-Identity header to the VAL user identity requesting for location reporting configuration.

Upon receiving an HTTP 200 (OK) response from the SLM-S containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml"; and
b)
an application/vnd.3gpp.seal-location-info+xml MIME body with a <configuration> element included in the <location-info> root element;

the SLM-C:

a)
shall store the content of the <configuration> elements;
b)
shall set the location reporting triggers accordingly; and

c)
shall start the minimum-report-interval timer.
6.2.2.2.2
Location reporting
In order to report the location information, the SLM-C shall send an HTTP POST request message according to procedures specified in IETF RFC 2616 [6]. In the HTTP POST request message, the SLM-C:

a)
shall set the Request-URI to the URI included in the received HTTP response message for location report configuration;

b)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";

c)
shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:

1)
shall include a <identity> element with a <VAL-user-id> child element set to the identy of the VAL user for location report; and

2)
shall include a <report> element which:

i)
shall include a <trigger-id> child element set to the value of each <trigger-id> value of the triggers that have been met; and
ii)
shall include the location reporting elements corresponding to the triggers that have been met;
d)
shall set the minimum-report-interval timer to the minimum-report-interval time and start this timer; and
e)
shall reset all the trigger criteria for location reporting.

6.2.2.3
Server procedure
6.2.2.3.1
Fetching location reporting configuration
Upon receiving of an HTTP GET request where the Request-URI of the HTTP GET request identifies a location reporting configuration document as specified in the specific vertical application, the SLM-S:
a)
shall determine the identity of the sender of the received HTTP GET request as specified in clause 6.2.1.1, and:

1)
if the identity of the sender of the received HTTP GET request is not authorized to fetch requested configuration document, shall respond with a HTTP 403 (Forbidden) response to the HTTP GET request and skip rest of the steps; 

b)
shall support handling an HTTP GET request from a SLM-C according to procedures specified in IETF RFC 4825 [7] "GET Handling".
c) 
shall generate an HTTP 200 (OK) response according to IETF RFC 2616 [6]. In the HTTP 200 (OK) response message, the SLM-S:

1)
shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";

2)
shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:
i)
shall include an <identity> element with a <VAL-user-id> child element set to the identy of the VAL user requesting for location reporting configuration;
ii)
shall include a <configuration> element which shall include at least one of the followings:
A)
the location reporting elements which are requested;

B)
a <triggering-criteria> child element which indicate a specified location trigger criteria to send the location report; and
C)
a <minimum-interval-length>child element specifying the minimum time between consecutive reports. The value is given in seconds;

3)
shall include the <trigger-id> attribute where defined for the sub-elements defining the trigger criterion; and
d)
shall send the HTTP 200 (OK) response towards the SLM-C.
6.2.2.3.2
Location reporting
Upon reception of an HTTP POST request message containing:

a)
a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml"; and

b)
an application/vnd.3gpp.seal-location-info+xml MIME body with a <report> element included in the <location-info> root element;

where the Request-URI of the HTTP POST request identifies an element of a XML document as specified in application usage of the specific vertical application, the SLM-S:

a)
shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1; and

1)
if the identity of the sender of the received HTTP POST request is not authorized to obtain location information of another VAL user, shall respond with a HTTP 403 (Forbidden) response to the HTTP POST request and shall skip rest of the steps; and

2)
shall support handling an HTTP POST request from a SLM-C according to procedures specified in IETF RFC 4825 [7] where the Request-URI of the HTTP POST request identifies an element of XML document as specified in application usage of the specific vertical application. The SLM-S:

i)
shall store the received location information of the reporting SLM-C; and
ii)
shall use the location information as needed.

NOTE:
The <report> element contains the event triggering identity in the location information report from the VAL client, and can contain location information.

* * * End of Change * * * *
